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	Reason for change:
	As depicted in clause 6.9.2.3.2, if gNB/ng-eNB receives NSCI, the gNB/ng-eNB shall set the value of keySetChangeIndicator field to true for further handovers. The gNB/ng-eNB should perform an intra-gNB-CU/intra-ng-eNB handover immediately and send appropriate response to the AMF.

However, in frozen R15 and R16, RAN3 does not define this “appropriate response”. Furthermore, we don't see the need for this response message because of the following reasons:
1. If gNB/ng-eNB does not perform an intra-gNB-CU/intra-ng-eNB handover immediately, the response is not needed since no procedure is initiaited.
2. If gNB/ng-eNB performs an intra-gNB-CU/intra-ng-eNB handover immediately successfully, the response is not needed neither since AMF does nothing when the intra-cell handover is successful, just like LTE.
3. If gNB/ng-eNB performing an intra-gNB-CU/intra-ng-eNB handover immediately failed (which is an extremely rare case, the AMF already performs NAS SMC procedure and does not perform UE context modification procedure yet, but receives path switch request,gNB performs handover immediately but it fails), the existing method for failure handling case can address the case:
As depicted in TS 38.331 [22] or TS 36.331 [69], the gNB/ng-eNB will perform reestablishment procedure
A) If the UE has successfully re-established to the gNB/ng-eNB, the gNB/ng-eNB shall in this case set the value of keySetChangeIndicator field to true in further handovers. Then, the response is not needed neither since AMF does nothing when the handover is success.

B) If the UE is failed for re-establishment, the UE will enter IDLE mode and re-establish N1 NAS signalling connection as depicted in clause 5.3.1.2 in TS 24.501 [35], the AMF will derive a new AS security context and initiate initial context setup procedure. Then, the response is not needed neither since AS context is re-derived according to new NAS security context.

Thus, there is no need for a response. In order to be align with RAN3 specification, the contribution proposes to delete this message and adds a NOTE to make some clarification.
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	Delete the text to send appropriate response to align with RAN3 specification.

Add a NOTE to make some clarification.
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********** START OF 1st CHANGE **********
6.9.2.3.2
Xn-handover

In Xn handovers the source gNB/ng-eNB shall perform a vertical key derivation in case it has an unused {NH, NCC} pair. The source gNB/ng-eNB shall first compute KNG-RAN* from target PCI, its frequency ARFCN-DL/EARFCN-DL, and either from currently active KgNB in case of horizontal key derivation or from the NH in case of vertical key derivation as described in Annex A.11/A.12.

Next, the source gNB/ng-eNB shall forward the { KNG-RAN*, NCC} pair to the target gNB/ng-eNB. The target gNB/ng-eNB shall use the received KNG-RAN* directly as KgNB to be used with the UE. The target gNB/ng-eNB shall associate the NCC value received from source gNB/ng-eNB with the KgNB. The target gNB/ng-eNB shall include the received NCC into the prepared HO Command message, which is sent back to the source gNB/ng-eNB in a transparent container and forwarded to the UE by source gNB/ng-eNB. 

When the target gNB/ng-eNB has completed the handover signalling with the UE, it shall send a NGAP PATH SWITCH REQUEST message to the AMF. Upon reception of the NGAP PATH SWITCH REQUEST, the AMF shall increase its locally kept NCC value by one and compute a new fresh NH from its stored data using the function defined in Annex A.10. The AMF shall use the KAMF from the currently active 5G NAS security context for the computation of the new fresh NH. The AMF shall then send the newly computed {NH, NCC} pair to the target gNB/ng-eNB in the NGAP PATH SWITCH REQUEST ACKNOWLEDGE message. The target gNB/ng-eNB shall store the received {NH, NCC} pair for further handovers and remove other existing unused stored {NH, NCC} pairs if any. 

If the AMF had activated a new 5G NAS security context with a new KAMF, different from the 5G NAS security context on which the currently active 5G AS security context is based, but has not yet successfully performed a UE Context Modification procedure, the sent NGAP PATH SWITCH REQUEST ACKNOWLEDGE message shall in addition contain a NSCI (New Security Context Indicator). The AMF shall in this case derive a new initial KgNB from the new KAMF and the uplink NAS COUNT in the most recent NAS Security Mode Complete message as specified in Annex A.9. The AMF shall associate the derived new initial KgNB with a new NCC value equal to zero. Then, the AMF shall use {the derived new initial KgNB, the new NCC value initialized to zero} pair as the newly computed {NH, NCC} pair to be sent in the NGAP PATH SWITCH REQUEST ACKNOWLEDGE message. The gNB/ng-eNB shall in this case set the value of keySetChangeIndicator field to true in further handovers. The gNB/ng-eNB should in this case perform an intra-gNB-CU/intra-ng-eNB handover immediately. 

NOTE 1:
Because the NGAP PATH SWITCH REQUEST message is transmitted after the radio link handover, it can only be used to provide keying material for the next handover procedure. Thus, for Xn-handovers key separation happens only after two hops because the source gNB/ng-eNB knows the target gNB/ng-eNB keys. The target gNB/ng-eNB can immediately initiate an intra-gNB-CU/intra-ng-eNB handover to take the new NH into use once the new NH has arrived in the PATH SWITCH REQUEST ACKNOWLEDGE message.

NOTE 2: The key derivation mechanism described in this clause is also applicable to CHO defined in TS 38.300[52].
NOTE 3:  If gNB/ng-eNB fails to perform handover with keySetChangeIndicator set to true, but the UE has successfully re-established to the gNB/ng-eNB as depicted in TS 38.331 [22] or TS 36.331 [69], the gNB/ng-eNB shall in this case set the value of keySetChangeIndicator field to true in further handovers. However, if the UE fails for re-establishment, the UE will enter IDLE mode and re-establish N1 NAS signalling connection as depicted in TS 24.501 [35] so that a new AS security context will be established.
********** END OF 1st CHANGE **********
