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1 Introduction

The location verification plays an important role in the RN device security. As operator-deployed equipment, the location of RN has effect on the operator network topology. In addition, the surrounding radio environment shall also be considered in configuring the RN, or else the RN startup may cause unnecessary coverage problem and interference.  A pCR is proposed for the corresponding location verification under RN scenario.
2 pCR
6.4
Location verification

***********Change begins************
6.4.1
General
As operator-deployed equipment, the location of RN has effect on the operator network topology. In addition, the surrounding radio environment shall also be considered in configuring the RN, or else the RN startup may cause unnecessary coverage problem and interference. 

A change of network topology may cause interference between the cells and coverage problem, which will degrade the network performance. Hence, the network topology shall be well planned and the location of the RN shall be under control of the operator.. 

However, the RN may be deployed in an insecure physical environment. It is possible that the RN was moved to an inappropriate place via intended or unintended action. So, the network shall perform location verification for the RN periodically and/or when needed. And the network element which performs the location verification could be the RN-OAM. 

Correspondingly, the location information may be stored in the RN-OAM by operator. It may include the following information:

-
Information of macro-cell serving RN, provided by the MME or DeNB or RN itself

-
Information of macro-cell surrounding the RN, provided by the DeNB or RN itself

-
Geo-coordinates provided by a GNSS receiver embedded into the RN

6.4.2
Requirements

The requirements of H(e)NB location verification described in clause 8.1.6 of TS 33.320, still work under RN scenarios.


Editor’s Note: The need for location security if FFS.

*****************Change ends*******************
