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Introduction

In RN living document, section 7.2 proposes a solution (solution 1—IPsec for control and user plane) to provide security mechanism for Relay Node, and there is an analysis in the new added section 8.1
Pseudo-CR to S3-100896:
===========Begin 1st changes=======

8.1 Analysis of solution 1
This solution is not sufficient. It only mentioned how the IPsec is used to protect the UE’s CP and UP. But it is not clear on how to perform the AS security and what to do. However, one may assume that AS security is supposed to be used in solution 1 as for Rel-8.
What is more, it is not explicit on the security procedure to authenticate the RN and how to protect the RN’s itself RRC and NAS signaling.
With these additional assumptions solution 1 could be considered sufficiently secure. But the main objection to solution 1 is the big overhead created by using IPsec for all traffic. This is probably not acceptable. 
===========End 1st changes=======

