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Abstract of the contribution
This contribution captures the outcome of an email discussion on the SA3 list on terminology for Relay Node Security. It is proposed to include the text in an appropriate clause of the living Tdoc on Relay Node Security. 
Start of pseudo CR:
Clause xx: Terminology
The following terms relating to authentication are used in this document:
RN subscription authentication
This form of authentication is performed between the RN in its role as a UE and the MME-RN. It is performed using the EPS AKA protocol as defined in TS 33.401 and involves a USIM on a UICC inserted in the RN. 

RN platform authentication
This form of authentication is performed between a secure environment in the RN platform and a network entity. For the purpose of this definition, the RN platform encompasses both the ME functionality of the RN and the eNB functionality of the RN. As a result of this authentication the network entity has verified that the secure environment in the RN is in possession of a secret key associated with the RN. RN platform authentication is intended to additionally provide implicit proof of the integrity of the RN platform to the network entity. This is achieved by assuming that the secure environment in the RN engages in RN platform authentication only after a successful autonomous RN platform validation has been performed by the secure environment. Candidate network entities that have been mentioned in proposed solutions in section 7 of the living Tdoc are the Donor eNB, the HSS, and the MME-RN. 
Editor’s Note: The definition of the term “platform validation” may need further refinement.
RN-UICC secure channel authentication
This is any authentication performed as part of the set up of a secure channel between an RN and a UICC according to ETSI TS 102 484 “Smart cards; Secure channel between a UICC and an end-point terminal” where the "end-point terminal” is the RN. The RN-UICC secure channel terminates in the RN secure environment.

NOTE: Although RN-UICC secure channel authentication also presupposes a secure environment in the RN platform we deliberately distinguish it terminologically from the authentication of the RN platform to the network to make it easier to discuss these forms of authentication separately.
RN management authentication
This form of authentication is performed between a secure environment in the RN platform and a network management entity. For the purpose of this definition, the RN platform encompasses the RN management functionality of the RN. As a result of this authentication a network management entity has verified that the secure environment in the RN is in possession of a secret key associated with the RN. RN management authentication is intended to additionally provide implicit proof of the integrity of the RN platform’s management capability to a network management entity. This is achieved by assuming that a secure environment in the RN engages in RN management authentication only after a successful autonomous RN validation of the management capabilities has been performed by the secure environment.
NOTE: We deliberately distinguish RN management authentication terminologically from RN platform authentication to make it easier to discuss configuration and remediation capabilities separately.
RN authentication
This term is an umbrella term for the above forms of RN authentication. 

NOTE: In many cases, it may be necessary to say explicitly which form of RN authentication is meant, so this term should be used with restraint. 
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