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Abstract of the contribution:
Section 8.1 of TS33.320 currently mandates that a network node which needs to verfiy the location of a H(e)NB be able to request location information from the H(e)NB. However, SA5 specifications 32.583 and 32.593 include the ability for this information to be provided by the H(e)NB during the registration procedure. This pCR clarifies that this procedure also meets the SA3 requirements on location verification. 
An incorrect reference in the first paragraph of 8.1.6, is fixed, as is the name of 32.593. 
* * * First Change * * * 
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* * * Next Change * * * 
8.1.6 Requirements
The verifying node shall be capable of requesting one or more of the types of location information listed in section 8.1.1. 

It shall be possible to configure how often the verifying node requests location information, and what information types are requested.

It shall be possible to configure policies to control how the verifying node evaluates the received location information in order to perform location verification.

Editor's Note: The clarification of such policies is FFS.

The verifying node may perform location verification using information provided by the H(e)NB during its registration procedure, as described in [2] (for HNB) and [11] (for HeNB). This information can be used instead of, or in addition to, any requests by the verifying node.
It shall be possible for the verifying node to use ancillary information to perform location verification such as geo-coordinates of surrounding macrocells, postal address of H(e)NB as claimed by H(e)NB hosting party, IP address location information, etc.

It shall be possible for the verifying node to perform location verification both before and after switching on the H(e)NB radio.

Depending on the result of location verification, the verifying node shall take one or more of the following actions: raise an alarm, permit the H(e)NB to radiate or prevent the H(e)NB from radiating.

An operating H(e)NB which is ordered to cease radiating shall wait until any calls in progress have been completed before it complies with the order and ceases radiating. It shall not allow new calls to be established during this waiting period.

Editor’s Note: This requirement could allow a user to prevent the shutdown of an H(e)NB by keeping a call established indefinitely. Flat rate plans would allow this to occur at minimal or no cost. A solution (e.g. a shutdown timer) to this problem is FFS.
* * * End of Changes * * * 






























