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1
Introduction
This pCR clarifies the requirements for support of IMS media plane security by IMS UE's and IMS core networks in TS 33.328.
2
pCR
< *****  Start of change *****>

5
IMS media plane security features
5.x
General

The support for IMS media plane security mechanisms and procedures is optional in IMS UEs and its support in the IMS core network is also optional. An IMS UE may support SDES based media plane security mechanisms and/or KMS based media plane security mechanism. When an IMS UE supports SDES media plane security mechanisms it shall support procedures for e2ae IMS media plane security and it may support e2e IMS media plane security. When an IMS core network supports SDES based IMS media plane security mechanisms it shall support e2ae IMS media plane security.
5.1
Media integrity protection 
The support for IMS media integrity protection is mandatory in an IMS UE supporting SDES and/or KMS based IMS media plane security and mandatory in IMS core network elements supporting SDES based IMS media plane security.

The use of IMS media integrity protection is optional, except where specified otherwise.

NOTE: 
An example of an exception mentioned in the preceding sentence is that the use of integrity protection of RTCP is mandatory when SRTP is used, according to RFC 3711 [9].
5.2
Media confidentiality protection
The support for IMS media confidentiality protection is mandatory in an IMS UE supporting SDES and/or KMS based media plane security and mandatory in IMS core network elements supporting SDES based IMS media plane security. 

The use of IMS media confidentiality protection is optional. 
< *****  End of change *****>
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