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1. Introduction
This contribution proposes editorial changes to TS 33.820 to improve on readability. In addition, some editorial corrections and format modifications are made in attached pCR.

2. Proposed changes

The details of the changes are shown as following:

1. In the introduction section and section 1:

The description of the TS’s scope is added to section 1, so the optional introduction section is deleted from the TS.

2. In section 3.1, Definitions:
The definition of  “H(e)NB device identity server” is deleted, since this term only appears in an Editor’s note of section 5.2.
3. In section 3.3, Abbreviations:

a) “H(e)NB GW” is changed to ”H(e)NB-GW”

b) The abbreviation of  HeMS is added

4. In section 4.1, System architecture of H(e)NB:
a) In Figure 4.1.1,  “H(e)NB GW” is changed to ”H(e)NB-GW”

b) In the first bullet, “eUTRAN” is changed to “E-UTRAN”
c) In the sixth and seventh bullets, the text describes the interface between the H(e)NB-GW and the SeGW may be protected using NDS/IP when the SeGW and the H(e)NB-GW are not integrated, but makes no distinction about the interface being trusted or not. It is clarified to say that the interface may be protected using NDS/IP in case that the interface is not considered trusted. 

In addition, “HNB= GW” is changed to ”HNB-GW” and “HeNB GW” is changed to “HeNB-GW”
d) In the eighth bullet,  H(e)NB-GW may also perform location verification as described in section 8.1,  so the sentence is changed to  “H(e)MS and/or H(e)NB-GW performs location verification of H(e)NB”
e) The last sentence “This section explains the high-level architecture of H(e)NB  security”  in this section is deleted since the high-level architecture of H(e)NB  security has been explicitly addressed in sections of this document.
5. In section 4.4.3, Requirements on SeGW:

In the third bullet, the SeGW may authenticate the hosting party of the H(e)NB in cooperation with the AAA server/HSS as described in section 4.2.6, so the text is changed accordingly.

6. In section 5.2, Device Authentication:

“Editor’s note2” is changed to “Editor’s note”.
7. In section 5.4, Other security features:

The H(e)NB location verification requirement is added here.

8. In section 6.3 Device Location Authentication and Authorization:

The title of section 6.3 is changed to “Void” since the Device Location Authentication and Authorization are detailed described in Section 8.1.

9. In section 7.3,  Hosting Party Authentication:

“secret key (k)” is changed to “secret key (K)”
10. In section Annex B:
a) The title of  Annex B is empty, the title of  “Location verification examples” is added
b) In section B.1 “Example of Location verification based on IP address and line identifier in NASS”,  the H(e)MS in this section should be changed to “verifying node” since the verifying node may be H(e)MS and/or H(e)NB-GW. This change was missed from previous contribution as a global change.
11. The format of some “NOTE” and “Editor’s Note” is changed for the consistency.
3. Proposal：

It is proposed to agree the attached pCR.
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