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An SA3/SA2 joint meeting on 26 April considered a liaison statement from a recent 
CN1/SA2 joint meeting (N1-010268 – see below). In the liaison statement CN1 
asked SA2 and SA3 to look into the security implications of supporting a “network 
configuration hiding“ mechanism for the IP Multimedia Subsystem. SA3 can confirm 
that there are security implications with such a mechanism. It is asked that interested 
companies present a draft work item description and appropriate technical 
contributions at the next SA3 meeting on 21-24 May.
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TSG-CN1 has agreed the principles in the attached document N1-010267, which 
describes the usage of a new SIP Path header and a token mechanism to support 
"hiding" or "network configuration independence".  
 
TSG-CN1 ask TSG-SA2 and SA3 to look into the security implications for supporting 
such a mechanism.  
 
If the proposal is agreed then SA2 and SA3 are invited to study the impact on their 
documents under its control (changes on 23.228 are expected). 
 

                                                           
1 Please write any action required from the groups in a clear way. 


