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1. Overall Description:

SA3 would like to thank SA2 for their LS on Enhanced Security for S2c.
In the LS, SA2 asked SA3 for feedback on the security properties, security impacts and the possible security benefits of the attached proposed CR. SA3 discussed the issues and would like to provide the following feedback.

SA3 had no problem with the security properties of the solution. 
On the security architecture, there was concern that the proposed solution was providing the same security as could be provided by an ePDG. Although it was noted that there would be less signalling to establish this security with the proposed solution and less state would need to be maintained in the UE and in the network. It was also noted that with the proposed solution, the IPsec processing of user data in the network would be split between the PDN GWs and ePDGs rather than just be in the ePDGs and that this would put higher requirements on the necessary processing power of the PDN GWs.
On the issue of a security benefit for Trusted Access, SA3 agreed that the proposed solution provides a security benefitin that it would solve the security requirement of the Trusted Access and PDN GW co-ordinating when the UE detaches from the Trusted Access. SA3 also agreed that the same security benefit could be achieved using an ePDG.
2. Actions:

To SA2
ACTION: 
SA3 asks SA2 to take account of the responses provided above 
3. Date of Next SA3 Meetings:
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