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During the past WG7 and WG5 meetings it was discussed that the UICC is optional for the CNG. The CNG does not connect via radio to NGN and IMS since it is usually connected to a fixed line access network. Therefore, it does not need a UICC and this is why the UICC is optional. WG7 was given the action point to investigate the issues of this – e.g., if it is in conflict with the 3GPP specifications.
TISPAN WG7 needs to clarify with 3GPP SA3 whether access to (common) IMS can be allowed using IMS AKA without a UICC (and similarly, whether GBA can be used without UICC).

For TISPAN NGN, methods to access the IMS can be:
1. IMS AKA
2. SIP HTTP Digest
3. NASS Bundled Authentication
For 2. and 3., the UICC is not used. For 1., in 3GPP TS 33.203 it is clearly stated that the UICC is required when IMS AKA is used:

“The IMS AKA achieves mutual authentication between the ISIM and the HN, cf. figure 1. The identity used for authenticating a subscriber is the private identity, IMPI, which has the form of a NAI, cf. TS 23.228 [3]. The HSS and the ISIM share a long-term key associated with the IMPI.”

and

In Clause 8 of TS 22.203, the following is stated about the ISIM: “For the purposes of this document the ISIM is a term that indicates the collection of IMS security data and functions on a UICC.”

It is a TISPAN requirement to be able to access IMS from the CNG, without requiring a UICC in the CNG .

One possible way forward could be to create a normative annex addressing the TISPAN CNG requirements. In such an annex:
“The IMS AKA achieves mutual authentication between the ISIM and the HN, cf. figure 1. The identity used for authenticating a subscriber is the private identity, IMPI, which has the form of a NAI, cf. TS 23.228 [3]. The HSS and the ISIM share a long-term key associated with the IMPI.”
Becomes: 
Suggestion 1: For NGN networks deploying CNGs “The IMS AKA achieves mutual authentication between the CNG and the HN, cf. figure 1. The identity used for authenticating a CNG  is the private identity, IMPI, which has the form of a NAI, cf. TS 23.228 [3]. The HSS and the CNG share a long-term key associated with the IMPI.”
Or

Suggestion 2: “The IMS AKA achieves mutual authentication between the IMC and the HN, cf. figure 1. The identity used for authenticating a subscriber is the private identity, IMPI, which has the form of a NAI, cf. TS 23.228 [3]. The HSS and the IMC share a long-term key associated with the IMPI.”
The JM needs to discuss the issue and agree on a way forward.
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