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Decision/action requested

discussion and adoption into the draft TR
2
References

S3-090311 TR 33.cde V0.2.0 Protection against unsolicited communications over IMS (PUCI), rel-10

3
Rationale

In Section 6.1 of the TR 33.cde v0.2.0 (S3-090311), the TISPAN requirements for preventing unwanted communications are given. These requirements are modified for the 3GPP IMS context and listed in Section 6.2. Among these 3GPP IMS PUCI requirements, the requirements 5, 1 and 7 respectively treat the extraction of “information …. to provide an indication of the likelihood whether the communication is unsolicited” (i.e. identification), reporting and the allowing of “variation in communication handling based on UC likelihood indication” (i.e. reacting). In general, these processes can be applied either at the beginning, during or end of the communication. It is important that the requirements capture this flexibility in implementation. To this purpose, we propose an additional requirement in Section 4. 
4
Detailed proposal

**Start of changes**
6
Security Requirements
6.2
TISPAN Security Requirements

Editor’s Note: To start the discussion we present the requirements from TISPAN below. These requirements are also presented as 3GPP requirements in following section. It is noted here, however, that TISPAN requirements should be considered as providing a ‘basis’ of requirements but not an already completed requirement set. Any new requirements are of course FFS for the TR. 
TISPAN UC requirements [1] are:

R-UC-1: 
The NGN shall provide a means for NGN-users to report calls as UC

R-UC-2: 
Reports of UC made by NGN-users shall be auditable by the NGN.

R-UC-3:
The NGN should provide the ability for an affected user to request the rating of an UC call 

R-UC-4:
The NGN should provide the ability for an affected user to challenge the ratings made by the UC detection system. 
R-UC-5:
The NGN should provide the ability to the affected CSP to extract from the call signalling sufficient information to provide a UC rating for the call

R-UC-6:
The NGN should provide a mechanism to convey the UC rating in the call signalling

R-UC-7:
The NGN should provide a mechanism to allow variation in the call handling for calls with particular UC ratings
6.2
3GPP Security Requirements

Following are security requirements on PUCI:

3GR-UC-1: 
The IMS should provide a means for IMS-users to report communication as a UC.

3GR-UC-2: 
Reports of UC made by IMS-users should be auditable by the IMS.

3GR-UC-3: 
The IMS should provide the ability for an affected user to request the rating of an UC call
3GR-UC-4: 
The IMS should provide the ability for an affected user to challenge the justification why the communication was identified as UC by the UC detection system.
3GR-UC-5:
The IMS should provide the ability to the operator to extract information from the signalling and other means to provide an indication of the likelihood whether the communication is unsolicited.

3GR-UC-6:
The IMS should provide a mechanism to convey the UC indication in the signalling. 

Editor’s note: Intermediary network entities must be taken care of.

3GR-UC-7:
The IMS should provide a mechanism to allow variation in communication handling based on UC likelihood indication.
3GR-UC-8:
The IMS should provide a mechanism to enable the implementation of the Requirements 3GR-UC-5 (identification), 3GR-UC-1 (reporting) and 3GR-UC-7 (control) at the beginning, during and end of the communication.
**End of changes**
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