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Decision/action requested

discussion and adoption into the draft TR
2
References

S3-090311 TR 33.cde V0.2.0 Protection against unsolicited communications over IMS (PUCI), rel-10

3
Rationale

In order to compare the proposed solutions in TR 33.cde v0.2.0 (S3-090311) and to identify those which could be considered as viable candidates, it is necessary to have an objective and sufficiently simple method of evaluating each solution against the evaluation criteria. 

We propose in this pCR a list of criteria for evaluating the PUCI methods covered and to be covered in the TR. We also propose to use a table format (currently left blank other than the list of the criteria) to capture the SA3’s developing thoughts and agreements on the actual evaluation of the methods.
4
Detailed proposal

**Start of changes**
8
Evaluation of Solution Alternatives 
8.1
Evaluation Criteria




NOTE: The first listed criteria are related to the caller and user impacts. The later listed criteria deal with the impacts to the architecture. An effective solution will need to balance the tradeoffs between the two areas.
The following criteria are defined and they need to be used for evaluating the candidate solutions:
· 1) Unwanted Calls  Allowed: Does the solution detect and block UCs?
· 2) Unwanted Calls Criteria Adjustable to User’s Requirements: Does the method allow the user to adjust the Unwanted Calls criteria to match their desires?
· 3) Desired Calls Blocked: Does the solution avoid blocking desirable calls?
· 4) Desired Calls Criteria Adjustable to User’s Requirements: Does the method allow the user to adjust the Desired Calls criteria to match their desires?
· 5) Pre-session Functionality: Is the functionality provided for the pre-session state sufficient?

· 6) In-session Functionality: Is the functionality provided for the in-session state sufficient?
· 7) Post-session Functionality: Is the functionality provided for the post-session state sufficient?
· 8) Impact on standards: Is the benefit obtained justified in regards to the change in standards? Are there other methods of comparable effectiveness which have a lower impact on standards?
· 9) Intrusive to desired caller: Is the approach intrusive to the caller of user desired communications? Annoying a caller can be as bad, or perhaps worse, as a user receiving an unsolicited call.

· 10) Intrusive to user: Is the approach intrusive to the user?

· 11) Latency: Does the approach significantly add to the latency between the initiation and completion of desired communications?
· 12) Network Data Plane Loading: Does the approach place a significant load on any data plane load link? For instance forwarding calls to a storage location moves the load from the link to the user, to an alternate link to the storage installation.

· 13) Network Signalling Plane Loading: Does the approach place a significant load on any signalling link? For instance bringing the signalling plane to near capacity can delay processing for the general users of the link.

· 14) Transport processing Loading: Is the added processing at any point in the network, adjunct servers, or termination devices excessive? For instance the need to analyze the calls in some fashion will add processing requirements at one or more equipment implementations, whether they are added to existing or new equipment.

· 15) Vulnerable to Denial Of Service: Independently of its viability of providing the PUCI function, is the approach vulnerable to denial of service attacks?
8.2
Evaluation of Alternatives
8.2.1
General

In the following two subsections, the evaluation of the two solution alternatives are given, using the evaluation criteria described in section 8.1.
8.2.2 Supplementary Services usable for SPIT/UC Prevention (7.3.2)
	EVALUATION CRITERION
	COMMENTS

	1) Unwanted Calls  Allowed
	

	2) Unwanted Calls Criteria Adjustable to User’s Requirements
	

	3 Desired Calls Blocked
	

	4) Desired Calls Criteria Adjustable to User’s Requirements
	

	5) Pre-session Functionality
	

	6) In-session Functionality
	

	7) Post-session Functionality
	

	8) Impact on standards
	

	9) Intrusive to desired caller
	

	10) Intrusive to user
	

	11) Latency
	

	12) Network Data Plane Loading
	

	13) Network Signalling Plane Loading
	

	14) Transport processing Loading
	

	15) Vulnerable to Denial Of Service
	


8.2.3 SPIT/UC Prevention Scenarios with Supplementary Services (7.3.3)
	EVALUATION CRITERION
	COMMENTS

	1) Unwanted Calls  Allowed
	

	2) Unwanted Calls Criteria Adjustable to User’s Requirements
	

	3 Desired Calls Blocked
	

	4) Desired Calls Criteria Adjustable to User’s Requirements
	

	5) Pre-session Functionality
	

	6) In-session Functionality
	

	7) Post-session Functionality
	

	8) Impact on standards
	

	9) Intrusive to desired caller
	

	10) Intrusive to user
	

	11) Latency
	

	12) Network Data Plane Loading
	

	13) Network Signalling Plane Loading
	

	14) Transport processing Loading
	

	15) Vulnerable to Denial Of Service
	


**End of changes**
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