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1. Overall Description:

During the CT6#49 meeting, the EFEPSNSC has been added in TS 31.102 Rel-8 in order to store the EPS NAS security context parameters. The related CR has been approved during CT#42. 
The current definition of EFEPSNSC includes in particular the following parameters:

- KASME
- KNASInt

-  KNASEnc
- Identifiers of selected NAS integrity and encryption algorithms

The integrity and encryption keys (respectively KNASInt and KNASEnc) could be derived from KASME and the associated algorithms. There is therefore no need to store these keys in the USIM.
As a result, CT6 agreed the attached CR to remove KNASInt and KNASEnc from EFEPSNSC in order to avoid some useless operations between the ME and the UICC.

2. Actions:

To: SA3
ACTION: 

CT6 kindly asks SA3 to update the relevant SA3 specifications accordingly. 
3. Date of Next CT6 Meetings:
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