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1. Overall Description:

CT4 would like to thank SA3 and RAN2 for the liaison statements related to preventing inter-RAT HO for a UE with SIM access.  CT4 understands that two solutions are available; a UE-based solution as identified by RAN2 in R2-090845 and a core network solution as identified in S3-090298.  CT4 also understands that the two solutions may complement each other to provide a more complete solution.
In S3-090298, SA3 asked CT4:

"SA3 kindly asks CT4 to double-check that SA3’s understanding of the MM context is correct and the solution in the attached CR based on this understanding is effective. In case CT4 should discover any problems with the attached CR, CT4 is kindly asked to send an LS to SA as well as SA3 as SA3 will not meet before the next SA plenary."

CT4 can confirm that the definition of the MM Context specifies the various security modes which indicate the type of security keys (GSM/UMTS/EPS) and authentication vectors to be used (triplets/quintuplets).  These are specified within 3GPP TS 29.274 (GTPv2-C) Table 8.43-1 as below:-

Table 8.43-1: Security Mode Values

	Security Type
	Value (Decimal)

	GSM Key and Triplets
	0

	UMTS Key, Used Cipher and Quintuplets
	1

	GSM Key, Used Cipher and Quintuplets
	2

	UMTS Key and Quintuplets
	3

	EPS Security Context, Quadruplets and Quintuplets
	4

	UMTS Key, Quadruplets and Quintuplets
	5


CT4 can also confirm that Kc, is included within the MM Context, and transferred to the MME/SGSN, only when a GSM Key is used.
It is CT4's understanding that when R99+ SGSN requests authentication vectors from HLR/AuC, the HLR checks the subscription type and for a SIM customer returns authentication triplets as defined in 3GPP TS 33.102 subclause 6.8.2.1. If this is correct, then the SGSN will forward unused authentication triplets to the next SGSN/MME within MM Context IE. This in turn is a clear indication to the new SGSN/MME that SIM is inserted in a ME.

Therefore CT4 can confirm that SA3's understanding of the MM Context is correct and that the MME can determine whether a subscriber is SIM based by utilising the information within the MM Context (Security Mode and inclusion of Kc).  CT4 has not discovered any problems with the CR attached in S3-090298.
2. Actions:

To SA, SA3 group.

ACTION: 

CT4 ask SA and SA3 to take note of the following:-

· CT4 confirm SA3's understanding of the MM Context is correct and that the MME can determine whether a subscriber is SIM based by utilising the information within the MM Context (Security Mode and inclusion of Kc).  CT4 has not discovered any problems with the CR attached in S3-090298.
3. Date of Next CT4 Meetings:

CT4#43
20th – 24th April 2009
Sophia Antipolis, France
CT4#44
22nd – 26th June 2009
US

