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1. Introduction

For Access Control Mechanisms of H(e)NB, it was handled in other 3GPP WGs and TR 33.820 referred the related 3GPP TS. In this contribution, the agreed part for Access Control Mechanisms of H(e)NB in TR33.820 is proposed for section 8 of TS 33.xyz, it is proposed that SA3 agrees to incorporate the text in the following pCR into the TS.
<Comment NSN>:
In general Access Control mechanisms for CSG are not in scope of SA3 security work. This is similar to e.g. roaming restrictions, which also constitute an access control, but are not handled in SA3. Management of such restrictions and also the actual access control in core network and at radio levels are handled in SA2, CT groups and RAN groups. There is no particular involvement of SA3 security, and e.g. the roaming restrictions just make use of existing security measures, e.g. UE authentication.
It is unclear at the time being if any additional specific security measures will be necessary besides the existing ones. The existing text in clause 7.9 of TR 33.820 and also the current contribution of Huawei/ZTE only consist of references to specifications of other working groups. Thus the current status in SA3 is that no specific security measures are necessary.

Proposed Changes
It is proposed that at the time being no references are added to the TS 33.xyz.

Instead of inserting normative text which only references work of other WGs, it is proposed to insert an editor’s note which points to the fact, that it is ffs if any specific security measures will be necessary for support of CSG access control mechanisms.

Thus it is proposed not to apply the first two changes as proposed in S3-090471 and to replace the changes to clause 8 by the following text given in “third change”.
</comment NSN>

2. Proposed pCR
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************************************ start of third change ************************************
8
Access Control Mechanisms for H(e)NB 

Editor’s Note:
Access Control mechanisms for access of UEs to H(e)NBs are defined in specifications of other 3GPP WGs. It is ffs, if the access control mechanisms specified there will be in need of any particular security measures, which are not yet specified in existing specifications, and thus have to be added here.
In particular SA2 and RAN groups have not finished their specification work, thus also the assignment of functions to different network elements is not finalised yet. After clarification SA3 can take up a threat and risk analysis, and then can deduce possible new security requirements from this.
8.1 ACL for pre-R8 UE accessing to HNB

8.2 CSG for H(e)NB

************************************ end of third change ************************************
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