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1
Decision/action requested

Acceptance of proposed text as input for PUCI TR Section 8.2
2
References

S3-090311 TR 33.cde v0.2.0” Study of Mechanisms for Protection against Unsolicited Communication for IMS (PUCI)”.
3
Rationale

· Enhancement of PUCI work
· Evaluation of solutions
4
Detailed proposal
In this document we present the pCR with evaluation criteria to compare the PUCI solutions under discussion. It is proposed to add the study in Section 8.1 of the PUCI TR.
***************************************FIRST  CHANGE***************************************
8.1
Evaluation Criteria
Criteria to evaluate solutions discussed in this TR are given below:
· Impact on existing standard: This criterion is meant to check whether any of the existing standards are impacted by a given solution. The preference of course is to have a solution that does not require changes in existing (pre-Rel-9) standards.

· Simplicity: A solution should not be complex in itself, i.e. difficult to understand, or otherwise like usage or implementation. Thus a simple solution is preferred.
· Security: The solution should not create new security issues.
· Operating expense (OPEX): Expense caused when using the solution.

· Service agnostic: Whether a solution can work as is for all kind of services or a variation is needed for each service.

· Modular: This checks whether new addition can be brought in place without any issues with the solution.

· Scalable: The solution should be scalable in terms of volume of attack it can cater for and number of users that can use it. The solution should also be scalable in terms of network size.

· Future proof (flexible): Whether a solution can work as is for all kind of services or a variation is needed for each service. Flexibility is needed in terms of ease to change the existing solution if there is some new form of attack.

· Autonomous: Whereby the solution should be such that it does not require constant modification and can work without human interaction.
· Fulfills requirements: These are the PUCI requirements identified in the TR..
***************************************END  OF  CHANGES***************************************
