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1 Introduction 

A skeleton for TS 33.xyz is contained in S3-070480, which was agreed at SA3#47. TS 33.xyz has not been progressed since as the work on TS 33.abc (SAE security architecture) was considered more urgent. But it is time now to also start work on TS 33.xyz so as to ensure that TS 33.xyz can be completed for Release 8 in a timely manner. 
This pseudo CR proposes to include text in clause 6 of TS 33.xyz on “Authentication and key agreement procedures”. 
It is proposed to capture the crucial requirement, which has been stable in TR 33.922 clause 4 since SA3#45 (Nov 2006), namely that authentication shall be USIM-based. 
The text in TR 33.922 clause 4 reads:
“It is assumed that an SAE user has a USIM which is used as user credential in authentication.” 
While it is clear to SA3 that USIM implies AKA this may not be clear to everybody. We therefore propose a re-formulation to make this clear: 
“Access authentication in EPS shall be based on AKA.” 

Other text in TR 33.922 clause 4 may still depend on clarifications in SA2 and is, hence, not proposed to be transferred from TR 33.922 to TS 33.xyz at this point in time. 
The originally submitted pseudo CR in S3a070982 proposed to approve the use of AKA, but wait for feedback from SA2 regarding architectural aspects, i.e. the use of EAP for carrying AKA and the location of the EAP server. However, further informal feedback from SA2 since the submission of S3a070982 suggests that SA3 should go ahead with taking a decision in favor of EAP-AKA and inform SA2 in an LS accordingly. Any comments from the SA2 meeting in January from an architectural point of view could be taken into account at SA3’s February meeting in time before the next SA plenary. For these reasons, the updated pseudo CR in this contribution now proposes to agree on EAP-AKA, not only AKA, and remove the editor’s notes pointing to the dependency on SA2’s feedback. 
2 Pseudo CR to TS 33.xyz 
***************************************BEGIN FIRST CHANGE********************************************************

6 Authentication and key agreement procedures
Editor’s Note:cf. TR 33.922, section 4 and the TS 33.abc  on “SAE: security architecture” [33.abc, section 6.1]. This section includes the procedures for access authentication signalling. 

Access authentication for non-3GPP access in EPS shall be based on EAP- AKA. The EAP server for EAP-AKA shall reside in the EPC. 

***************************************END FIRST CHANGE***********************************************************

3 Conclusion
It is proposed that SA3 agrees to include this pCR in TS 33.xyz.





























































































































































































































































































































































