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Introduction
The security architecture overview section 4 in TS 33.abc is currently empty. We propose to take the corresponding figure 1 and related text from TS 33.102 v7.1.0 and extend it with minimal changes to reflect the eUTRAN/EPS security architecture. In summary this means adding two new arrows to the figure and one arrow modification:

· To reflect the NAS security association between ME and SN add a new “(I)” green arrow 
· To reflect the S1 security add a new “(II)” red arrow. 

· To reflect the eUTRAN serving network authentication (AV binding) by changing a one-way green “(I)” arrow to a two-way green “(I)” arrow between SN and HE

We don’t see any need to copy the figure 2 now from the corresponding section in TS 33.102, as eUTRAN does not have separate CS and PS domains.
Discussion
Figure 1 gives an overview of the complete security architecture.
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Figure 1: Overview of the security architecture

Five security feature groups are defined. Each of these feature groups meets certain threats and accomplishes certain security objectives:

-
Network access security (I): the set of security features that provide users with secure access to  services, and which in particular protect against attacks on the (radio) access link;

-
Network domain security (II): the set of security features that enable nodes to securely exchange signalling data, and protect against attacks on the wireline network;

-
User domain security (III): the set of security features that secure access to mobile stations;

-
Application domain security (IV): the set of security features that enable applications in the user and in the provider domain to securely exchange messages;

-
Visibility and configurability of security (V): the set of features that enables the user to inform himself whether a security feature is in operation or not and whether the use and provision of services should depend on the security feature.

Proposal
We propose to add the extended figure 1 from TS 33.102 v7.1.0 in the Discussion section into the TS 33.abc chapter 4.
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