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1	Impacts
{For Normative work, identify the anticipated impacts. For a Study, identify the scope of the study}
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	X
	X
	X
	

	No
	
	
	
	
	

	Don't know
	X
	
	
	
	



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …

	X
	Study 

	
	Normative – Stage 1

	
	Normative – Stage 2

	
	Normative – Stage 3

	
	Normative – Other*


* Other = e.g. testing

2.2	Parent Work Item
For a brand-new topic, use “N/A” in the table below. Otherwise indicate the parent Work Item.
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	N/A
	
	
	



2.3	Other related Work Items and dependencies

	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	N/ASA2
	
	{optional free text}Architecture for S&F support 

	RAN2
	
	Procedures for NTN S&F support



3	Justification


The SA1 technical report on the NTN ([1]) is defining use cases for Satellite store and forward functionality. This store and forward functionality foresee that the Satellite will receive information from either the UE/IoT or Home Network, and in case the Feeder link or Service link is missing the Satellite must temporarily store the received information for later forwarding in case the Feeder link or Service link is back. Optionally, the Satellite could also forward the stored information to any neighbour Satellite which currently is maintaining a Feeder link or Service link.
The data in motion will be transferred as control plane data or user plane data.
In this study the protection of the data needs to be analysed, during transfer and at storage. Data privacy needs to be considered as well as data retention.

For more details, please refer to the discussion document S3-233551



[1]	3GPP TR 22.865, Study on Satellite Access – Phase 3, Release 19


4	Objective

In this study the following must be analysed:
· UE/ IoT Primary Authentication
In this objective, the impacts to UE/IoT registration procedure to be analyzed in case there is no feeder link available. How to setup AS/NAS security context in case there is no feeder link.
· NTN Satellite Group Establish
There exists AS/NAS Security context for the UE/IoT. In this objective, the maintenance of the AS security context to be analyzed in case the Satellite is moving.
· Local Authentication of UE/IoT @ AS Mobility
There exists no AS/NAS Security context for the UE/IoT. In this objective, the UE/IoT must be authenticated in case there is either no Service link or there is no Feeder link available. Implications to be analyzed in case there is no end-to-end connection available during UE/IoT primary Authentication.
· UE/IoT Communication to Multiple-Satellites
In this objective the maintenance of AS/NAS security context to be analyzed in case the UE/IoT is maintaining connection to multiple Satellites during Store and Forward, i.e., in this case the Satellite is moving.
· Satellite Store and Forward support
In this objective the Satellite S&F store and forward support notification towards UE/IoT and Home Network should be analyzed.
· Emergency Report support
In this objective the handling of Public Safety (e.g., Emergency Report) should be analyzed. Especially, if the Feeder link is not available.


TU estimates and dependencies 
 
	Work Task ID 
	TU Estimate 
(Study) 
	TU Estimate 
(Normative) 
	RAN Dependency 
(Yes/No/Maybe)  
	Inter Work Tasks Dependency  
Editor’s Note: This column should highlight if WT#x is self-contained, or is dependent on the completion of other WTs 

	All
	2 TUs (4 meetings) 
	1 TU (2 meeting cycles) 
	Yes
	Self-contained 

	
	
	
	
	

	
	
	
	
	


 



5	Expected Output and Time scale
{If this WID covers both stage 2 and stage 3, clearly indicate the different completion dates.}

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	TR
	33.xyz
	Study on Security for NTN Store and Forward 
	SA#1021 (DecSept-233)
	SA#1053 (SeptMar-24)
	Orkopoulos, Stawros, stawros.orkopoulos@nokia.com

	
	
	
	
	
	



{Note 1:	Only TSs may contain normative provisions. Study Items shall create or impact only TRs.
"Internal TR" is intended for 3GPP internal use only whereas "External TR" may be transposed by OPs.}
{Note 2:	The first listed Rapporteur is the specification primary Rapporteur. Secondary Rapporteur(s) are possible for particular aspect(s) of the TS/TR. In this case, their responsibility has to be provided as "Remarks".}

	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 33.501
	NTN Store and Forward Security Requirements to be edited.
	SA#104 June-24
	

	
	
	
	



6	Work item Rapporteur(s)
Orkopoulos, Stawros, stawros.orkopoulos@nokia.com

7	Work item leadership
SA3

8	Aspects that involve other WGs
SA5 management plane

9	Supporting Individual Members
{At least 4 supporting Individual Members are needed. There is an expectation that these companies will provide resources to progress the work. Note that having 4 supporting companies is a necessary but not sufficient condition: the usual TSG approval process by consensus is needed for the WID approval}
	Supporting IM name

	Nokia, Nokia Shanghai Bell

	DT

	Thales

	

	

	




