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1 Introduction

In addition to providing the applications with access to the service enablers provided by the network control nodes, the SIP+ interface must also support additional functionality.  This contribution discusses that additional functionality, and proposes it for inclusion.

2 Discussion

A service control interface provides access to the service enablers provided by the network control nodes.  In addition, the following functions must be provided by the “SIP+” interface.

· Interface congestion control

· Co-ordination of timers

· Support of asynchronous events

· Separation of the session dialog (end-to-end) and service control dialog

2.1 Interface congestion control

In order to operate a mature network, the service control interfaces must support congestion/load control. This can be achieved by building load control abilities into the interface.

The load control can be applied by allowing the following:

· The Application server must provide load information to the S-CSCF.
This enables the S-CSCF to determine and prioritise the invocation of information to the application servers under high load conditions.

· The S-CSCF may inform the application server of its load.
This enables to the application server to choose not to apply extra services under load condition once the session has been established.

The details of the load control need further discussion, however it is expected that some of the load information may be asynchronous in nature.

2.2 Co-ordination of timers

It is expected that many of the services that are provided by the application server would use the associated timer values provided by the S-CSCF.

For example, the sequential alerting of a user at all registered terminals would involve timing of each of the sequential tries.  This service specific timer should be coordinated with the application server (AS).  

Guidelines for the co-ordination of timers:

A service interface shall be capable of carrying timer values, when necessary, for use by the SIP based functional entity (e.g. S-CSCF, UE) for execution of the requested service.

The receiving functional entity shall use the service-provided timers to modify its own timer values.

The S-CSCF shall continue to use the appropriate SIP timer values to send preliminary responses to the previous hop to keep the SIP session alive – if applicable.

2.3 Support of asynchronous events

In addition to synchronous events, the S-CSCF – application server service interface requires that certain events, requests, and responses be handled in an asynchronous manner.  Some of these events act as notifications from the CSCF toward the application, while others originate in the application server towards the CSCF. An asynchronous interface also optimises signalling in that the initiator does not have to wait for responses when not necessary.

· The interface shall support asynchronous notification of session events from the S-CSCF towards the application server for data collection purposes

· This may be on a per subscriber basis, a per session basis, or a per S-CSCF basis.

· The interface shall support the application server to asynchronously start/suspend/modify/delete request(s) for the above notification.
This may be on a per subscriber basis, a per session basis, or a per S-CSCF basis.

· The interface shall support the asynchronous load managing functionality described under ‘interface congestion control’ above.

· The interface shall support the application or S-CSCF to asynchronously detach themselves from monitoring/service provision for a call.  This would not necessarily affect an active call in progress. 

· The interface shall allow for asynchronous notification of call events from the CSCF towards the service node on per-CSCF basis for data collection purposes

2.4 Separation from session (end-to-end) control

The “session control” (end-to-end) and the “service control” dialogs must be separated. This for the following reasons:

· The S-CSCF should be able to make the difference between “normal” session control signalling and instructions/requests originating from value-added services. For instance, the former may lead to service triggering while the latter may not.

· While co-ordination between the session control and the service control is required, the service control actions does not always have a one-to-one relation ship with the session control (end-to-end) actions.

· Different entities are communicating between each other.  The service control nodes are communication between the network control nodes and the application network, and the session control (end-to-end) is communicating between other network control nodes.

The capabilities of the session control, and the capabilities of the service control may evolve at different rates.

3 Proposal

This contribution proposes that the following points are added to section 4.2.4 of 23.228.  If accepted, Ericsson will create a CR to this effect.

· The “SIP+” protocol shall support load/congestion control

· The “SIP+” protocol shall support the co-ordination of timers

· The “SIP+” protocol shall support the transfer of syncronous and asynchronous events. 

· The “SIP+” protocol shall support a service control dialog which is independent from the session control (end-to-end) dialog.
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