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 AUTONUMLGL 
Introduction

The current technical Specification 23.228 V. 5.0.0 states that for the general provision of services in the IMS, only one standardised protocol will be supported by the S-CSCF : this service control protocol is referred to as “SIP+”. 

The purpose of this Tdoc is to provide a first set of functional requirements for this service control protocol SIP+. The contribution is an update of Tdoc S2-010920; it simplifies some requirements and gives examples of applications.

 AUTONUMLGL 
Discussion

IMS services shall be provided by the Service environment through Application Servers,  interfacing the S-CSCF with the service interface  SIP+ , as depicted in TS 23.228  Functional architecture. Applications make use of network capabilities - such as session control, user interaction, connectivity management… using this SIP+ interface.

The purpose of this Tdoc is to identify a first set of requirements on this SIP+ interface for IMS services provision, in a multi-vendor environment, inside a Network Operator domain  (It is assumed that Application Servers and S-CSCF with SIP+ in between, belong to the same Operator).

The proposal part of the document is organised in a set of principles, from which  17 requirements  ( ReqM ) are derived. AUTONUMLGL 
Proposal on SIP+ Requirements

 AUTONUMLGL 
SIP+ general requirements

1. The Session Initiation Protocol (SIP), designed by IETF to allow establishment, modification and termination of multimedia sessions or calls, is the session control protocol supported by the S-CSCF, for its multimedia session control. This “pure” session control protocol (between SIP “User Agent” or “Proxy server” types of network elements) does not fully provide the required  capabilities for enabling services envisioned for the IMS. New enhancements using SIP protocol information have to be defined in order to cope with the service requirements : the SIP+ service control protocol shall provide these enhancements, offering a service control interface above the session. The SIP+ protocol shall be able to evolve, independently from the SIP protocol, and vice versa ( SIP protocol  information has to be converted into equivalent SIP+ information, inside the S-CSCF).

Req1 :   SIP+ shall be a protocol between a Controlling Entity (e.g. Application Server) that takes the decisions on the SIP session and a Controlled Entity (e.g. S-CSCF) that executes the decision of the Controlling Entity and notifies the Controlling Entity of the detected events on the SIP session. SIP+ shall be a service control protocol based on SIP (session control protocol) information.

2. SIP+ shall allow interfacing between peer entities on the interface, each of them provided by different vendors.

Nota : The Visited control case is not considered in these requirements.

Req2 :    SIP+ shall be a multi-vendor service interface.

 AUTONUMLGL 
SIP+ detailed requirements

 AUTONUMLGL 
General behavior

The following main general concepts for services handling above the session have to be taken into account by the SIP+ protocol :

· Separate service control  on calling party and on called party

· Transactional protocol within a session : communication between the peer entity on the SIP+ interface inside a session reference is handled though different dialogues (named “transaction”),. These “transactions” are opened and closed by one of the peer entities during the session, and allow exchange of messages. Several “SIP+  transactions” shall be able to be handled in a sequential way, and in parallel (example : for credit supervision during a session …) within a session. 

· Opening of the transaction can be done from each peer entity on the SIP+ interface.

Req3 : SIP+ shall allow separate ( and concurrent ) service control  on calling party and on called party.

Req4 : SIP+ shall allow handling of several sequential or parallel transactions within a session. 
 AUTONUMLGL 
Detailed behavior

More detailed features of behavior have been identified for this SIP+ service interface :

1. SIP+ shall allow the Controlling Entity to influence/monitor the session control  handled at the Controlled Entity, in order to provide the required service. The Controlling Entity shall be able to :

· Influence the message sequencing at session level ( session release, specific SIP message generation…)

· Update/remove/add parameters of SIP Messages

· Set additional criteria : during the session progress, the Controlling Entity could be able to set  (standardized + operator dependent) triggers for beeing notified on specific events or user status change. These triggers could be session related ( INVITE…) or non session related (NOTIFY…)

Req5 : SIP+ shall allow the Controlling Entity to enforce specific SIP message generation. 

As an example this requirement allows an Application Server, to command release by S-CSCF during session initiation, due to subscriber barring.

Req6 : SIP+ shall allow spontaneous requests from the Controlling Entity on a session in progress.

As an example this requirement allows an Application Server, for a session in progress, to require the session release  to the S-CSCF,  according to specific criteria (time elapsed…)

Req7 : SIP+ shall allow the Controlling Entity to update SIP message content.( headers & sip message body ).

As an example this requirement allows an Application Server, to update INVITE during session set-up, in order to present the calling party web page to the called party.

Req8 : SIP+ shall allow trigger setting  from the Controlling Entity. 

As an example this requirement allows an Application Server, to request to the S-CSCF to be notified when UE initiates a session termination event, in order to give a specific “bye” picture, or for charging purposes.

Req9 : SIP+ shall allow notification from Controlled Entity to Controlling Entity on specific triggers.

As an example this requirement allows the S-CSCF to notify an Application Server, when a session termination event is detected ( see previous example for triggering condition). 

2. SIP+ shall allow the Controlled Entity to trigger service control on basic or  complex triggers (on specific events, or state transition, on timer expiry… elaborated filtering…) 

Req10 : SIP+ shall allow Service Control triggering from the Controlled Entity on basic or  complex triggers.

As an example this requirement allows an Application Server, to be invoked on new session creation (trigger : INVITE receipt), for checking subscriber services rights (barring, forwarding…) 

3. SIP+ shall allow the Controlling Entity to create a bi-party or multi-party session.

Req11 : SIP+ shall allow Spontaneous session creation from the Controlling Entity.

As an example this requirement allows an Application Server to require to S-CSCF a session creation between two parties involved in a “White pages” consultation (the user browsing the White pages and the user resulting from this search)

4. The service control shall be able to be applied on multi-media sessions, on a “per media” basis or on the complete set of media involved in the session. Manipulations on media components shall be possible from either side of the SIP+ interface : add/remove media, apply a service on one/several media..

Req12 : SIP+ shall allow service control on “per media” or “several media” basis from either side of the SIP+ interface.

As an example this requirement allows an Application Server, to apply forwarding on voice component only (on a voice mail box) when receiving a full audio-video session. 

5. SIP+ shall allow the Controlling Entities to apply Charging functions at Network Level : charging/accounting, session supervision…(e.g. session supervision according to duration, information provided by service control and to be put in CDR).

Req13 : SIP+ shall provide Charging functions. 

6. SIP+ shall allow the Controlling Entities to interact with the user : information sending to a user, information gathering from a user (in a transparent way or after processing), explicit addressing of MediaResourceFunction (bridge, …). SIP+ shall allow session initiation between S-CSCF and MRF for these purposes.
Req1 : SIP+ shall allow User Interaction functions and explicit addressing of MRF. 

As an example this requirement allows an Application Server, to send advertisements to the user involved in a session. 

7. SIP+ shall allow load control functions between peer entities on the SIP+ interface.

Req15 : SIP+ shall provide Load Control functions. 

8. SIP+ shall allow the Controlling Entity to request the Controlled Entity to apply specific Qos on session/media.
Req16 : SIP+ shall provide Qos parameter handling.

9. SIP+ shall provide a defense mechanism allowing to detect the failure of the peer entity on the interface (e.g.heart beat to ensure that the other end is not dead).

Req17 : SIP+ shall provide Defense mechanism on peer entity’s failure.

 AUTONUMLGL Proposal

It is proposed to add a sub-chapter in section 4.2.4 CSCF to service platform Interface in TS 23.228 :

4.2.4.1 SIP+ requirements 

 Text to be added : whole text of section 3 of this contribution. If not all listed requirements are agreed, a detailed discussion per requirement is requested with a possible phasing in R5 and R6. After text has been agreed the formal CR will be provided. 
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