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1. Introduction

A table showing the allocation of functionality to entities of R99 and to the entities of both approaches as well as another table comparing both approaches are proposed for the summary chapter.

2. Discussion

2.1 Assignment of Functions to General Logical Architecture

The functions identified in the functional model are assigned to the logical architecture.

Function
SGSN
cSGSN
SGSN-Server
PS-MGW
GGSN
xGGSN

Network Control:







Authentication and Authorisation
X
X
X




Admission Control
X
X
X
X



Session Management
X
X
X
X
X
X

PS-MGW Management


X
X



PS-MGW Control


X
X



Charging Event Collection
X
X
X

X
X

Charging Volume Data Collection
X

X
X
X
X

RANAP counter into CDRs
X
X
X




Forward location info to xGGSN or PS-MGW

X
X




Mobility Event Collection
X
X
X




Legal Interception Content of Communication
X


X
O
X

Legal Interception Related Information
X
X
X

O
X

Forward CAMEL info to xGGSN or PS-MGW

X
X




CAMEL Prepaid
X


X
study
X

SMS handling
X
X
X












Packet Routeing & Transfer:







Relay
X


X
X
X

Routeing
X


X
X
X

Address Translation and Mapping
X


X
X
X

Encapsulation
X


X
X
X

Tunnelling
X


X
X
X

Per Packet QoS Management
X


X
X
X









Mobility Management:
X
X
X
X
X
X









Table 1: Mapping of Functions to Logical Architecture

2.2 High-Level Functions

2.2.1 Network Access Control Functions

Authentication and Authorisation Function: This function performs the identification and authentication of the service requester, and the validation of the service request type to ensure that the user is authorised to use the particular network services. The authentication function is performed in association with the Mobility Management functions.

Admission Control Function: The purpose of admission control is to calculate which network resources are required to provide the quality of service (QoS) requested, determine if those resources are available, and then reserve those resources. Admission control is performed in association with the Radio Resource Management functions in order to estimate the radio resource requirements within each cell.

Charging Data Collection Function: This function collects data necessary to support subscription and/or traffic fees.

Forward RANAP location info to xGGSN or to PS-MGW: This function relays information delivered by RANAP to the xGGSN or to the PS-MGW to enable location dependent charging or interception.

Mobility Event Collection: This function collects all CAMEL events and forwards this information to the SCP.

Legal Interception Traffic: This function forwards the intercepted traffic to the LEA.

Legal Interception Mobility Events: This function forwards the user mobility events to the LEA.

Forward CAMEL info to xGGSN or PS-MGW: This function delivers prepaid budget to the function monitoring the traffic.

CAMEL Prepaid: This function monitors the traffic and consumes the budget according to the traffic, prevents further traffic when no more budget is available and returns not consumed budget at release of the session.

SMS handling: This function relays SMS between RAN and SMS-GMSC transferred via RANAP or MAP, respectively.

2.2.2 Packet Routeing and Transfer Functions

Relay Function: The relay function is the means by which a node forwards data received from one node to the next node in the route.

Routeing Function: The routeing function determines the network node to which a message should be forwarded and the underlying service(s) used to reach that GPRS Support Node (GSN), using the destination address of the message. The routeing function selects the transmission path for the "next hop" in the route.

Data transmission between GSNs may occur across external data networks that provide their own internal routeing functions, for example X.25 [34], Frame Relay or ATM networks.

Address Translation and Mapping Function: Address translation is the conversion of one address to another address of a different type. Address translation may be used to convert an external network protocol address into an internal network address that can be used for routeing packets within and between the PLMN(s).

Address mapping is used to map a network address to another network address of the same type for the routeing and relaying of messages within and between the PLMN(s), for example to forward packets from one network node to another.

Encapsulation Function: Encapsulation is the addition of address and control information to a data unit for routeing packets within and between the PLMN(s). Decapsulation is the removal of the addressing and control information from a packet to reveal the original data unit.

Encapsulation and decapsulation are performed between the support nodes of the packet domain PLMN(s), and between the serving support node and the UE.

Tunnelling Function: Tunnelling is the transfer of encapsulated data units within and between the PLMN(s) from the point of encapsulation to the point of decapsulation. A tunnel is a two-way point-to-point path. Only the tunnel endpoints are identified.

Per Packet QoS Management: It includes all packet processing to maintain the QoS especially the transfer delay and packet loss ratio within the limits negotiated for each PDP context.

2.2.3 Mobility Management Functions

The mobility management functions are used to keep track of the current location of an MS within the PLMN or within another PLMN.

2.3 Comparison of overall functionality


Split SGSN
One Tunnel

Mobility and Session Management
As in R99
As in R99

Packet Routing and Transfer
On PS-MGW and on GGSN
On xGGSN

PS-MGW Control
New standard interface and related node control and management
---

Charging
On PS-MGW and on SGSN server and on GGSN
On xGGSN, cSGSN (only events)

Network control capacity
SGSN server less than R99 SGSN  because of additional standard interface
About the same as the R99 SGSN

Network traffic capacity
PS-MGW and GGSN capacity to be upgraded with growing user traffic
Only xGGSN capacity to be upgraded with growing user traffic

CAMEL
Events by SGSN server, prepaid budget via SGSN server to PS-MGW
Events by cSGSN, prepaid budget via cSGSN to xGGSN

Interception
Events by SGSN server, data by PS-MGW and as national option GGSN
Events by cSGSN, data and events by xGGSN

Location Info
For control on SGSN server as in R99, change indicated to PS-MGW
For control on cSGSN as in R99, change indicated to xGGSN

Network Management
SGSN server, PS-MGW, GGSN 
cSGSN, xGGSN

Packet Bearer QoS
As in R99
One PS domain specific hop removed – improved delay figures and performance

Migration to the approach
SGSN gets new interface, SGSN traffic functions disabled; new entity PS-MGW introduced
SGSN and GGSN get some control extensions, SGSN traffic functions disabled

Recovery, Redundancy, Failure concepts
As in R99 and additionally between SGSN server and PS-MGW
As in R99

Comparing the overall functionality for both approaches the “One Tunnel” has advantages compared with the “split SGSN”. These are the reduced number of hops for packet processing, the smaller number of interfaces and network nodes (Mp, PS-MGW) thereby providing QoS improvements and easier configuration and capacity upgrade characteristics. Furthermore, the migration towards the One Tunnel Approach is easier than towards the Split SGSN Approach. The other functionality is more or less comparable in both approaches. In addition the One Tunnel approach requires less investment for capacity upgrades when the user traffic grows.

3. Proposal

It is proposed to add the text and the tables to the chapter summary.

