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1. Introduction

The IP Policy Control Function (PCF)  was included in the UMTS QoS framework in TR 23.821 as a result of the discussions in the QoS drafting group. This contribution proposes the PCF functionality to be located in the Proxy-CSCF. It is also proposed to initiate the work on the interface between the CSCF (PCF) and the GGSN. The basis for the functionality of the PCF is the description in 23.821 and the approved document S2-001773.

2. Discussion

2.1 Motivation (requirements)

The main motivation for the standardization of the PCF (Policy Control Function) is to control the usage of QoS resources for PDP contexts based on application requirements. The operator needs to be given the option of authorizing the usage of realtime bearers based on application requirements. This does not only apply to the necessity for authorizing the usage of realtime resources before a bearer is established, but also to the necessity for removing the bearer once the authorization is no longer valid (e.g. when the call which was using this bearer has been cancelled) or to apply different charging criteria to the PDP context from that point on, depending upon the operator's preferences.

Nokia believes that this functionality can not be achieved by leaving this to proprietary implementations, as the proper inter-vendor interoperability between Proxy-CSCF/PCF and GGSN requires standardized functionality and a standardized interface between CSCF and GGSN.

2.2 Location of the PCF

In 23.821 (section 10), the PCF is shown as a separate logical element. However, there are several strong reasons for including the PCF functionality in the Proxy-CSCF:

· The standardization work can proceed faster if only one open interface (i.e. between CSCF and GGSN) has to be standardized. This is especially of high importance as the PCF functionality should already be included in R4.

· In TDoc 1604 (rev 5), it is stated that one of the roles of the Proxy-CSCF is "Authorisation of bearer resources and QoS management." This clearly indicates that the PCF functionality, i.e. the functionality of a Policy Decision Point is located in the Proxy-CSCF. In 23.821, it is stated that the PCF is a "logical policy decision element". Keeping the PCF as a standalone element however, would mean that it is not actually a Policy Decision Point, but merely a "policy relay element" which relays policy decisions coming from the Proxy-CSCF to the GGSN.

· If the PCF remains as a standalone element, it is not clear how the GGSN and Proxy-CSCF would discover the PCF and vice versa. 3GPP should not have to discuss complicated discovery procedures for a logical element which only relays authorizations from one entity to another.

2.3 Comparison with Other Options

2.3.1 Placing the PCF in the GGSN

This option would still require a policy interface to any application servers which may want to use the PCF for authorization purposes. This means that the physical architecture is the same as for the option where the PCF is included in the CSCF, but only the logical architecture is different. The Policy Decision Point would be included in the GGSN, while the actual decisions are made in the CSCF or other application servers.
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Figure 1: Placing the PCF in the GGSN
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Figure 2: Placing the PCF in the Application Servers

Figure 1 and Figure 2 illustrate the fact that interfaces are needed between the application servers and the GGSN, no matter where the PCF is actually located. However, in 23.821, it was stated that the PCF is a Policy Decision Point. As the actual authorization decisions are made in the application servers and not in the GGSN, the PCF should be located in these application servers. The GGSN can accommodate the communication with these application servers either through the same protocol which is used on the interface between P-CSCF and GGSN (with appropriate extensions) or over other and/or proprietary protocols. This can not be avoided, as it will not be possible for 3GPP to foresee and standardize any possible services which may emerge in the future.

2.3.2 Leaving the PCF as a Standalone Element

The strongest argument for leaving the PCF as a standalone element is that it should be possible to also allow other application servers than the P-CSCF to access the PCF functionality. However, as discussed in the last subsection, it is clear that the interfaces to all possible application servers can not be standardized in any case, i.e. there will be a potential need for proprietary interfaces to other application servers. If the PCF is a standalone element, these proprietary interfaces will be between PCF and the application servers. If the PCF is located in the application servers, then these interfaces are located between the application servers and the GGSN. This means that the "problem" exists in both cases, but it is simply moved from one point to the other. 

In this context it needs to be stressed again that if the PCF is a standalone element, it will be necessary for 3GPP to standardize two interfaces (GGSN/PCF and PCF/P-CSCF) which may or may not be similar (a combination COPS/COPS is as possible as e.g. a combination COPS/LDAP). However, if the PCF is located in the P-CSCF, there is only the need for the standardization of one additional interface. It needs to be pointed out that this does not prevent any vendor from implementing the PCF as a separate physical entity, if this is seen as beneficial.

It also has to be noted again that handling the problem of how to discover the PCF from GGSN and P-CSCF is much more complicated than the case where the PCF is included in either the GGSN or the P-CSCF.

2.4 Logical Policy Architecture

A typical client-server architecture based on IETF protocols (e.g. COPS) can be considered as one possible candidate for the interaction between the Proxy-CSCF(PCF) and the GGSN. 

This follows the statements in TDoc 1604, so that the GGSN can be a policy enforcement point (e.g. COPS client)  and the Proxy-CSCF (PCF) is the policy decision point. COPS could be implemented in the interface between the Proxy-CSCF(PCF) and the GGSN as shown in Figure 3. 
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Figure 3: Logical Correlation between GGSN and Proxy-CSCF(PCF)

The interaction between the Proxy-CSCF(PCF) and the GGSN can be implemented based on the COPS-based pull or push mechanisms depending on the PDP context procedure (activation,  deactivation, etc.).

3. Proposal

Its proposed to standardize the interface between the CSCF and the GGSN and to include it in the reference architecture. Nokia is willing to provide detailed contributions for the S2 plenary meeting in November if an agreement on this issue can be reached.
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