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1 Introduction

Tdoc S2-001636r2 contained an open issue regarding the fact that the calling party would have knowledge of the called party address.  This occurs specifically in the end-to-end SIP ACK message that acknowledges the final 200-OK response.  

2 Discussion

The problem is routing of mid-call signaling.  In addition to the ACK message, this occurs for the BYE request to terminate the call, and for mid-call INVITE requests to e.g. put the call on hold or resume.  In all cases the problem is how to route the request so that it reaches the other endpoint (either from the caller to the called party, or from the called party to the caller), and also reaches all of the CSCFs that need to know of the change in call state.

The SIP mechanism of Record-Route is intended to address this problem.  During the initial INVITE handling, the proxies in the signaling path that desire to remain in the path for future signaling messages) insert their identity into a ‘Record-Route’ header in the INVITE request.  This is propagated back to the calling party in the response, and in future requests a ‘Route’ header is included based on the information in the ‘Record-Route’.  This is described in section 11.4 of draft-ietf-sip-rfc2543bis-01, and not quite so clearly in RFC2543 itself.

For all calls, the following elements must insert themselves into the ‘Record-Route’ header:

· P-CSCF serving the originating UE, to generate the CDR record in the roaming case, and to force release of the resources used for the call

· S-CSCF serving the originating UE, to generate the CDR record at call termination

· S-CSCF serving the terminating UE, to generate the CDR record at call termination

· P-CSCF serving the terminating UE, to generate the CDR record in the roaming case, and to force release of the resources used for the call

In addition, any I-CSCF that hides the routing information must insert itself into the ‘Record-Route’ header so that it can restore the routing information in future requests.

3 Proposal

1. It is proposed that the following text be added to TS 23.228 Section 5.10.

During the signaling exchanges that occur to establish an IM Session, the following elements must ensure future signaling messages related to this call are routed through them:

· P-CSCF serving the originating UE, in order to generate the CDR record in the roaming case, and to force release of the resources used for the call

· S-CSCF serving the originating UE, in order to perform any service control required at call completion, and to generate the CDR record at call termination

· S-CSCF serving the terminating UE, in order to perform any service control required at call completion, and to generate the CDR record at call termination

· P-CSCF serving the terminating UE, in order to generate the CDR record in the roaming case, and to force release of the resources used for the call

Other CSCFs (e.g. I-CSCFs) may optionally request this as well, for example if they perform some function needed in handling mid-call changes or call clearing operations.
All signaling message from the UE related to IM calls shall be sent to the P-CSCF.
2. It is further proposed that information flows in Annex C show the final SIP ACK message going through the following elements: UE, P-CSCF, and S-CSCF.  Whenever one of the messages crosses an I-CSCF element in the diagram, the text description of the message shall indicate that the ACK message may be routed through that I-CSCF, based on the previous indication of the I-CSCF during the handling of the INVITE request.

3. It is further proposed that information flows showing mid-call features, such as hold/resume, codec change, and hangup, show only the elements participating in the information flow.
4. It is proposed that issue #1 in Annex C.1.3, section “UE (Ack) to UE,” which reads  

1) There are concerns over the fact that the calling party would have knowledge of the Called Party address.

be deleted, as the above three items have resolved the issue.

