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1 Introduction

This is a companion document of Tdoc “Requirements for a relationship between IP MM CC and (Access IP-connectivity) bearer control ». It tries to show how relationship between IP MM CC and Bearer Control should be ensured but focuses only on  the following topics:

· Synchronization of events between CC and bearer control events

· Common identifier of an user on the interface between CC (P-CSCF) and bearer control

1.1 Reference configuration

The following terminology is used:

· UEO:   the call originating UE in UMTS network of calling (originating) party A.

· Originating Access IP-Connectivity service = Access IP-Connectivity service provided to originating side by UTRANO, SGSNO, GGSNO in case of a GPRS access for originating user

· CSCFO: UMTS Call Control elements in originating UMTS network A. 

· A Gateway between Access IP-Connectivity service and IP MM backbone is a GGSN in case of GPRS Access IP-Connectivity service. All along this study the GGSN is taken as an example of such a gateway, but the principles described in this document work for other technology of Access IP6connectivity service and hence for other kind of Gateway than a GGSN.

· IM-BBO: IP MM Backbone on the originating side.

· UET :  the call terminating UE in UMTS Network B.

· Terminating Access IP-Connectivity service = Access IP-Connectivity service provided to terminating side by UTRANT, SGSNT, GGSNT in case of a GPRS access for terminating user 

· CSCFT: UMTS Call Control elements in terminating UMTS network B. 

· The different CSCF (P-CSCF, I-CSCF, S-CSCF) that may be involved in a SIP call are abstracted behind the word CSCF. When a relationship between a CSCF and an Access IP-Connectivity Gateway (GGSN in GPRS case) applies, CSCF means in fact P-CSCF.  

· BW = Bandwidth (i.e. bit rate); RT = Real Time; BB =Backbone
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1.1.1 Basic call flow for CC

After establishment of a PDP Context for signalling, the SIP sequence for a multimedia session between two UE is the following one and does not involve the Access IP-Connectivity service:
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1.1.2 Basic call flow for Resource Reservation.
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In this call flow, CSCFs do not play any role. The GGSN plays a major role. It terminates the PDP Context, it is the first NE connected to the external backbone, it is in charge to reserve the resources through this external backbone and it is the IP Policy Enforcement Point if needed.

2 Discussion

The companion doc has shown that there is need of a relationship between CC (P-CSCF) and bearer control (GGSN). As P-CSCF only is involved, this study is independent from the fact that Home or Visited S-CSCF are used. It is valid for all kind of calls (UE to UE, PSTN to UE, UE to PSTN, …)

2.1 Common identifier of an user on the interface between CC (P-CSCF) and bearer control (GGSN).

A relationship between CC (P-CSCF) and bearer control (GGSN) supposes that there is a common identifier understood both by GGSN and P-CSCF to identify an user. This common identifier  is needed in order for the GGSN to understand the link between a resource reservation at Access IP-connectivity level and a request from CC level.

It is proposed to use MSISDN for that purpose. Choosing the MSISDN as common identifier is a better choice than choosing IMSI because the IMSI is an identifier linked with radio environment whereas MSISDN (E164) is more likely to work also in cased of wire-line access.

Having the MSISDN as common identifier implies that: 

· the MSISDN is given to P-CSCF at registration. This can be done either by the UE adding the MSISDN in the REGISTER request sent to P-CSCF or by the S-CSCF reading this information from HSS and sending it using the REGISTER 200 OK message to P-CSCF. 

· MSISDN is known by the GGSN which is already the case as “The MSISDN of the MS is passed to the GGSN inside the Create PDP Context Request” (See 29.060)

2.2 Synchronization of events between CC and bearer control events

A dialogue between the CSCF and the Gateway (e.g. GGSN ) between Access IP-connectivity and IP MM backbone provides a solution to fulfill following requirements:

· The CC function of IP MM network of an operator (P-CSCF) shall be able to have a strict control on the flows entering the IP MM bearer network from Access IP-connectivity service. This does not mean that CSCF is the enforcement point (which actually is the Gateway between the Access IP-connectivity service and the IP MM network, i.e. the GGSN in UMTS case) but that the CSCF is the decision point for this control. 

· The CC and bearer control mechanisms shall allow the CC to decide when user plane traffic between end-points of a SIP session may start. This allows to let this traffic start in synchronization with the start of charging for a call.

The CSCF can deduce the bearer QoS requirements from the SIP call parameters negotiated end to end and indicate them to the Gateway (GGSN). This dialogue between CSCF and GGSN is the way to introduce the call to the Policy Decision Point from the GGSN. 

The GGSN then receives the resource management request from the UE (the PDP Context Creation request in case of GPRS access) and is responsible for ensuring that the provided QoS is really that one that the UE is authorized to receive: the GGSN checks the coherency of the QoS requested at Access IP-Connectivity level (i.e. GPRS level) with the instructions received from CSCF. If no authorization for a flow has been received from CC layer by the Gateway (GGSN), then this Gateway (GGSN) can reject / downgrade QoS of the Access IP-connectivity service request (i.e. PDP context activation in GPRS case) and the policy enforcement point in Gateway (GGSN) can furthermore discard / mark (tag) the associated traffic.
Once resource have been reserved, 

·  The UE go on the CC procedure (alerting the called party)

· the GGSN waits for an authorization request from CSCF to let the user plane flows actually go between GPRS access network and IP MM backbone. The CSCF may e.g. send this authorization request when charging of the call is started.

In this study, the PDP (Policy Decision Point) and the CSCF are supposed to be colocated in the same node. It could be different and the PDP function could be in a separate node but very likely this would imply a dialogue between the PDP and the CSCF. 

To describe in a more accurate way the call flow, some on going work in SIP working group in IETF can be reused or adapted. See section 4 By combining all these proposed extensions, it is possible to build a call flow in which the CC and the resource management are correlated and interwork both together.

The following call flow roughly illustrates a communication between two UMTS mobiles. The others possibilities (e.g. from UE to PSTN, or from PSTN to UE) can be elaborated in the same manner: In particular, the IETF draft about the 183 Session Progress message proposes to map the 183 message to the ISUP ACM message. The adaptation is done by the SIP gateway.
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3 Proposal

It is proposed to add / modify following text (with revision marks) in 23.228 section 2 and 5.5
2
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5.5
Procedures for IP Multi-Media Sessions

Basic calls between mobile subscribers will always involve two S-CSCFs (one S-CSCF for each), which may be either in the home network or visited network.  A basic call between a subscriber and a PSTN endpoint involves a S-CSCF for the UE and a MGCF for the PSTN.  

The call flow is decomposed into three parts – an origination part, an inter-Serving-CSCF/MGCF part, and a termination part. The origination part covers all network elements between the UE (or PSTN) and the S-CSCF for that UE (or MGCF serving the MGW).  The termination part covers all network elements between the S-CSCF for the UE (or MGCF serving the MGW) and the UE (or PSTN).

Annex <B.1> presents the overall structure for call flow procedures, and the list of procedures (origination, inter-serving, and termination) that are to be specified.  This informative Annex is to be used as the basis for further work within SA2.

5.5.2 General Steps to establish a multimedia session: relationship between CC and bearer resource
The intent of this section is to show the general steps of the establishment of a SIP  multimedia session, focusing on the principle of relationship between CC and bearer resource management, considering that more detailed work (on specific cases such as call to from PSTN / another SIP user from home / visited PLMN, such as how to find the called party…) is to be found in further sections.
Establishing a multimedia session involves the following steps:

1. Negotiation of the media components between calling and called party

· Calling terminal sends a SIP INVITE containing within the SDP part the media components requested by the calling party along with 
· their criticality (whether the call shall not be established, i.e. called party shall not be rung,  if security and / or resources have not been guaranteed for the media component(see ref.[16]) and 
· their possible associated codecs. 
· This INVITE is sent to called party that selects the media components and codecs that will be used during the session. A SIP 183 message (see ref. [17]) is sent back to calling party.
2. Reservation of the resources on the Access IP-Connectivity network (hence on GPRS access) and if needed on the IP MM backbone(s) for media components considered as “critical” in the step 1. On UMTS IP-Connectivity network, resource reservation means PDP context activation (as described in 23.060). There are as many resource reservation to engage as there are different QoS to be considered on Access or IP MM backbone IP-connectivity service. Note that reserving the resources does not mean letting the traffic may go through the gateway.
Resources are reserved by the gateway between  Access IP-Connectivity and IP MM backbone (GGSN in case of GPRS access) upon control of the P-CSCF. This resource reservation step is hence carried out in 2 sub-steps:
· P-CSCF creates terminations in the gateway between  Access IP-Connectivity and IP MM backbone (GGSN in case of UMTS access).  These terminations are associated with the multimedia flows that may enter the IPMM backbone. Authorized QoS of these flows is given to GGSN. During this step, the P-CSCF and GGSN may exchange identifiers used to correlate the CDR they hold.

· The GGSN then receives the resource management request from the UE (the PDP Context Creation request in case of GPRS access) and is responsible for ensuring that the provided QoS is really that one that the UE is authorized to receive: the GGSN checks the coherency of the QoS requested at Access IP-Connectivity level (i.e. GPRS level) with the instructions received from CSCF. If no authorization for a flow has been received from CC layer by the Gateway (GGSN), then this Gateway (GGSN) can reject / downgrade QoS of the Access IP-connectivity service request (i.e. PDP context activation in GPRS case) and the policy enforcement point in Gateway (GGSN) can furthermore discard / mark (tag) the associated user plane traffic.
3. Calling party warns through COMET (see ref.[16]) message the called party that resources (and security if needed) are ensured for “critical media components”. To ensure parallelism (in order to reduce call set-up time) calling and / or called party may try resource reservation for non critical resources before or after the transmission of the COMET message.
4. Upon reception of COMET message from calling party and upon completion of its side of the resource reservation on the Access IP-Connectivity network of its side, called party is rung and calling party is warned through a SIP 180 RING message.

5. When called party hooks-off, the end of the session establishment is carried out. During this process, the P-CSCF requires the gateway between  Access IP-Connectivity and IP MM backbone to let the user plane traffic go through the gateway and may start the charging of the session. 
The relationship between CSCF and gateway between  Access IP-Connectivity and IP MM backbone (GGSN in case of GPRS access) supposes that there is a common identifier understood both by the Gateway (GGSN) and the P-CSCF to identify an user in order for the Gateway (GGSN) to understand the link between a resource reservation at Access IP-connectivity level and a previous request received from CC level.
MSISDN is used for that purpose.
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4.1 Integration of Resource Management and SIP for IP Telephony ( ref [3] )

In this draft, an extension to SDP which allows indication of pre-conditions for sessions is proposed. Two new SDP attributes are defined : "qos" and "security". These attributes will be present in the session description conveyed in the SIP INVITE message.

The "qos" attribute indicates whether end-to-end resource reservation is optional or mandatory, and in which direction (send, recv, or sendrecv). 

When the attribute indicates mandatory, this means that the participant who has received the SDP MUST NOT proceed with participation in the session until resource reservation has completed in the direction indicated. In this case, "not proceeding" means that the participant behaves as if they had not received the SDP at all. (the remote terminal will not ring until the end of the resource reservation)

The direction attribute indicates which direction reservations should be reserved in. If "send", it means reservations should be made in the direction of media flow from the session originator to participants. If "recv", it means reservations should be made in the direction of media flow from participants to the session originator. In the case of "sendrecv", it means reservations should be made in both directions.


By using this new extension in UMTS network, the SDP description carried in the SIP INVITE message can be sent from the UEO to the UET via the CSCFs. 


This extension would allow to make a link between the Call Control and the resource management but also it could solve the following problem : in case of a multimedia session which is requested with an audio flow and a high quality color video flow and also a ftp flow, what has the network to decide when it can only provide the audio and ftp bandwidthes ? How has the CAC to react ? 
4.1.1 the "PRECONDITION-MET" method ( ref [3] )

In the same document from IETF ( ref [3] ), an other extension (a SIP extension) is presented : the "PRECONDITION-MET" method. It allows to communicate the successful completion of preconditions from calling party to called party by sending a COMET message . The called party has to answer with a 200 OK message to acknowledge the COMET message. (This 200 OK message does not indicate successful resource reservation in the terminating access network, it is only an ACK message).

4.2 SIP-based Distributed Call Signaling (DCS) Architecture ( Ref [5] ).

The DCS architecture ( ref [5] ) introduces the concept of a "Gate" in the Edge Router between Access Network and Core Network. (In UMTS, this ER is the GGSN). A Gate acts as a policy control entity implemented at the ER to control access to enhanced QoS Services in the access and backbone networks. A Gate is unidirectional (i. e. that a single gate controls access to a flow in either the upstream or downstream direction). A Gate contains a packet classifier and policer. In the DCS Architecture, the PDP (Policy Decision Point, which is in charge to decide whether a gate is to opened) is the DCS-proxy i.e. the SIP-proxy. It is also named Gate Controller. It sends a Gate Setup message to the ER. This message contains QoS information and policy instructions allowing ER to open a gate. The ER replies with a Gate-ID. 

In Ref [11]  (Packet Cable Dynamic QoS Specification), a development of this mechanism is proposed. A set of messages for Gate Control is defined. This set of messages is transported between PDP and PEP by the COPS protocol (Common Open Policy Service) cf Ref [12]. The COPS protocol is used in outsourcing mode when the ER is Intserv/RSVP enabled and it is used in provisionning mode when the ER is Diffserv enabled. The QoS information are conveyed in some additional COPS objects  (e.g. a Gate-spec object with Flow-spec info).

The Gate-ID is chosen by the ER, sends to the GC. The GC sends the Gate-ID to the calling terminal and the calling terminal, when requesting for a resource reservation, returns the Gate-ID to the ER in order to allow an association between the reservation request and the previous Gate allocation.
4.2.1 Principles of Resource Management in DCS Architecture.

In DCS Architecture, the complete process of resource reservation is composed of two different phases : a "Reserve" phase then a "Commit" phase. During the Reserve phase, resources are reserved but are not yet made available to the endpoint. This ensures that the resources are available before ringing the end terminals. The Commit phase, which commits the resources associated with the flow, is initiated after ringing the far end terminal and after the called party picks up. (this two phase resource management protocol also allows to begin the billing after the called party picks up the terminal).

Obviously, DCS Architecture does not describe the messaging involved in resource reservation. A wide variety of mechanisms can be used. 

4.3 SIP 183 Session Progress Message  ( ref [9] ).

It is an extension to SIP. This extension adds the 183-Session-Progress response message. This message may contain a Session Description (SDP). The 183-Session-Progress message is sent by the called party after receiving an INVITE message. 

If SDP with mandatory qos/security preconditions is included in the 183-Session-Progress message, then the calling party should not generate local ringback until the preconditions are met.

If the calling party receives a  183-Session-Progress message without SDP (or with SDP but without any preconditions in any stream), the calling party has to proceed with normal call setup procedures.

This extension has to be used with an other extension ( Ref [10] : Reliability of Provisionnal Responses in SIP ).
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