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This contribution is based on document S2-001437 presented at the S2#14 Plenary Meeting in Bristol. Following the decision at that meeting, the original document was revised - capturing the need for a mechanism that enables the CSCF to remain in control over the entire duration of a SIP session.

This paper is intended for e-mail approval on the S2 mailing list. It is proposed to add the text in Section 2 of this document to Chapter 5 - “IP Multimedia Subsystem Procedures” in TS 23.228. 

1. PROBLEM DESCRIPTION

During the review of the architectural description of the IM CN subsystem, those areas that need a more detailed investigation were identified. This document addresses the problem of how a serving CSCF remains able to enforce session control over the entire duration of the session. 

The serving CSCF is selected when the subscriber registers on application level
. Once selected, the CSCF serves all session setup requests for the registered subscriber until the subscriber becomes deregistered. When a SIP session has been set up, subsequent control messages such as for example the release request (SIP Bye message) may either be routed via the CSCF, or may become forwarded directly to the target SIP User Agent without that the CSCF becomes involved. In the worst case, the CSCF will not see any further control message for the session it has set up, since all messages take a different path through the network. This is due to the flexibility and efficiency of the SIP protocol, which enables SIP User Agents to communicate directly after they have learned the peer address. SIP Proxy- or Redirect servers do not need to be involved anymore. 

Some services however might want to stay informed about the session state until the session is released. They might further require the option to enforce the termination of a session. Examples are charging and accounting services or the lawful surveillance of sessions. The support of such services requires the CSCF to be included in the SIP signalling path for the entire duration of the session. A mechanism that could be used to enforce that is for example given by the SIP Record-Route- and the Route header. Both headers are however only optionally defined in the SIP standard. Minimal SIP imple​men​ta​tions do not have to support them. 

2. PROPOSAL

This contribution only captures the require​ment for a mechanism that ensures that the CSCF is able to remain within the SIP signalling path – and thus in control of the session. The mechanism itself is still for further study and should be defined by N1. 

We propose that the following text is added to Chapter 5 – “IP Multimedia Subsystem Procedures” in TS 23.228. A suitable place therein would be Section 5.5 – “Procedures for IP Multimedia Sessions”. 

To support value added services, a service provider can require a CSCF or a SIP proxy to understand the session state until the session is released. Examples are charging and accounting services or the lawful surveillance of sessions. When providing such services, a service provider can require that such a CSCF or SIP proxy terminates the session. The actual mechanism that is used to enforce the above requests is for further study. 



















� This assumes that sessions are to be set up via the CSCF and will not become routed directly between the SIP User Agents. 
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