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1
Discussion

This contribution analyses the solutions in TR 23.853, and provides concluding remarks for the normative works. This analysis attempts to determine how the OPIIS scenarios can be supported in practice and which solution can be recommended for the normative specification.
1.1 Analysis 

Currently in TR 23.853, 4 solutions were agreed for OPIIS. The solution 1 and the solution 2 were consolidated to the solution 3 which was based on ANDSF policies. For the solution 4, the network may configure routing information in the UE through DHCPv6 or IPv6 Router Advertisement (RA). In the technical point of view, two different solutions (e.g. solution 3 and solution 4) can be compared to decide the normative work as follows:

Solution 3: Consolidation of Solution 1 and Solution 2
-
This solution expanded the ANDSF MO to support inter-APN routing policies. A UE should evaluate the inter-APN routing policies based on their priority order. The evaluation based on the priority enables the UE to interact with existing ANDSF routing policies without conflict. This solution is also applicable to IPv4 and IPv6, and there is no limitation on use of Destination IP address, APN, Application ID and Domain Names to identify services/applications in the policies. On the priorities of routing policies provided by different PLMNs, the routing policies from VPLMN take precedence. So, no conflict between routing policies provided by different PLMNs is expected.

Solution 4: Select the IP interface based on the routing configuration in IPv6
-
This solution is not applicable to IPv4. Possible conflicts between routing policies by this solution and the existing ANDSF routing policies are expected. It is limited to the cases when destination IP address can be used to identify services/applications which may not cover all cases addressed by the ANDSF policy with APN, Application ID and Domain Names. Possible conflicts between routing policies provided on the interface connected to the HPLMN, to the VPLMN and/or on the interface used for NSWO (provided by an entity that may not be a PLMN operator) are also expected.

1.2 Recommendation

This Technical Report has analyzed the 4 solutions for OPIIS. As a result of the analysis, the solution 3 is recommended for normative specification.
First change

7
Conclusions
7.1 Analysis of solutions 

Currently 4 solutions were agreed for OPIIS. The solution 1 and the solution 2 were consolidated to the solution 3 which was based on ANDSF policies. For the solution 4, the network may configure routing information in the UE through DHCPv6 or IPv6 Router Advertisement (RA). In the technical point of view, two different solutions (e.g. solution 3 and solution 4) can be compared to decide the normative work as follows:

Solution 3: Consolidation of Solution 1 and Solution 2
-
This solution expanded the ANDSF MO to support inter-APN routing policies. A UE should evaluate the inter-APN routing policies based on their priority order. The evaluation based on the priority enables the UE to interact with existing ANDSF routing policies without conflict. This solution is also applicable to IPv4 and IPv6, and there is no limitation on use of Destination IP address, APN, Application ID and Domain Names to identify services/applications in the policies. On the priorities of routing policies provided by different PLMNs, the routing policies from VPLMN take precedence. So, no conflict between routing policies provided by different PLMNs is expected.

Solution 4: Select the IP interface based on the routing configuration in IPv6
-
If user applies preferences, then they may differ from the preferences as part of the routing rules, in a similar manner as user preferences may override operator policies when applying ANDSF policies. It is only possible to have three preference levels which limit the possibility to provide different relative priority between multiple PDN connections that provides the same IP routing capabilities. It is limited to the cases when destination IP address can be used to identify services/applications which may not cover all cases addressed by the ANDSF policy with, Application ID and Domain Names. HPLMN needs to ensure in roaming agreement that the L-GW/P-GWs in VPLMN provides the correct preference of the default routing route .
7.2 Recommendation

This Technical Report has analyzed the 4 solutions for OPIIS. As a result of the analysis, it was agreed to define a policy for IP interface selection based on ANDSF according to the description of solution 3. Therefore, the solution 3 is recommended for normative specification.
During the specification phase, it should be reconsidered if the existing mechanism for conflict resolution between VPLMN and HPLMN policies should also apply to the new policies or if a new resolution mechanism is required.
The resolution of possible conflicts with IETF defined policies will be handled outside of OPIIS work, because any such conflicts may exist with IFOM and NSWO policies defined in Release-10.
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