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Abstract of the contribution: this document describes the possible procedures for IP-PBX originating and terminating call to realize the requirements of BusTI WID.
6.x
S-CSCF Based Routing
6.x.1
General
The user profile in the HSS contains a provisioned default contact address enabling routing to the PBX, via the IBCF. 

NOTE: 
The users of an IP-PBX may be split into multiple groups, each of which having its own PBX user profile and list of associated identities.

The solution has the following characteristics:

- 
It allows the IMS to handle sessions directed to the IP-PBX users and originated from the IP-PBX users based on the procedures of TS 23.228 [5] and ETSI TS 182 025 [8].

- 
It allows the IBCF and E-CSCF to execute functions subject to regulatory requirements (emergency calling, legal interception) as per TS 23.167 [6]. 

- 
It allows the IMS to authenticate the IP-PBXs and provide security according to the network domain security TS 33.310 [4].

- 
It allows for the invocation of application servers in the operator's IMS network to IP-PBX users according to TS 23.228 [5]. 

-
It allows multiple IBCF's to be used to reach the PBX if required.
-
The use of an AS is not necessary. The AS, if any, is invoked based on Initial Filter Criteria contained in the unregister part of the user profile associated to the IP- PBX, retrieved from the HSS (not represented on the Figure).
-
There is no interface between the IBCF and the HSS.
Detailed flows are shown as follows.
6.x.2
Terminating Session Setup
Figure 6.x.2-1 shows the terminating procedure.
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Figure 6.x.2-1: Terminating session set up
1. I-CSCF receives a call from the network.

2. The I-CSCF performs Location Query procedure with the HSS to acquire the S‑CSCF address or the S‑CSCF capabilities, including the destination address.

3.The HSS returns the S‑CSCF address/capabilities to the I‑CSCF according to the destination address.
4. I‑CSCF forwards the INVITE request towards the selected S‑CSCF from the query.

5-6. The S‑CSCF sends Cx-Put/Cx-Pull to the HSS. The HSS then returns the information flow Cx-Put Resp/Cx-Pull Resp (user information, including the binding data of user identity and IBCF address) to the S‑CSCF. The S‑CSCF shall store it. This completes the registration simulation procedures on the S-CSCF side.

7. If the user profile includes an iFC pointing to an Enterprise AS, the SIP INVITE request is forwarded to the Enterprise AS.
8. The INVITE is processed by the Application Server. The AS optionally retrieves user information from HSS and returns the INVITE to the S‑CSCF.

9. If the INVITE message request does not contain a route header, the S-CSCF creates a route header from information found in the user profile received from the HSS (i.e provisioned default contact address). The INVITE is forwarded using the Route header to the IBCF.
10. The IBCF forwards the INVITE request to IP-PBX using the Route information provided by the S-CSCF. If no security association exist between the IBCF and PBX (and TLS is used), TLS will be initiated as a result of trying to send the INVITE. Once the TLS session is setup (using the certificates), the INVITE will be sent over the secure connection.
11. The session establishment is completed.
6.x.3
Originating Session Setup
Same as Alternative 6.3.
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