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Abstract of the contribution: Clean-up on editor’s note in SIPTO@LN permissions solution  
1. Introduction
It is proposed that in case the UE traffic is applicable for both SIPTO at/above the RAN or SIPTO@LN to let the operator decide on prioritising whether in such case the UE traffic should be locally offloaded or be applicable to SIPTO at/above the RAN. The operator can have as basis for evaluation the location of the UE or the type of L-GW (based on L-GW IP address) that is connected to the HeNB supporting SIPTO@LN.
3. Proposal
 It is proposed to include the following within TR 23.859.
***************************** First Change ******************************

5.4.2
Key issue #SL2: SIPTO at the local network permission

5.4.2.1
General description

The activation of SIPTO@LN service requires special permission from the HPLMN operator at the MME/SGSN for GW selection as well as consent from the user for offloading UE traffic in the local network. The HPLMN operator can configure this permission per UE, per APN, and per VPLMN basis. The network operator permission to allow UE traffic to be offloaded to a local network that is stored in subscription data in the HSS on per user per APN granularity is also used to indicate user consent.
5.4.2.2
Solution 1

A solution similar to the Rel-10 SIPTO solution, which has added SIPTO specific permission information to each APN, is used. To support the requirement that it shall be possible for an operator to allow/disallow SIPTO@LN on a per subscriber basis for SIPTO permitted APNs, the SIPTO Permissions have a new value defined to specifically allow SIPTO@LN. In short the SIPTO Permissions have the following three values:

-
SIPTO Prohibited,

-
SIPTO Allowed (excluding SIPTO@LN),

-
SIPTO Allowed including SIPTO@LN (new value).

-
SIPTO@LN Allowed only (new value).
“SIPTO@LN Allowed” indicates that the user has provided consent to allow the network to offload UE traffic in the local network and network operator permission on per user per APN granularity.
The "SIPTO Allowed" value implies that SIPTO at /above the RAN  is permitted, but SIPTO@LN  is not.

As concluded in Rel-10, the LIPA Permissions and SIPTO Permissions are mutually exclusive. For Rel-12, the same principle should be applied between SIPTO@LN permissions and LIPA permission, i.e., if SIPTO permission is set to “SIPTO-allowed”, “SIPTO Allowed including SIPTO@LN” or “SIPTO@LN Allowed only”, the LIPA permission shall be set to LIPA-prohibited
The "SIPTO Allowed including SIPTO@LN" value is used by the MME/SGSN to determine if it can:

-
select a P-GW for providing SIPTO at/above RAN when the user is in a macro cell, or

-
select a P-GW for providing SIPTO at/above RAN or an L-GW for providing SIPTO@LN for an APN when user is in a CSG cell or a hybrid cell. In such a case, in case the UE traffic is applicable for both SIPTO at/above the RAN and SIPTO@LN it is up to operator preference to decide whether APN traffic should be prioritised for SIPTO at/above RAN or for SIPTO@LN. The operator can have as a basis for priority evaluation the location of the UE or the capabilities of the L-GW based on the L-GW IP address.

Moreover,  the existing SIPTO Rel-10 solution allowing the HPLMN to indicate to the VPLMN if SIPTO is allowed or not for a given user is also applicable to SIPTO@LN.
***************************** End of Changes ******************************
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