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Abstract of the contribution: This contribution proposes Monitoring events configuration and reporting by UE using T5 based procedure. 
1 Introduction
In SA2#93, solution for monitoring via MTC-IWF using Tsp and T5 was added in the TR 23.887. Solution for Monitoring event configuration and reporting by UE was not covered. 

TR 23.887 has following architectural requirement for event configuration at UE
Configuration of Monitoring Events and actions: 
-
It shall be possible to configure monitoring events in the 3GPP system (UE or Network Nodes), for example - monitoring the association of the MTC Device and UICC and/or new IMSI–IMEI-SV association, change in the point of attachment, loss of connectivity, alignment of subscribed feature etc.
TR 23.887 has following architectural requirement for event reporting 

Reporting of Monitoring Events:
· It shall be possible for the UE or network to report the detected events to the Services Capability Server or Application server. 
TS 22.368 has following requirements on monitoring event reporting 

-
The MTC Device shall be able to transfer other event notification to the MTC Server where the event detection is out of 3GPP scope, for example, the loss of signal reception, notification when the MTC Device power level is lower than a threshold.

2 Proposal

It is proposed to add the following modifications to clause 6.1.3.3 of TR 23.887.

* * * Begin of Change * * * 
6.1.3.3
Solution – Monitoring via MTC-IWF using Tsp and T5

6.1.3.3.1
General description
This solution is based on the current architecture for Machine Type communication defined in TS 23.682 by enhancing Tsp reference point between SCS and MTC-IWF for Monitoring. In addiiton this utilizes T5 reference point for monitoring events configuration, activation, deactivation, reporting etc. 
In this solution, the MTC Monitoring configuration can be performed in the following ways:

a)
The MTC Monitoring configuration is statically stored as part of UE subscription in HSS, and downloaded to the SGSN/MME during Attach Procedure. Or,
b)
The MTC Monitoring configuration is dynamically provided by the SCS. The SCS sends requests to the MTC-IWF to configure, activate, deactivate or trigger report delivery for a particular monitoring event. The MTC-IWF instructs the serving SGSN/MME to perform corresponding actions.

Editor's Note: It is FFS whether there is need to configure monitoring events dynamically from the SCS or only activation/deactivation of pre-configured (subscribed) monitoring events from the SCS is needed.
To support MTC Monitoring feature in roaming scenario, roaming agreement shall be made between HPLMN and VPLMN, and the T5 interfaces shall be designed to support roaming.

6.1.3.3.1.1
MTC Monitoring Configuration at SGSN/MME
Figure 6.1.3.3.1.1-1 illustrates the procedure of MTC Monitoring configuration at SGSN/MME.
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Figure 6.1.3.3.1.1-1: Monitoring call flow at SGSN/MME using Tsp and T5
1. The SCS sends a Monitoring Action Request message to the MTC-IWF with Action Type set to configure, activate, deactivate or trigger report delivery for a particular monitoring event. SCS will provide other monitoring data as part of Monitoring Action Request message to MTC-IWF over Tsp such as Monitoring Event ID and associated parameters, Monitoring Event Priority, Monitoring Destination node etc. 
2,3.
The MTC-IWF checks that the SCS is authorised to send monitoring requests and that the SCS has not exceeded its quota or rate of submitting monitoring requests over Tsp. If this check fails the MTC-IWF sends a Monitoring Action Answer message with a cause value indicating the reason for the failure condition and the flow stops at this step. Otherwise, the flow continues with step 4.

4-6.
The MTC-IWF sends a Subscriber Information Request message to the HSS/HLR to authorize the Monitoring configuration details (e.g.: Monitoring Event ID). Monitoring events are configured in HSS as part of UE subscription data. The HSS verifies the monitoring event information and authorizes the MTC-IWF to configure the network element for monitoring. 

7.
Based on type of event action requested MTC-IWF determines the destination node for monitoring event based on the information received from SCS and HSS. For example in case of monitoring event configuration (or activation/deactivation) at MME, MTC-IWF sends a message over T5 to MME with the monitoring event data. MME on receiving submit request determines monitoring event data is intended for it based on destination node it configures (or activates/deactivate) monitoring event.

Alternatively, SGSN/MME can get MTC Monitoring configuration downloaded from HSS as part of UE subscription download procedure, e.g. during Attach/RAU/TAU procedure etc. 
Editor's Note: When the serving SGSN/MME changes, the target SGSN/MME needs to get MTC Monitoring configuration. Whether the MTC Monitoring configuration is stored in UE context and exchanged between source and target SGSNs/MMEs are FFS.
Editor's Note: It is FFS how to handle the detection in the SGSN/MME if the service is not allowed to Attach and no MTC Monitoring configuration downloaded to the SGSN/MME.

6.1.3.3.1.2
MTC Monitoring Configuration at UE
Figure 6.1.3.3.1.2-1 illustrates the procedure of MTC Monitoring configuration at UE.
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Figure 6.1.3.3.1.2-1: Monitoring configuration at UE using Tsp and T5
1-6. Same as step 1-6 of clause 6.1.3.3.1.1. 

7.
Based on type of event action requested MTC-IWF determines the destination node for monitoring event based on the information received from SCS and HSS. For example in case of monitoring event configuration (or activation/deactivation) at UE, MTC-IWF sends a message to UE using small data transmission procedure defined in section 5.1.1.3.3. UE route it to the appropriate application for configuration (or activation/deactivation) of the monitoring event.
6.1.3.3.1.3
Detection of monitoring events

Monitoring event can be detected by different nodes depending on event type. When Monitoring event are detected, the Monitoring event reports are generated and sent out. If specific actions are bound with the detected Monitoring event, such actions shall be performed.
If Monitoring event(s) are detected by the GGSN/PGW, the GGSN/PGW delivers the detected Monitoring event to the SGSN/MME, so that the Monitoring event can be reported by using T5/Tsp interfaces. 

6.1.3.3.1.4
Reporting of monitoring events from SGSN/MME
The following figure illustrates the procedure flow of reporting Monitoring events to the SCS/AS.

[image: image3.emf]UE

SGSN

/MME

HSS

GGSN

/PGW

MTC-

IWF

SCS

/AS

2. Report collected MTC Events

1.Detects and Collects MTC events

3.Query SCS/AS

4.Return SCS/AS info

5.MTC event report


Figure 6.1.3.3.1.3-1 Reporting Monitoring events from the SGSN/MME to SCS/AS
1.
Depending on the monitoring event it may be detected by SGSN/MME or GGSN/PGW. If the Monitoring event is detected by the GGSN/PGW, the GGSN/PGW reports monitoring event detection to the SGSN/MME to be forwarded to SCS/AS via MTC-IWF. Alternatively, GGSN/PGW may directly report the event to SCS/AS.

2.
The SGSN/MME sends Monitoring event report to the MTC-IWF. A default MTC-IWF may be configured in the UE’s MTC subscription or locally configured in the visited network. The SGSN/MME includes the information of SCS/AS which subscribes the Monitoring events if such information is included in UE’s MTC subscription.

3.
If SCS/AS information is not obtained from the SGSN/MME, the MTC-IWF interrogates HSS to get the SCS/AS information.

4.
The HSS returns the SCS/AS information corresponding to the Monitoring event type. External Identifier of the MTC device may be returned. 

5.
The MTC-IWF sends the Monitoring event report to appropriate SCS/AS which subscribes the specific Monitoring event.

6.1.3.3.1.5
Reporting of monitoring events from UE

Monitoring events needs to be reported by the UE when the either the event is detected by UE or when event detection is out of 3GPP scope, for example, the loss of signal reception, notification when the MTC Device power level is lower than a threshold. UE can report the event to SCS/AS using MO small data procedure over T5 as defined in clause 5.1.1.3.3. 
* * * End of Change * * *
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