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Annex A – WLAN selection overview

This section summarizes current procedures for WLAN selection.

I-WLAN PLMN selection was developed in Release 6. The selection consists of two steps:

· WLAN selection

· PLMN selection

The procedure is applicable to initial network selection (i.e. at WLAN UE switch on) and upon recovery from lack of WLAN coverage. In this 2 step process I-WLAN PLMN selection is based mainly on the optional files stored in the USIM as defined in TS 31.102 or the WLAN MO (i.e. the 3GPP System to Wireless Local Area Network interworking Management Object) defined in TS 24.235 and used by TS 23.234 and TS 24.234. In terms of information contained:

· The USIM contains, in summary, Wi-Fi information such as a list of SSIDs, and PLMN information (i.e. PLMNs defined by MCC, MNC).

· The MO contains, in summary, Wi-Fi information such as a list of SSIDs, and PLMN information (i.e. PLMN realms, defined per RFC 4282).

Since PLMN selection is the driving factor, then once a PLMN has been chosen the UE can then only use an SSID (specific WLAN) that connects to that PLMN.  If none of the above data exists, then PLMN selection is still performed based on 24.234 but just for (E)HPLMN selection. (E)HPLMN selection can be based upon:

· UE pre-configuration or else by selecting SSID’s at random.
· HPLMN selection is based on using the EFEHPLMN file in the USIM (ref. 31.102)
· If the EHPLMN file is not present, the UE chooses the EHPLMN based on the IMSI (ref. 31.102)
The UE is expected to either have the necessary files in the USIM, or be configured in some proprietary way. The home operator can provision the information in the USIM (to be used as above) or in the WLAN MO (to be used as per 24.234 procedures).
ANDSF has introduced mechanisms to enable WLAN selection under specific conditions, defined by ANDSF rules. ANDSF assists the UE in discovering available WLANs, and it assists the UE in using the WLAN vs. cellular interface.  The ANDSF MO has a rich set of information and rules to achieve traffic routing and access selection based on the desired policies, whereas the WLAN MO does not contain any information e.g. on APNs, application related filters, etc. that are present in the ANDSF MO. However, when ANDSF is deployed, the WLAN selection is still determined by the PLMN selection procedure which takes into account the WLAN MO if present . In fact, the ANDSF MO is not used by the UE in PLMN selection, and it is not meant for PLMN selection. After PLMN selection has taken place, the UE can apply active ANDSF policies for traffic routing per 3GPP TS 24.302.

The following diagrams provide a diagrammatic view of PLMN selection. 

Figure A.1 provides a high level description of SSID / PLMN selection.
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Figure A.1. SSID and PLMN Selection.
Figure A.2 provides a high level description of ANDSF policy selection.
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Figure A.2. ANDSF policy selection.
Figure A.3 provides a more detailed view of how SSIDs are chosen and then used to obtain PLMN information.
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 Figure A.3. Details of SSID and PLMN Selection.
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