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Abstract of the contribution:

This contribution is to make an evaluation of the alternatives and choose a solution for Key issue 3 to push forward the UMONC to specification work.
1 Key issue Description
This use case describes a scenario in which the usage of a particular service data flow/application is excluded from the accumulated usage for a defined network.
For the details, please see section 6.2 of TR 23.858.

2 Solution Alternatives Description
· Alternative Solution 1: PCEF/TDF based counting with usage monitoring interface enhancements
If usage monitoring of the service data flow (s) / application (s) need to be excluded from the total reported volume of IP-CAN / TDF session, then the PCRF shall indicate the PCC / ADC Rule (s) for which the corresponding sdf (s) / application (s) traffic volume is not to be counted toward overall IP-CAN / TDF session traffic. Based on PCRF’s instruction, the total reported volume for IP-CAN / TDF session shall not include the accumulated volume traffic for sdf (s) / application (s) defined by the corresponding PCC / ADC Rule.
Note：In the case there are more than one service data flows / application to be excluded from the overall IP-CAN / TDF session report e.g. sharing the same Monitoring key, the PCRF will provide all corresponding PCC / ADC Rules or Monitoring key.

· Alternative Solution 2: Using a new ADC/predefined PCC Rule by applying existing standardized methods
If usage monitoring of the service data flows / application need to be excluded from the total reported volume of IP-CAN/TDF session,

1. In case of required measurements on the application level, an ADC Rule can be created with the Application Identifier defining a new application as session's traffic excluding specific application (s), which should not be counted toward overall session's traffic. In such a case, a volume measured for such an ADC Rule shall be IP-CAN / TDF session's volume excluding accumulated usage of the application (s). 

2. In case of required measurements on the sdf level, a predefined PCC Rule can be used to match a session's traffic excluding specific sdf (s), which should not be counted toward overall session's traffic. In such a case, a volume measured for such a predefined PCC Rule shall be IP-CAN / TDF session's volume excluding accumulated usage of the sdf (s).
· Alternative Solution 3: PCRF based counting 
In this solution, the PCRF derives the required usage consumption of the IP-CAN session / TDF session level by deducting the usage of the sdf (s) /application (s) from the total consumed usage of the IP-CAN session / TDF session received from the PCEF / TDF. There are two ways for the PCRF to get the usage value of the sdf (s) /application (s) and the total consumed usage value of the IP-CAN session / TDF session:
1) When the PCRF receives usage report of the IP-CAN session  / TDF session level in case of reached volume threshold, if usage monitoring to the sdf (s) /application (s) need to be excluded, then the PCRF requests the usage report from the PCEF / TDF for the corresponding sdf (s) / application (s) monitoring key.

2) The PCEF / TDF are mandated to report the usage consumption of all Monitoring Keys when the volume threshold of IP-CAN session / TDF session level is reached. The PCRF can determine which usage of the specific sdf (s) /application (s) needs to be excluded from the total consumed usage of the IP-CAN session / TDF session. 
Note: Second option (2) can be further optimized by requesting PCEF / TDF to report only the usage(s) for the specific Monitoring key (s) its usage must to be excluded from the total consumed usage of the IP-CAN session / TDF session.
· Alternative Solution 4: PCEF/TDF based counting by re-using key issue 1 solution " Multiple Monitoring key within a PCC/ADC Rule"

The solution shall re-use the principles defined in key issue 1 solution "Multiple keys for a single rule" by instructing the PCEF / TDF to not include a PCC / ADC rule in the usage monitoring of the IP-CAN / TDF session traffic by assigning a (session) monitoring key to all rules in addition to their specific monitoring key except for those rule which are to be excluded from the IP-CAN / TDF session overall accumulation.
Note: In case of ADC Rules, this alternative solution is achieved by additionally assigning ADC Rule with Application Id for the traffic not counted toward any other Application Id for the specified session in order to correctly count session's traffic.
********************starts of the change***********************
6.4 
Evaluation

6.4.1 Analysis for Alternative Solution 1

This solution is to indicate the corresponding PCC/ADC rules for which the corresponding sdf (s) / application (s) traffic volume is not to be counted toward overall IP-CAN / TDF session traffic from the PCRF to the PCEF/TDF. The essence and the implementation is the “indication”, therefore, the advantage of the solution is: it can use a very clear and obvious way to convey the command from PCRF to PCEF/TDF. No redundant information elements and operations (e.g. the PCC/ADC rule re-installation, or new PCC/ADC Rules' creation) are introduced during the procedure. At the same time, the disadvantage of this solution is: the Gx/Sd message need to be enhanced to support a new indication and the PCEF/TDF should be enhanced to support the corresponding operation. 
6.4.2 Analysis for Alternative Solution 2

This solution is based on the new created ADC rule or Pre-defined PCC rule to exclude a specific application/SDF (s) from the total consumed usage of the IP-CAN session / TDF session received from the PCEF / TDF. The essence of the solution is based on the network implementation and application’s deployment. The advantage of the solution is little impact on the system as no new mechanisms need to be introduced. The disadvantages are creation of new ADC/PCC Rules dedicated for the purpose of such calculation only. Additionally, in case of PCC Rules, precedence for such a rule has to be carried out to make sure that the calculations are implemented correctly.
6.4.3 Analysis for Alternative Solution 3
This solution is based on the message interactions between the PCRF and PCEF/TDF when the PCRF gets the usage volume for which sdf/application is to be deduced from the total session's usage. 

The advantage of the first variant of the solution (1) is that no changes to the system behaviour anticipated. The disadvantage of the same variant (1) however is a delay created between receiving report on the session's level and report on sdf/application level and inaccurate calculations as a result and also additional signalling created as a result of double request/response between the PCRF and the PCEF/TDF (2 message exchanges instead of only one).
The advantage of the second variant of the solution (2) is: it can use a very clear and obvious way to convey the command from the PCRF to the PCEF/TDF. No redundant information elements and operations (e.g. the PCC/ADC rule re-installation, or new PCC/ADC Rules' creation) are introduced during the procedure. At the same time, the disadvantage of this solution is: the Gx/Sd message need to be enhanced to support a new indication and the PCRF should be enhanced to support the corresponding operation. This solution is very similar to Solution 1, however Solution 1 seem to be a more straight forward as PCEF/TDF report only about traffic which needs to be reported and also interface complications (e.g. for Solution 3 transfer to the PCRF the usage for those Monitoring keys which needs to be excluded is not required here) is minimized.
6.4.4 Analysis for Alternative Solution 4
This solution is based on multiple monitoring keys usage. The advantage is that in case multiple monitoring key's solution is introduced for key issue 1, this can be re-used. The disadvantage is that with more than one usage monitoring key are introduced, it means the amount of calculation in the PCEF and TDF will increase, which raises a challenge to the PCEF/TDF’s performance. The IP-CAN level usage monitoring in this solution is different from current mechanism. In order to support this scenario, the PCRF has to use to apply the alternative 4 for all the session level usage monitoring but alternative 4 is more complex than current session level usage monitoring. Additionally, the Gx/Sd message need to be enhanced to support this method and the PCEF/TDF should be enhanced to support the corresponding operation.
6.4.5 Comparison
This part summarizes the section 6.4.1-6.4.4 and makes a comparison in table 6.4.5-1.

Table 6.4.5-1 ALTERNATIVE comparison

	
	Advantage
	Disadvantage 

	Alternative Solution 1
	· No redundant information and operation
	New enhancement to the network entities (e.g. PCEF/TDF) and to Sd/ Gx interfaces 

	Alternative Solution 2
	·  “Little impact” to the system
	· Creation of new ADC/PCC Rules only for this purpose in the system, taking care of PCC Rules' precedence

	Alternative Solution 3
	· (Variant 1): No changes to the system's behaviour

· (Variant 2): No redundant information and operation
	· (Variant 1): Delay in messages which may result in the calculations' inaccuracy and increased amount of negotiation signalling over Gx/Sd 
·  (Variant 2): New enhancement to the network entities (e.g. PCEF/TDF) and to Sd/ Gx interfaces similar to Solution 1 but more complicated than in Solution 1; Impact on PCEF/TDF

	Alternative Solution 4
	· based on key issue 1 solution, if gets adopted
	· Increased amount of calculation in the PCEF and TDF, Gx/Sd interface enhancements 


6.5 
Conclusion

Alternative Solution 1 is relatively more pragmatic and is proposed to be adopted as the final solution.

********************Ends of the change***********************

