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Abstract of the contribution: Add description of Routed RG with NAT case in Alternative 3 and a Note saying that the PCRF of the IP-CAN session for 3GPP UE may be different from the PCRF of the IP-CAN session for RG. 
Discussion
Proposed modification and reason for change:
1) Add description of Routed RG with NAT as a separate case in General part of Alternative 3 and delete a redundant sentence.

2) Add a Note below the figure of IP-CAN session establishment procedure RG operating in routed with 3GPP UE performing authentication, indicating that the PCRF of the IP-CAN session for 3GPP UE may be different from the PCRF of the IP-CAN session for RG.

3) In the clause 5.1.1.3.2, IP-CAN session establishment, Routed RG with 3GPP UE performing 3GPP based authentication procedure, step 2, for Subscription-ID used in IP-CAN session establishment for RG, add an “or” between RG ID and circuit ID since one identifier is enough to identify the RG. Step 8, for Subscription-ID used in IP-CAN session establishment for 3GPP UE, delete circuit ID since IMSI can be used to identify the UE.
4) In the same procedure as 3), because whether and how the IP-CAN session for the NSWO relates to the IP-CAN session for the RG is not clear. It’s proposed to delete the description of “The IP Edge shall bind the IP-CAN session for the NSWO traffic of 3GPP UE to the Subscriber Session of Routed-RG based on the UE Local IP address.” In step 13.
Proposal

1st change

5.1.1.3.
Alternative 3: Multiple IP-CAN session for Fixed Subscriber Session and NWSO 3GPP UE

Editor's note:
This clause will identify the requirements and assumptions for convergent Policy QoS and charging for Fixed Subscriber Session  and WLAN UE NSWO

5.1.1.3.1
General
The PCEF located in the IP Edge binds the Fixed Subscriber Session with the IP-CAN session on Gxd reference point

For Routed mode RG without NAT, an IP-CAN session shall be established for the fixed subscriber session. The IP-CAN session is established by the IP Edge when the RG accesses the fixed broadband network. The IP Edge sends the IP address of RG to the PCRF, as well as the access line ID as identification information of the RG. For each 3GPP UE using NSWO to access the fixed access network, IP-CAN session will also be established. The IP Edge obtains the 3GGP UE IMSI via successful 3GPP-based access authentication procedure. The IP Edge sends the IMSI, which is learnt via authentication, and the IP address of the UE to the PCRF. It is assumed that IP Edge is the AAA proxy or AAA client for EAP-based authentication support as defined in BBF WT-146 
For Routed mode RG with NAT, an IP-CAN session shall be established for the fixed subscriber session and information sent to the PCRF as identification information is the same as the Routed RG without NAT case. For each 3GPP UE using NSWO to access the fixed access network, IP-CAN session will also be established. The IP Edge sends the IMSI, which is learnt via authentication, the IP address of the UE and the NATed port number to the PCRF.
In case of RG configured in routed mode with or without NAT there is a single Fixed Subscriber Session for all N3GPP User Equipments connected to the RG. In this scenario there is an IP-CAN session for the Fixed subscriber session and one separate IP-CAN session for NSWO traffic for each 3GPP UE which performs 3GPP EAP-based authentication . 

This alternative assumes that for fixed device connected behind a RG in routed mode a single IP-CAN session is used for all devices.

Editor’s note: How the IP-CAN session for 3GPP UE relates to the IP-CAN session for fixed subscriber session is FFS

Editor’s note: Whether the IP-CAN session definition needs to be enhanced for this scenario  is FFS,
For Bridge mode RG, there is one IP-CAN session for each single IP session, i.e. one per fixed subscriber session and one per each 3GPP UE performing NSWO. Fixed devices and 3GPP UEs behind the RG can be recognized and allocated an IP address by the IP Edge. The IP Edge establishes IP-CAN session when a fixed device/3GPP UE accesses to the fixed broadband network. The IP address information sent to PCRF is the IP address allocated by the IP Edge. The identification information for 3GPP UE is IMSI. The multiple IP-CAN sessions are independent from each other. 
Editor’s note: it is FFS what kind of identification information is used for fixed subscriber session,
NOTE:
In the case of a routed mode RG behind a bridge RG, it’s the same as Routed RG case in the perspective of QoS control over Gxd.
Editor's note: It is FFS how the IP edge can identify flow belonging to the NSWO UE in NATed RG
2nd change
5.1.1.3.2
IP-CAN Session Establishment

This clause describes the signalling flow for  IP‑CAN Session establishment over Gxd. The session is initiated after the fixed subscriber session is established and the IP address has been assigned as defined in BBF specifications for BBF defined network. The procedure for authentication of fixed subscriber session is out of 3GPP scope.

The roaming scenario is not applicable for the Fixed subscriber session.

Editor's note:
The steps related to accounting and charging data collection for AAA-based, PCC-based and TDF-based are FFS and not shown in the diagram flow.

Bridged RG with fixed device or 3GPP UE attachment 
This section describes the signalling flow for Gxd IP‑CAN Session establishment in the case of RG acting as bridge mode. The session is initiated after the N3GPP device or 3GPP UE has been authenticated and assigned a Local IP Address. The authentication procedure for the N3GPP device is based on BBF specifications that out of scope in 3GPP.
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Figure 5.1.1.3.2-1: IP-CAN session establishment procedure for RG operating in Bridge mode
1.
The Fixed Device (e.g. PC, IPTV) or the 3GPP UE accesses to the network.

1a.
The Fixed Device accesses to the network and performs authentication. The access authentication is performed as specified by BBF. As part of this step, the BBF AAA may provide Default QoS to the IP Edge. The IP Edge assigns a Local IP address to the N3GPP Device. This step is BBF specific and as such out of scope of this specification.
1b.
the 3GPP UE accesses to the network and performs authentication. The default QoS of the 3GPP UE is returned during the authentication. The IP Edge assigns a Local IP address to the 3GPP UE. 

2.
The IP Edge/PCEF triggers the establishment of the IP-CAN session over Gxd for the Fixed Subscriber Session or for the NSWO traffic of the 3GPP UE with the PCRF. The message includes the Subscriber-ID (e.g. the Fixed device ID, 3GPP UE IMSI, circuit ID), the Local IP address, default QoS, the IP-CAN type.

3.
The PCRF obtains the subscriber's profile related to the fixed subscriber session and 3GPP UE from the SPR/UDR.

Editor's note:  Enhancement to the subscriber profile in SPR/UDR for fixed subscriber session is FFS.

4.
The PCRF makes policy decision and derives PCC rules. The PCRF may change the default QoS of the fixed subscriber session  or of 3GPP UEwhich is received from the IP Edge/PCEF. 
5.
For the solicited application reporting, the PCRF requests the TDF to establish the relevant session towards PCRF and provides ADC rules to the TDF.

6.
The PCRF provides the PCC rules to the IP Edge/PCEF. In this step the PCRF may include the following information: Default QoS, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.
7.
The IP Edge/PCEF performs admission control and resource allocation based on PCC rules. The IP Edge may also communicate with other network elements in the BBF access network per BBF specifications and is out of scope of 3GPP.

Editor's note: Whether additional parameters are required for BBF access session is FFS.

Routed RG
This section describes the signalling flow for Gxd IP‑CAN Session establishment in the case of RG operating as routed mode. The session is initiated when RG attaches to the network. The authentication procedure for fixed subscriber session is based on BBF specifications that out of scope in 3GPP.
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Figure 5.1.1.3.2-2: IP-CAN session establishment procedure for RG operating in Routed mode
1.
The Routed RG accesses to the network and performs BBF access authentication. The BBF AAA returns the default QoS for the Fixed Subscriber Session of the Routed-RG to the IP Edge. The IP Edge assigns a Local IP address to the RG. This step is BBF specific and as such out of scope of this specification.
2.
The IP Edge/PCEF triggers the establishment of the IP-CAN session over Gxd for the Fixed Subscriber Session of the Routed-RG with the PCRF. The message includes Subscriber-ID (e.g. Circuit ID), the RG Local IP address, default QoS for the fixed access session.

Editor's note:  The specific Subscriber ID information used is FFS.

3.
The PCRF obtains the subscriber's profile related to the RG from the SPR/UDR.

Editor's note:  Enhancement to the subscriber profile in SPR/UDR for fixed devices and fixed access line is FFS.

4.
The PCRF makes policy decision and derives PCC rules. The PCRF may change the default QoS of the subscriber which is received from the IP Edge/PCEF. 
5.
For the solicited application reporting, the PCRF requests the TDF to establish the relevant session towards PCRF and provides ADC rules to the TDF.

6.
The PCRF provides the PCC rules at the IP Edge/PCEF. In this step the PCRF may include the following information: Default QoS, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.
7.
The IP Edge/PCEF performs admission control and resource allocation based on thePCC rules.
Editor's note: Whether additional parameters are required for BBF access session is FFS.

Routed RG with 3GPP UE performs 3GPP-based authentication
This clause describes the signalling flow for Gxd IP‑CAN Session establishment in the case of RG acting as routed mode and 3GPP UE performs 3GPP-based authentication. The session is initiated when RG and 3GPP UE accesses to the network. 
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Figure 5.1.1.3.2-3: IP-CAN session establishment procedure RG operating in routed with 3GPP UE perfoming authentication 
NOTE 1: The PCRF of IP-CAN session for 3GPP UE may be different from the PCRF of IP-CAN session for RG.

1.
The Routed RG accesses to the network and performs access authentication. The BBF AAA returns the default QoS for the Fixed Subscriber Session of the Routed-RG to the IP Edge. The IP Edge assigns a Local IP address to the RG. This step is BBF specific and as such out of scope of this specification.
2.
The IP Edge/PCEF triggers the establishment of the IP-CAN session over Gxd for the Fixed Subscriber Session of the Routed-RG with the PCRF. The message includes Subscriber-ID(e.g. the RG ID or Circuit ID), the RG Local IP address, default QoS for the fixed access session.

3.
The PCRF obtains the subscriber's profile related to the RG from the SPR/UDR.

Editor's note:  Enhancement to the subscriber profile in SPR/UDR for fixed devices and fixed access line is FFS.

4.
The PCRF makes policy decision and derives PCC rules. The PCRF may change the default QoS of the subscriber which is received from the IP Edge/PCEF. 
5.
For the solicited application reporting, the PCRF requests the TDF to establish the relevant session for the RG towards PCRF and provides ADC rules to the TDF.

6.
The PCRF provides the PCC rules at the IP Edge/PCEF. In this step the PCRF may include the following information: Default QoS, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.
The following step 8-16 is IP-CAN session establishment for the 3GPP UE in case that RG acts as Routed mode and the BBF device supports 3GPP-based authentication.

7.
When 3GPP UE access to the network via the Routed-RG, if the RG supports 3GPP-based authentication, the authentication procedure is performed in 3GPP UE, RG, IP Edge, BBF AAA and 3GPP AAA.. After successful authentication, default QoS for the 3GPP UE is returned to the IP Edge.

8.
The IP Edge/PCEF triggers the establishment of the IP-CAN session over Gxd for the the NSWO traffic of the 3GPP UE with the PCRF. The message includes the Subscriber-ID (e.g. 3GPP UE IMSI) , the UE Local IP address, the UDP  port for RG in routed mode with NAT, default QoS, the IP-CAN type.

9.
The PCRF obtains the subscriber's profile related to the 3GPP UE from the SPR/UDR.

10.
The PCRF makes policy decision and derives PCC rules for the NSWO traffic based on the subscription of the 3GPP UE. The PCRF may change the default QoS of the subscriber which is received from the IP Edge/PCEF. 
11.
For the solicited application reporting, the PCRF requests the TDF to establish the relevant session for the 3GPP UE towards PCRF and provides ADC rules to the TDF.

12.
The PCRF provides the PCC rules at the IP Edge/PCEF. In this step the PCRF may include the following information: Default QoS, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.
13.
The IP Edge/PCEF performs admission control and resource allocation based on the default QoS of RG when PCRF provides the PCC rules for the Fixed Devices and/or NSWO traffic of 3GPP UE to the IP Edge/PCEF. The IP Edge may also communicate with other network elements in the BBF access network per BBF specifications and is out of scope of 3GPP.

Editor's note: Whether additional parameters are required for BBF access session is FFS.
NOTE 2: How the IP Edge performs QoS enforcement in fixed broadband network is out of the scope of 3GPP and in case of BBF defined network is specified by BBF.

NOTE 3: The IP Edge performs the mapping between the QoS rules and the parameters specific in BBF network.
3GPP
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