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Abstract of the contribution: 3GPP UE selects WLAN access networks based on other identities and names that UE can get from the HS 2.0 and IEEE 802.11u.
Discussion
At last meeting, the key issue of Support WLAN access through roaming agreements is proposed, and the Realm and OUI are recommended to add into the ANDSF policy to resolve the key issue. 
However, currently, Hostpot 2.0 and IEEE 802.11u also uses some other identities and name to indicate UE of the AP’s attribute, e.g. property and location, and help UE selecting the proper AP. For UEs whose service provider is a 3GPP operator, some scenarios may be considered:
The WLAN network may be deployed by 3GPP operator or a cooperative hotspot operator, and the WLAN APs may use the same SSID of 3GPP operator. In some cases, e.g. preferential price, network malfunction of hotspot operator in some area, or more data processing for value added service, the 3GPP operator may want the UE selects the APs deployed by itself with high priority. The Domain Name list of IEEE 802.11u ANQP elements can provide a list of one or more domain names of the entity operating the hotspot network to UE. In addition, it is possible that an operator has more than one Domain Name that can be used to identify itself. For example, the domain names wlan.mnc123.mcc321.3gppnetwork.org, operatorA.com, and Awireless.com all refer to the same SP.
Another scenario is the operator configures the information in the HS2.0 AP to describe the venue in which the hotspot is deployed. And, different venues (e.g. coffee shop, airport lounge, shopping mall) having Wi-Fi access provided by the same operator may have different Venue Names even though they share the same SSID name. In same cases, for the similar reasons as above, the 3GPP operator may want the UE selects the APs configured with some specific Venue Name in high priority.
Proposal

In order to enable 3GPP UEs select WLAN access networks based on other identities and names that UE can get from the HS 2.0 and IEEE 802.11u, it is proposed to amend TR 23.865 with the following Key Issue and Solution. 
****************************************The 1st Change****************************************

5.x
Key Issue: Support WLAN selection through other identities and names UE can get from the HS 2.0 and IEEE 802.11u
5.x.1
Description

Because SSID is not global unique, therefore, different WLAN networks within one location may use the same SSID, also operator may own or manage multiple WLAN networks within one location, such as one for public hotspot, others for some commercial venues, such as coffee shop, book store, and so on. Because those WLAN network may share the same SSID, therefore when the 3GPP operator may like to steer UE to specific WLAN networks in those locations,  such as preferential price consideration, network malfunction of hotspot operator in some area, or value added service, using SSID as WLAN network identifier will not work. In order to address this issue, WFA hotspot 2.0 release 1 recommends some additional WLAN identifier besides SSID such as: Domain name, Venue name, which ANDSF can consider to use for its WLAN selection policy in order to better steer UE to specific WLAN while SSID is not sufficient or applicable.

The Domain Name list of IEEE 802.11u ANQP elements provides a list of one or more domain names of the entity operating the hotspot network to UE. In addition, it is possible that an operator has more than one Domain Name that can be used to identify itself for different WLAN networks. UE can use the domain name of the WLAN network to differentiate WLANs even they using the same SSID. 
An operator may deployment WLAN for different venues (e.g. coffee shop, airport lounge, and shopping mall), therefore IEEE802.11u defined some Venue information elements which give the venue name and type information of the WLAN network. Considering the high user density, operator may deploy multiple WLANs for one type of venue, such as there are 3 WLANs for a park deployment. In order to conduct necessary load sharing between those WLANs, venue name can be used to differentiate those 3 different WLANs networks.
****************************************The 2nd Change****************************************

6
Solutions 
Editor’s Note: This clause will describe the solution(s) for WLAN network selection for 3GPP terminals.

6.1
Solution #1: ANDSF Policies with Extended Selection Preferences for Support WLAN access through roaming agreements 

6.1.1
Functional Description

This solution addresses the key issue of “Support WLAN access through roaming agreements”. However, it is applicable also to scenarios where WLAN access is provided without roaming agreements.

This solution proposes to extend the ANDSF selection policies to support also selection policies based on the Realms and/or the Organizational Unique Identifiers (OUIs) which are supported by Hotspot 2.0 compliant WLAN networks. The ANDSF may send policies to UE based on Realms and/or OUIs to indicate for example that “WLANs that interwork with Realm=PartnerX.com have the highest access priority”. The UE uses the Realms and/or OUIs as an alternative way (instead of using SSID) to identify and prioritize the discovered WLAN access networks. 

A Hotspot 2.0 compliant UE is capable to discover the Realms and/or OUIs supported by a specific WLAN access network prior to association by using the applicable discovery procedures (e.g. based on the ANQP protocol) and/or by receiving the beacon transmissions of APs (some OUIs are included in the AP beacon messages).

Editor’s Note: The text above suggests extending the ANDSF policies to support also preferences based on Realm and/or OUIs. It is FFS if preferences based on other Hotspot 2.0 parameters should also be supported.

Note: 
The UE uses the provisioned Realms/OUIs only when applying ANDSF policies after the PLMN selection, as per the current specifications.

6.1.2
Impacts on existing nodes or functionality

The ANDSF access selection policies need to be extended in order to include additional selection preferences.

6.1.3
Evaluation

6.2
Solution #2: ANDSF Policies with Extended Selection Preferences for Support WLAN selection through other identities and names
6.2.1
Functional Description
This solution proposes to extend the ANDSF selection policies to support selection policies based on the Domain Name list and/or the Venue Name information as WLAN network identifier which are supported by Hotspot 2.0 compliant WLAN networks. 
The ANDSF may send preferred WLAN policies to UE based on Domain Name list to indicate for example that “WLAN AP configured with operatorA.com or Awireless.com (suffix matching) has the highest access priority”. 
The ANDSF may send preferred WLAN policies to UE based on Venue Name information to indicate for example that “WLAN APs in airport lounge of SSID-xxx have the highest access priority”.
The UE uses the Domain Name list and/or the Venue Name information further to identify and prioritize the discovered WLAN access networks.
6.2.2
Impacts on existing nodes or functionality
The ANDSF access selection policies need to be extended in order to include additional selection preferences.
6.2.3
Evaluation
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