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Abstract of the contribution: Proposes architectural assumptions for group based policies.

Discussion

This paper aims to propose and modify the architectural assumptions for group policing based on the requirements specified in TS 22.368 for group based policy control and the LS S1-122515/LS S2-123482 received from SA1.
Proposed changes

8
Group Based Feature (GROUP)
8.3
Key Issue – Group based Policy Control

8.3.1
Description

MTC applications generally involve a group of devices. Typically applications today involve more than 1000 subscriptions for a single customer. From both customer and operator points of view, there is benefit in optimised handling of groups of MTC devices.

Group based policing can be used to enforce a policy for a group of MTC devices. This allows greater flexibility to the MTC application or MTC application owner compared to individual policies for each of the devices, while at the same time ensuring the operator that the particular group of MTC devices does not unduly load the network.

8.3.2
Architectural Requirements

Editor's Note:
The requirements for group based policing are FFS.

8.3.2.1
Group Based Policing Assumptions and Limitations
In the context of Group Based Policing, the architectural scope should consider issues surrounding:

· Centralized or Distributed Architectural Approaches

· Method of group membership determination.

· Coexistence of individual subscriber and group policies

8.3.2.2
Architectural Assumptions

The following are the agreed architectural assumptions for defining overall architectural requirements:

· Group members are subscribed to same HPLMN

· Group members are associated to the same APN
· Group members are connected to the same P-GW/GGSN.

· Group policing is supported only in the HPLMN.
· Group member is associated to a maximum of one group per APN. If the UE belongs to more than one group, then each group should be associated with a different APN.
· Bit rate measurement and enforcement for a group is within a common PCEF

· Policy controls for individual group members shall be able to co-exist with the introduction of the new group level maximum aggregate bit rate control.
· Group APN-AMBR enforcement applies only at the PCEF.
· Following are technical limitations of Group APN-AMBR enforcement:

· UE(s) within the group may be spread out across different eNBs, in which case, enforcement of a Group APN-AMBR in the UL is not possible. Group APN-AMBR could be enforced in the UL at the PCEF but this does not help to save radio / backhaul resources.
· Number of group members will be limited by the number of members that can be connected to the same PCEF.
· Gateway load balancing functionality may be impacted if the group members are connected to the same PCEF,
Editor’s Note:
The following remaining items for consideration are FFS.

-  whether the entire group remains  in the HPLMN or is roaming allowed
· impact on (inter-operator) charging, if the home PCEF drops UL packets of roamers
· Should roaming and non-roaming devices connected to the same PCEF be differentiated for Group APN-AMBR enforcement. 
-  location /geographic distribution of group members

-  about the number of group members

-  means by which a UE is associated to a group

-  whether a UE can belong to more than one group
- whether group based policing can be applied to scenarios where traffic is offloaded

-  what kind of actions should the PCEF take, if the Group APN-AMBR threshold has been exceeded (e.g. drop packets of all group member or only from the ones exceeding the threshold)
-  behaviour of the PCEF when the Group APN-AMBR changes during the lifetime of the user’s session
-  should the PCEF receive this Group APN-AMBR for every new / modified user session and when does it take effect?
8.3.3
Solutions
8.3.3.1
Solution : <Solution Title>

8.3.3.1.1
General

8.3.3.1.2
Impacts on existing nodes and functionality

8.3.3.1.3
Solution evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
8.3.4
Overall Evaluation 

Editor's Note:
Use this section for evaluation of key issues.
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