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Abstract of the contribution: This paper discusses the baseline about the local PDN connection handling in the connected state mobility and proposes a way forward.
1. Introduction

When UE move between H(e)NBs in the connected state it need to be decided on how to handle the Local PDN connection as it may not permit to be continued on the target RAN.  
2. Discussion
2.1 The criteria of local PDN connection release 
The Session continuity is only required when the UE moves between H(e)NBs within the same Local H(e)NB Network. Therefore, it can be interpreted that LHN ID is one criterion to judge whether the Local PDN connection should be released. 
One LHN ID may comprise several CSG IDs. The LIPA PDN connection should be released if the LIPA APN is not authorized in the target CSG-ID. As such CSG-ID is another criterion to decide whether the Local PDN connection should be released.
C1: The LHN-ID and CSG-ID shall be taken into consideration on whether the Local PDN connection can be continued in the target RAN. 
2.2 Target side or source side to release the LIPA PDN

In the normal handover procedure, the source side should deliver all the bearer contexts to the target side. If the target cannot support the same number of the contexts, the target SGSN/MME releases the non-accepted bearers. 
While for the Local PDN, this method may not work properly. The reason is as below, 
1. It is possible that the target RAN side use the delta configuration during the handover procedure (Ref TS36.331). In that case if the RAB is not present on the target side and delta configuration is used, then it may have different understanding between the UE and the network for the RAB not received by the UE. On the network side the related PDN connection are not established on the target side. On the UE side, the related PDN connections are kept due to not release indication are received. Thus the RAB in the UE side and network are unsynchronized before the next Service Request/RAU/TAU procedure. 
2. If all the RAB are present on the target side, the target Nodes may not able to handle the Local PDN connection properly due to it not support this feature.
C2: The Local PDN connections which are to be released should be handled at the source side.
2.3 When to release the LIPA PDN
If we decide that Local PDN connection should be released at the source side, then it seems natural to do that before handover procedure as after the handover procedure it is not possible to do any bearer deactivation due to the control point has been changed to the target side. 
C3: If the local PDN connection is to be released, it should be handled before handover procedure.
2.4 Which node is responsible for the LIPA PDN disconnection
At the source side there are three entities are possible to release the Local PDN connection, i.e. H(e)NB, MME/SGSN, LGW.

The Local PDN connection handling need to take both LHN-ID/CSG-ID into account as mentioned in the C1 conclusion. The linkage between the CSG-ID and the LIPA-APN is stored on the MME/SGSN as subscription data. It is not any problem for the MME/SGSN to handle that. However if we put that handling to the H(e)NB or LGW, additional data exchange is need. To reduce the complexity, it is proposed that the MME/SGSN is responsible for the Local PDN disconnection based on the CSG ID and LHN ID provided by the source H(e)NB.
3. Proposed solution
Based on the above analysis the proposed the connected state mobility can be illustrate as below, 
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Step 2: The source HeNB decide to trigger handover procedure and local PDN connection exist , it sent the Local PDN connection Checking Req(LHN-ID,CSG-ID) to the source MME. The LHN-ID,CSG-ID is the target H(e)NB.
      Note: the source HeNB get the LHN-ID of the target HeNB via the local configuration table. The local configuration table can be pre-configured via O&M or generated via the dynamical information exchange between HeNBs
Step 3: The source MME check whether the Local PDN connection can be continued on the target HeNB per the received LHN-ID/CSG-ID. If the local PDN connection can not be continued, the source MME triggers the PDN connection released procedure.

Step 4: After the local PDN connections which can not be continued in the target HeNB have been released, the source MME return the source HeNB a Local PDN connection checking Complete Response message. 

Step 5: After received the Local PDN connection checking Complete Response message, the source HeNB can trigger the handover procedure by sending the Handover required(LHN-ID, CSG-ID) message to the source MME. After that the normal handover procedure are executed. During that procedure the LGW@LN/HeNB@LN address also need be exchanged between H(e)NB and LGW.  
4. Conclusion

We propose to discuss this issue and agree the proposal described on section 3. And the related changes are also proposed.
* * * First Change * * * *
5.2.3.3
Option 2: using the LHN-ID for architecture solution 1 (Stand-alone logical L-GW)

5.2.3.3.1
General

The LHN ID is configured locally in each H(e)NB of the LHN. To make sure that a LHN ID is not used by several LHNs, and because this concept is independent from the CSG concept, a solution could be to identify a LHN uniquely in a PLMN-ID as it is done for an eNB (Global eNB ID is defined in a PLMN). The H(e)NB(s) in the same LHN shall have the same LHN-ID.

NOTE 1:
If the DNS method is used to support the L-GW selection, the LHN ID is also configured in each L-GW of the LHN.

The HeNB includes the LHN-ID to the MME in every INITIAL UE MESSAGE and every UPLINK NAS TRANSPORT message.

The HNB includes the LHN-ID to the SGSN in every INITIAL UE MESSAGE and every UTRAN Originated DIRECT TRANSFER control message.

NOTE 2:
This can be used as an indicator that the H(e)NB supports LIPA mobility among the same LHN.
5.2.3.3.2
LIPA PDN connection management

If the PDN connection(s) for LIPA are activated, the MME/SGSN records the LHN-ID reported by the H(e)NB. It will be stored in the UE's MM context. When the last LIPA PDN connection for the UE is deactivated, MME/SGSN should delete it from the UE's MM context. For one UE, only one LHN-ID is stored on the MME/SGSN.

Idle mode mobility procedure

For the Service Request procedure, MME/SGSN checks whether the cell the UE accessed reports the same LHN-ID compared to the stored LHN-ID. If not, all the LIPA PDN connections shall be deactivated.

For the intra CN node RAU/TAU procedure, if the MME/SGSN receives the TAU/RAU request from the H(e)NB and the LHN-ID is different compared to the stored LHN-ID or no LHN-ID is received, the MME/SGSN shall delete all the LIPA PDN connections.

For the inter CN node RAU/TAU procedure, it is assumed that there are no inter-CN entity mobility when the UE moves between H(e)NBs in the same LHN. Based on that assumption, if the MME/SGSN receives the RAU/TAU request from other MME/SGSN entity, it shall delete all the LIPA PDN connections.

NOTE 1:
The H(e)NBs in the same LHN are always in the same SGSN/MME pool.

NOTE 2:
If the inter-CN mobility needs to be supported, e.g. HNB and HeNB can coexist in one LHN, the source MME/SGSN checks the received LHN-ID included in the Context Req to decide whether the LIPA PDN connection can be sent to the new CN node.

Connected mode mobility procedure


Before starting the handover procedure towards the target RAN, the H(e)NB shall send message including the LHN-ID and CSG-ID of the target RAN to the source MME for checking whether the Local PDN connection can be continued. The source MME triggers the PDN connection release procedure for the PDN connections which can not be continued. After the PDN connections which can not be continued have been released the MME return a message to the source H(e)NB which indicate that the handover procedure can be triggered. 
NOTE 3:
the source HeNB get the LHN-ID of the target HeNB via the local configuration table. The local configuration table can be pre-configured via O&M or generated via the dynamical information exchange between HeNBs
5.2.4
Key issue #L4: LIPA deactivation

5.2.4.1
General

For a UE which has activated a LIPA PDN connection in a Local H(e)NB Network, when mobility events occur, the following issues need to be addressed:

-
What are the scenarios under which the LIPA PDN connection should be deactivated?

-
What are the criteria for the deactivation decision?

-
Which node(s) is responsible for the decision of LIPA PDN connection deactivation?

-
Which procedure(s) shall be used when LIPA PDN connection are deactivated?
5.2.4.2
Solutions
For the Idle/connected stated mobility the LIPA PDN connection handling are refer to section 5.2.3.3 
* * * Next Change * * * *
6
Conclusions
For Key issue #L1: "Architecture for LIPA mobility", it is agreed that the solution 1 described in clause 5.2.1.1, "Architecture solution 1: Standalone logical L-GW" will be adopted as the baseline architecture.
For Key issue #SL2: “SIPTO at the local network permission”, it is agreed that the solution 1 described in clause 5.4.2.2 will be adopted for SIPTO@LN control.
For Key issue #L3: “Discovery of the LIPA mobility area” it is agreed that the solution 2 described in clause 5.2.3.3 will be adopted for connected state mobility.
* * * End Change * * * *
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