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1. Overall Description:
SA2 thanks RAN3, SA3 and CT4 for their LSs on signalling of the H(e)NB local IP address for Fixed Broadband Access network interworking. 

SA2 analysed the response from RAN3 and SA3 and discussed various options on how to resolve the issue in Rel-11. 
In the LS response from RAN3 (R3-121375), RAN3 had the following concerns:

· SA2 solution involves the untrusted or potentially compromised H(e)NB in the transfer of this information to the CN. In particular, this exchange of information held in a secure node (the SeGW) through an untrusted or potential compromised node (the H(e)NB) raises security concerns

· SA2 solution exposes the IP address of the H(e)NB

In the LS response from SA3 (S2-122469), they however indicate that SA3 “could not reached consensus on whether the verification [of the H(e)NB local IP address sent by the H(e)NB] is required”. As such, it is not clear to SA2 that there is a security concern with the current stage 2 solution documented in TS 23.139. As a consequence, SA2 believes that it is still feasible to include the current stage-2 solution in Release 11 as a fully specified solution.

In order to take into account the recommendation from SA3 that “obtaining the local IP address from a network element in a trusted location (i.e., not having the H(e)NB having to provide the local IP address) would be preferable from a security perspective”, SA2 further discussed possible network based solutions for deployment scenarios where a H(e)NB GW is available (i.e. for 3G HNBs and LTE HeNBs when a HeNB GW is deployed). In those deployment scenarios, the H(e)NB GW could also obtain the H(e)NB local IP/port information from the SeGW and then provide it to the SGSN/MME via RANAP/S1AP.
Considering that SA3 and RAN3 LSs were not consistent as interpreted by SA2, SA2 would kindly ask RAN3 to reconsider its feedback on SA2 solution. As both solutions require extensions to RANAP and S1AP, SA2 would also like to request RAN3 to consider extension of those protocols in order to support the signalling of the H(e)NB local IP address/port information from the H(e)NB and the H(e)NB GW (if available) towards the SGSN/MME. 
Finally, SA2 would also like to note that if RAN3 do not agree with this proposed way forward, the consequence will be that the BBAI support for H(e)NB would be removed from Release 11, and a new Rel-12 work item would need to be established to complete the H(e)NB part for BBAI. 

2. Actions:

To RAN3 / SA3:
ACTION: 
SA2 kindly asks RAN3/SA3 to take the above into account in the remaining Release 11 work.
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