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Discussion
The solutions of sponsored data connectivity in roaming case have not been defined in TS 23.203. In Home-Routed case or LBO case with the AF located in HPLMN, the AF can provide the related sponsored data connectivity service information (e.g. the sponsor id, ASP id) directly to the H-PCRF, and the H-PCRF can make policy decision based on the received information. But In LBO case with the AF located in VPLMN, the related sponsored data connectivity information provided by the AF may not be known to the HPLMN, and the H-PCRF can not make policy decision for these sponsored data connectivity services. There is an incoming LS in S2-11xxxx from CT3 asking SA2 to address this issue. In the incoming LS, 2 alternatives were mentioned. This discussion paper is aimed to analyse these alternative solutions and to select a practical solution for solving this issue.
Alternative 1
According to the LS, in alternative 1, when the V-PCRF receives the sponsored data connectivity service information of an LBO PDN connection from the AF located in VPLMN, the V-PCRF perform the authorization of the sponsored data connectivity service based on the sponsored data connectivity profile configured in the VPLMN, then the V-PCRF forwards the related sponsored data connectivity service information (e.g. the sponsor id, ASP id) to the H-PCRF. 
For this alternative solution to work, an indication of whether the VPLMN has authorized the sponsored data connectivity needs to be included in S9 session, to avoid rejecting of sponsored data connectivity by H-PCRF in case the sponsored service is unknown to HPLMN.
The H-PCRF learns that the service information is related to the sponsored data connectivity from the sponsor id and ASP id, and makes the possible policy decision. Since the V-PCRF has performed authorization for the sponsored data connectivity, the H-PCRF need not perform the authorization again in case the H-PCRF also has corresponding profile. 
H-PCRF makes the following policy decisions:

(1) The H-PCRF checks whether the user is allowed to access the service based on the HPLMN’s policy (e.g. parent control) and responds to the V-PCRF.

(2) Besides above, H-PCRF also makes the QoS policy decision.
Note that the Charging Policy can only be made by the VPLMN, since the V-PCRF has performed the service authorization. 
When the V-PCRF receives the response from the H-PCRF, the V-PCRF can complete the policy decision. (e.g. determine the Charging Method and Rating Group, Construct the Monitoring Key, etc).
Since there are no benefits to make the QoS Policy decision and make usage monitoring decision by the H-PCRF, we suggest that H-PCRF only indicate to the V-PCRF whether the sponsored service is allowed by the HPLMN. If it’s allowed, the V-PCRF will make the PCC rule by itself. Hence, regarding the question asked in the LS about whether the monitoring key is generated by V-PCRF, we recommend that it should be handled by V-PCRF.
The following is a flow for alternative 1:
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Flow for alternative solution 2

This call flow is required if the UE is roaming in a visited access and the AF is located in VPLMN.

1. The UE is roaming in a visited access, the UE attaches to the IP-CAN following the normal procedures specific to the IP-CAN.

2. The PCEF and/or the BBERF in VLPMN establish IP-CAN session and/or gateway control session toward the PCRF following the procedures described in TS 23.203 [3]. 
3. The UE connects to the 3rd party ASP server and requests services from the ASP.

4. The ASP server decides to sponsor the data connection used to access the ASP service for the user and provide dynamic sponsoring information, as agreed with the operator, to the AF within the operator’s network in VPLMN. The dynamic sponsoring information includes the user identity to be sponsored (e.g. the IP address), the IP flow information to be sponsored, Sponsor Identity, Application Service Provider Identifier. Optionally the usage amount to be sponsored and the threshold request related to the sponsored data connectivity.

5. For each sponsored service occasion, the AF in VPLMN establishes an Rx session toward the V-PCRF as described in TS 23.203 [3] and provides the identity of the AF, a Sponsor Identity, an Application Identity, the user identity and the service information optionally including volume allowance and specific-actions related to the service.

6. The V-PCRF performs the authorization for the sponsored data connectivity service.

7. The V-PCRF forwards the related sponsored data connectivity service information to the H-PCRF with an indication to inform the H-PCRF that the sponsored data connectivity service is authorized by the V-PCRF.

8. The H-PCRF stores the received information from the V-PCRF. The H-PCRF checks whether the service is allowed for this subscriber based on UE’s subscription information, e.g. parental control policy. The H-PCRF indicates the V-PCRF whether the service is allowed by the HPLMN.

9. The V-PCRF derives PCC/QoS rules locally related to the sponsored data connectivity and may take into account the Sponsor Identity and Application Identifier.
10. The V-PCRF acknowledges the service information received from the AF.
11. The V-PCRF provisions the rules and event triggers for the sponsored data connectivity to the PCEF/BBERF in VPLMN within the IP-CAN.

12. The PCEF/BBERF installs the provisioned rules and event triggers.

13. The PCEF/BBERF sends acknowledgement to the PCRF.
14. The UE uses the sponsored connectivity to receive the desired service from the ASP.
Alternative 2
According to the LS, in alternative 2, when the V-PCRF receives the sponsored data connectivity service information of an LBO PDN connectivity from the AF which is located in VPLMN, if the sponsor ID and ASP ID is allowed by the VPLMN, the V-PCRF can handle the sponsored data connectivity locally based on the sponsored data connectivity profile configured in the VPLMN without forwarding any sponsored data connectivity service information to HPLMN. Thus, the HPLMN is unaware of the existing of the sponsored data connectivity.
The following is a flow for alternative 2:
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Flow for alternative solution 1

This call flow is required if the UE is roaming in a visited access and the AF is located in VPLMN or in a third party which has SLA with the VPLMN.

1.  The UE is roaming in a visited access, the UE establishes the PDN connection following the normal procedures.

2.
The PCEF in VLPMN establish IP-CAN session toward the PCRF following the procedures described in TS 23.203 [3]. 
3.
The UE connects to the 3rd party ASP server and requests services from the ASP.

4.
The ASP server decides to sponsor the ASP service for the user and provide dynamic sponsored data connectivity information, as agreed with the operator, to the AF within the operator’s network in VPLMN or in a third party network. The dynamic sponsored data connectivity information includes the user identity to be sponsored (e.g. the IP address), the IP flow information to be sponsored, Sponsor Identity, Application Service Provider Identifier, and optionally the usage allowance of the sponsored data connectivity.

5.
The AF establishes an Rx session toward the V-PCRF as described in TS 23.203 [3] and provides the identity of the AF, a Sponsor Identity, an Application Identity, the user identity and the sponsored service information optionally including usage allowance to the V-PCRF.

6. The V-PCRF performs the authorization for the sponsored data connectivity service
6.
The V-PCRF acknowledges the service information received from the AF.

7.
The V-PCRF derives PCC/QoS rules according to corresponding sponsored data connectivity profile configured locally in the VPLMN. The V-PCRF finds the sponsored data connectivity profile based on the Sponsor Identity and Application Identifier received from AF.
8.
The V-PCRF provisions the rules for the sponsored data connectivity to the PCEF in the VPLMN.

9.
The PCEF installs and enforces the PCC rules.

10.
The PCEF sends an acknowledgement to the PCRF.
11. The UE uses the sponsored connectivity to receive the desired service from the ASP.
Comparison
Since the service is totally provide by the VPLMN, and all the policy including QoS, Charging and Usage Monitoring can be made by the V-PCRF, the alternative 2 is a simpler way to resolve the issue. Therefore, we recommend to adopt alternative 2 as the solution to support sponsored data connectivity in roaming scenario with visited access when AF is located in VPLMN.
Proposal
A draft LS is proposed in S2-110402, and corresponding CRs to TS23.203 are proposed in S1-110403 and S2-110404.
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