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Abstract of the contribution:

This contribution proposes the way forward for TDF function.
Discussion 

The Traffic Detection Function (TDF) was introduced in the specification to help the network achieve service awareness. The physical location of TDF was also discussed, the embedded and stand-alone TDF were both illustrated in the TR. However, we see an issue that the interface between PCRF and TDF was not decided yet and two proposed Rx or Gx based solution are on the alternative solution list. 

Based on common agreement, the information between PCRF and TDF need to indicate 
· Session information

· Session control rules

There is a common understanding that the architecture should support both options – TDF, collocated with PCEF and TDF, implemented as a standalone functional entity.
Moreover, there is a common understanding that a single unique interface between PCRF and TDF is required regardless of the TDF being implemented as an entity collocated with PCEF or as a standalone entity.

Therefore, it is recommended to extend Gx interface support to cover also TDF standalone implementation in addition to the collocated one.

However, it is agreed that we can not define at this stage if Rx or Gx is preferable interface to move forward with and some additional analysis is required.

* * * Begin First Change * * * 
4.4
Key issue 4: Service Awareness and Privacy Policies

4.4.1

Description

The network may have policies related to specific services but currently it may not always become aware of usage of these services. The service unawareness can occur when there is no explicit service level signalling and hence no interaction between the Application Function and PCRF or when filters related to a service has not been installed in the PCEF. The user experience can be enhanced if the network becomes service aware and the network is able to apply service specific policies. Service traffic detection mechanisms helps achieve service awareness. Traffic detection functionality can be implemented by a standalone entity as well as be collocated with PCEF. Use of service traffic detection mechanism however may require user consent and for this purpose PCC architecture would have to be extended to include user privacy policies. A single unique interface should be defined between PCRF and TDF both for collocated and for standalone architecture implementations.
Examples of actions that may be a result of service detection include:

-
Bearer modification

-
Charging rules modification

-
Gating of the detected service traffic

* * * End First Change * * * *

* * * Begin Second Change * * * 
4.4.2.1 Alternative 1b – Gx based service detection reporting

To trigger the interaction with the PCRF, the start and the end of a detected service have to be added as new event triggers. After detecting a service with a service traffic detection mechanism, the PCEF/TDF informs the PCRF via the Gx by sending the PCC rule name of the detected service and the event trigger. Detected filter information could be provided to the PCRF as well to simplify the IP packet handling after the service detection (existing Gx parameters can be used together with the new event trigger to minimize the Gx protocol impacts). The PCRF can then modify the PCC rule in the desired way with regard to the policy and charging control information (e.g. the charging key or the QoS can be modified). When the PCEF/TDF detects the end of the service, the PCRF is informed again and the PCRF modifies the PCC rule back to the initial setting. 
Editor’s note: Whether the PCRF can always modify the PCC rule back needs to be further analyzed (e.g. ongoing monitoring/charging). It should be possible as the same problem occurs during a PCC rule removal.
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Figure 4.4.2.2-1: Architecture for Gx-based solution
NOTE:  This architecture option can be applied for a stand-alone TDF and a TDF that is collocated with the PCEF in the same gateway. In case of standalone TDF, it resides on SGi interface.

Editor’s note: The details of a stand-alone TDF scenario need to be further analyzed.
Editor’s note: Whether this solution can be applied for the roaming scenario with PGW in the visited PLMN needs to be further analyzed.
* * * End Second Change * * * *
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