SA WG2 Temporary Document

Page 1

3GPP TSG SA WG2 Meeting #78
TD S2-101069
22 – 26 Feb., 2010, San Francisco, U.S.A
Source:
Huawei, BT, China Unicom
Title:
Evaluation of solution 4 and solution 5
Document for:
Discussion/Approval
Agenda Item:
9.1
Work Item / Release:
LIPA_SIPTO / Rel-10
Abstract of the contribution:

This document evaluates solution 4 and solution 5 for SIPTO macro.
1 Introduction
Solution 4 and solution 5 are two candidate solutions for macro SIPTO scenario. 

In solution 4, SIPTO is enabled by adding a basic NAT function in network nodes near the UE's location. The traffic is selected based on APN and/or the characteristics of the IP packets, e.g. destination IP address, etc, and is offloaded by NAT.
In solution 5, SIPTO is enabled by distributing GGSNs/PGWs close to the access and selecting a local GGSN/PGW function (in short, L-GW) closest to the UE's location. The traffic is offloaded per APN. This includes two possible alternatives: defining a dedicated APN to be used specifically for SIPTO traffic, or using a generic APN and make the decision to offload the traffic based on configuration and policy.
2 Discussion

Differentiating the traffic and requirements on the UE/user
In solution 4, the differentiation/selection of the traffic to be offloaded is done by TOF itself. There is no requirement on UE capability or on the user/operator interaction.
In solution 5, the differentiation/selection of the traffic is done by the UE/user.
1) It is common currently in mobile networks to use a single APN for all traffic. In order to make solution 5 work for SIPTO, operators have to define separate APNs in order to identify and separate the offload traffic and non-offload traffic. 

2) At SA2#77, it was concluded that for APN/PDN based solutions including solution 5, the traffic of one APN/PDN is either all offloaded or none offloaded ("all or nothing"). Therefore, in order to have simultaneous offload traffic and non-offload traffic using solution 5, the UE must support simultaneous connections using multiple PDNs. Many terminals today on the market do not support such capability.

Another way to understand solution 5 (but this was not accepted in SA2#77) would have been that the traffic of one PDN is separated at the local GGSN/PGW to support simultaneously offload traffic and non-offload traffic using a single APN. However, in this case, the local GGSN/PGW needs to be updated to support a mechanism to differentiate the traffic with configurable filters/policies, which is the same traffic differentiation mechanism as the TOF. The non-offloaded traffic needs then to be tunnelled to the Core Network.
3) support of multiple simultaneous PDN access must be made mandatory for LTE UEs (it is currently only optional). Even UEs supporting multiple PDN must be able to associate the appropriate APN for each application depending whether offload is possible or not. There are three possible approaches:

  a) Manual configuration by the (enlightened) user (especially relevant for existing UEs on the market). In this case, SIPTO is controlled by the user rather than the operator (i.e. nothing can prevent the user to configure all his/her applications to use the operator APN regardless of the operator's policies). Moreover, some applications (e.g. the web browser) may have to be configured each time for each usage (browse the internet vs. browse the operator mobile services - which often are not reachable transparently via the internet).
b) Pre-provisioned APN-application binding policies on the UE. This can be used for new UEs sold with a new or renewed subscription, when the operator fully controls the applications that can be installed on the device (in practice, this is getting less and less the case, and it can be hard to provision policies for all possible applications which the user may install in the future on the UE). Moreover, the user may still change the APN configuration which means SIPTO is not under full control of the operator.
c) A mechanism is standardised to provide the UE with the capability to bind intelligently the traffic from the applications to the relevant APN according to the operator's offload policy. Additionally, a mechanism is necessary to provide the operator offload policies to the UE. This option is suited for future Rel-10+ devices (provided the mechanism is standardised in Rel-10), which may enter the market in a few years.

To summarise, in solution 5, SIPTO must rely on user interaction, until most UEs in use are updated with some intelligent automatic APN-application/traffic binding mechanism (not to mention that until then, it does not fulfil the SA1 requirement that SIPTO is performed without user interaction).
Impacts/requirements on the network/operator
For solution 4, there are two deployment alternatives:

1) Update existing network nodes, e.g. RNC, with Traffic Offload Function. There is no impact on other network nodes.

2) Deploy a standalone TOF entity on Iu-ps interface. There is no impact on existing network nodes.

For solution 5, it requires:

1) Update SGSN/MME with new GGSN/PGW selection mechanism (and a new SGW selection mechanism when SGW is not combined with PGW). 
a) In case of GW@ suggested by RAN, update the RNC/eNB function and the Iu/S1 interface to report local GGSN/PGW address(es);

b) In case of GW selection by DNS, configure the DNS server, and add new information e.g. RNC ID in the DNS query message;

With the increasing number of the distributed GGSNs/PGWs, the GW selection will become more and more complex, as it may need to consider the GGSN/PGW location, capacity and load, etc.
2) Move the relevant core network entities close(r) to the access network, which may need more estates as well as management work.
3) For UMTS, the network has to add support for direct tunnel between RNC and local GGSN if not already there.

4) For LTE, there are two approaches to optimize the routing:

a) the local PGW is combined with a SGW, or the SGW is put at a lower location than the local PGW. In this case, there will be more SGW relocation during mobility (increased signalling); or
b) a new procedure is needed to support direct tunnel between eNB and local PGW;

3 Conclusion and Proposal
Solution 4 has little impact on the existing network infrastructure, and provides good support for legacy UEs (i.e. all 3G UEs on the market), which fulfils the requirement of 22.101 for UMTS macro SIPTO.

Solution 5 cannot support SIPTO requirements for single PDN capable UEs, which is a common case for current UMTS users. Moreover, it requires user interaction to achieve SIPTO for multiple PDN UEs, which means SIPTO is not under full control of the operator. Some applications may require user manipulation to prevent offload when wanting to access the operator's network services.
Based on the above discussion, it is proposed to use solution 4 as the final solution for UMTS SIPTO macro.
However, there are only a few LTE networks now. UE functionality can be enhanced to support an intelligent binding mechanism (based on operator's offload policy) when LTE networks are widely deployed. If this condition is fulfilled , solution 5 can be selected as the solution for LTE SIPTO. Alternatively, other solutions based on NATcould be considered.
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