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Abstract of the contribution: This paper focus on the open architectural issue in solution 1: “whether the standalone L-GW architecture is supported for LIPA and SIPTO”. For different LIPA and SIPTO scenarios, the proposal may be different.
1
Introduction

In the current TR 23.829, there is an open architectural issue in the solution 1:

It is FFS whether the standalone L-GW architecture is supported for LIPA and SIPTO, and if it is, how.
To resolve this issue, we should know why we need the standalone L-GW architecture, i.e. the advantages and disadvantages of the standalone L-GW architecture and co-located LGW within HeNB/HNB  architecture. However considering different LIPA_SIPTO scenarios, the advantages or disadvantages may be different.

This paper also compares the standalone L-GW architecture and co-located L-GW architecture in different scenarios. 
2
Discussion

2.1 Analysis
To resolve this issue, we should analyse the advantages and disadvantages of the standalone L-GW and co-located L-GW within HeNB/HNB first. 
During the offline discussion, the solution 1 is an alternative for LIPA_SIPTO for HeNB/HNB subsystem with breakout in the residential/private IP network. SIPTO for macro cell and SIPTO for HeNB/HNB subsystem with breakout at or above RAN are considered in solution 4 and solution 5. Thus this paper will compare these two architectures for LIPA_SIPTO for HeNB/HNB subsystem with breakout in the residential/private IP network.
Compatibility
HeNB/HNBs may either belong to operators or individual/corporation. Their coverage is always smaller and HeNB/HNBs are much cheaper than macro cells. In the residential scenario, where the ADSL link is paid by the fix subscriber, the cost is even more reduced. In other words, for supporting LIPA/SIPTO, it may be better to deploy these new RAN equipments than upgrading the current RAN nodes or adding new RAN sites. 
For SIPTO with breakout in the private IP network (mostly for the enterprise market), due to Charging and Lawful Interception, it is obvious that the architecture with standalone L-GW is required.

For LIPA, Charging and Lawful Interception are generally not needed, but it appears that it might be required in some countries.

If we don't consider charging and lawful interception for the LIPA case, the co-located LGW architecture for HeNB/HNB system may be suitable in most of the cases in residential scenario. However, it might also be necessary in the future to allow several H(e)NBs for the same CSG or the same residential, e.g. for coverage reasons. In this case, a standalone L-GW is necessary.
A co-located L-GW architecture is likely not to be suitable for enterprise and campus scenarios where several H(e)NBs are necessary to cover the enterprise/campus area: collocated L-GW will increase the cost of the H(e)NB and of the overall private network, mobility between H(e)NBs inside the enterprise/campus for LIPA will certainly be a requirement in the future (SA1 is currently working on those aspects), which cannot be fulfilled with the collocated L-GW architecture.
In addition, SA1 is currently discussing mobility requirements between HeNBs/HNBs in the enterprise which will implies a standalone L-GW and it seems this will come soon to SA2.
Also, in case of SIPTO with H(e)NB system belonging to operators, the co-located L-GW architecture may be more expensive than a Standalone L-GW, where the operator can only deploy the standalone L-GW to support SIPTO, which seems much cheaper than implementing L-GW with LI, Charging and Gi/SGi interfaces in the existing RAN nodes.

Thus:

· the standalone L-GW architecture for SIPTO is necessary for H(e)NBs.
· the support of standalone L-GW by the architecture for LIPA should be satisfied mainly for enterprise and campus scenarios, but also for possible requirements regarding LIPA Lawful Interception and Charging in some cases.
Mobility

In order to ensure the service continuity during the mobility procedures, the GW should not be relocated. However the coverage of RAN nodes, i.e. the H(e)NB system, is usually small. If the L-GW for LIPA/SIPTO is co-located in the H(e)NB system, the coverage of the L-GW is limited. Then the mobility is limited in the co-located L-GW architecture, i.e. the mobility may be only supported in the H(e)NB coverage. If the L-GW is standalone, the coverage of it can be different depending on mobility requirement. 
In addition, a standalone L-GW for LIPA/SIPTO shared by several cells make the overall system less costly, especially in the enterprise and campus scenarios.

Thus the support of standalone L-GW architecture for the support of mobility is beneficial.
Routing

Obviously, there is one more hop on the user plane for LIPA/SIPTO in the standalone L-GW architecture. In order to set up the connection between L-GW and H(e)NB, the L-GW’s local address needs to be made known to the H(e)NB. This can be done via deployment provisioning or signalling. 
Security

In the standalone L-GW architecture, the security mechanism of the user data transferred between the L-GW and H(e)NB should be considered. In addition, security mechanism for L-GW to the core network should also be investigated. Note that for the co-located L-GW, the security and authorization of the L-GW with the core network is also required, but can be combined with H(e)NB procedures. The security and data transfer between the standalone L-GW and H(e)NB can make use of the existing protocol stack in the L-GW and H(e)NB, e.g. IKEv2 and IPSec.
Flexibility
In SA1, different scenarios for LIPA and SIPTO have been defined. In these scenarios, the owner of the access nodes belong to and the UE behaviour and requirement may be different.

Scenario 1: Local IP access –LIPA- to residential/corporate local network for Home (e)NodeB Subsystem
In this scenario, a UE can be connected to other IP capable devices in the residential/corporate local network using H(e)NB radio access. In the residential environment, there’s only one H (e)NB. When the UE moves out of its coverage, it may be forbidden to establish the LIPA connection. However in the corporation network, there may be more than one H(e)NB deployed. When the UE moves out of H(e)NB coverage but also in the same corporation network in case of the co-located L-GW architecture, the service may be interrupted. In addition, in the latter scenario, all the H(e)NBs including the L-GW functionality may cost more, which seems unnecessary. The corporation can deploy one or more L-GW to manage all the H(e)NBs.
Scenario 2: Selected IP traffic offload (internet traffic, corporate traffic, etc.) for the macro network (3G and LTE only)
This scenario is not considered in solution 1.
Scenario 3: Selected IP traffic offload –SIPTO- (e.g. internet traffic) for Home (e)NodeB Subsystem
In this scenario, the UE can access a defined IP network via the H(e)NB system. The H(e)NB system is used for compensation of coverage, e.g. for indoor coverage. Then requirement is similar with that in scenario2.
2.2 Comparison
	
	Advantages
	Disadvantages

	Standalone L-GW architecture
	·  Lowers costs for the RAN subsystem by not mandating the RAN to be significantly upgraded (LI, Charging and Gi/SGi interfaces).
· For different scenarios, the L-GW can be deployed in different location or networks depending on different requirements.
· Mobility between H(e)NBs can be supported with minor modification to the current procedure.
· Satisfies the enterprise/campus requirements related to the support of mobility between H(e)NBs, possible Lawful Interception requirements.

· Lowers the costs of enterprise/campus systems by sharing the L-GW.

· Flexible deployment choices (also allow co-located implementations). 
	· One more hop on the user plane
· The security of the user plane between the L-GW and RAN node should be considered Security between L-GW and Core is the same as that for co-located L-GW.


	co-located  L-GW architecture
	· Less hops on the user plane.

· How to transfer the user data between the L-GW and RAN nodes is just an implementation choice.
	· SIPTO: Mandatory upgrading of pre-Rel 10 RAN to support SIPTO
· SIPTO/LIPA: No or limited mobility can be supported.
· Less flexible for deployment
· LIPA: Does not satisfy enterprise and campus scenarios future requirements in particular mobility between H(e)NBs.
· LIPA: Does not satisfy possible further Lawful Interception requirements for enterprise /campus.

· LIPA: costs of H(e)NB and overall system increased.


2.3 Conclusion
A logical standalone L-GW is necessary to satisfy requirements in some scenarios such as in an enterprise or campus. In practice, the H(e)NB/(e)NB and the L-GW may be implemented in one physical node or separated physical nodes, which allows to meet all requirements for any type of deployment. A standardized interface between H(e)NB and L-GW should be defined or may be reused depending of alternatives. 
3
Proposal
The following changes are suggested to be added into TR 23.829.

****************************************************Start of change****************************************************

5.2.2.1
General principles
Common principles applying to both UMTS and EPS:

-
Separate PDN connection(s) is assumed for traffic going through the mobile operator's Core Network;
-
Pre-Rel-9 UEs that support Multiple PDN connections can simultaneously access LIPA, SIPTO and  mobile operator's Core Network PDN connections;
-
For LIPA traffic a Local P-GW function or Local GGSN function for EPS and UMTS, respectively is located within the H(e)NB; for SIPTO traffic for Macro Network, a Local P-GW function or Local GGSN function for EPS and UMTS, respectively is located on or above the RNC/eNB;

-
For  traffic going through the mobile operator's Core Network, the P-GW/GGSN is located within the core network;
-
LIPA PDN can be identified by a well-defined APN;
-
Mobility management signalling between UE and network is handled in the core network;
-
Session management signalling (Bearer setup, etc.) terminates in the core network;
-
Before LIPA or SIPTO PDN connection is established, the UE is authenticated, authorized and registered by the core network;

-
The paging function for LIPA/SIPTO traffic is located in the Core SGSN/MME;
-
For  active UE's, mechanisms to optimize the routing of the EPS/UMTS bearers used for LIPA traffic is to be  studied, allowing the user plane to bypass the Core SGW and SGSN;

-
The architecture shall allow, a L-GW for both SIPTO and LIPA to be implemented either as a standalone node or collocated with a RAN node.
Additional principles applying to UMTS only:

-
(none)

Additional principles applying to EPS only:

-
(none)
………
5.2.4
Open architectural issues

This section lists the open architectural issues which have been identified for this solution.

Common open issues applying to both UMTS and EPS:

-
It is FFS whether the H(e)NB provides Legal Intercept (LI) functionality;
-
It is FFS whether and how to assist the backhaul operator to perform legal intercept (e.g., by making core network aware of IP address assigned to LIPA or SIPTO PDN connection);
-
It is FFS whether Mobility (to macro-network and another H(e)NB) is supported/required for LIPA and/or SIPTO traffic;
-
It is FFS whether QoS for LIPA and/or SIPTO traffic is based on static policies (no Gx to H(e)NB);

-
It is FFS how it is indicated to the UE/user that the PDN connection for LIPA traffic can be initiated (e.g. whether and how the UE/user knows if LIPA is supported in a cell);

-
It is FFS how the offload PDN connection for SIPTO is established and how it relates to the non-offload PDN connection
.
Open issues applying to UMTS only:

-
Location of LIPA and SIPTO session management is FFS.
Open issues applying to EPS (LTE and S4-based UMTS) only:

-
Location, number and possible subset of S-GW functions (two S-GWs (in HeNB and core network) vs. one S-GW with relocation);
-
S11 interface to the HeNB to manage bearer setup for LIPA and SIPTO.
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