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Abstract of the contribution:

The traffic offload solution for LTE is achieved using a new node xGW which is illustrated in Figure 1. Architecture-wise, the xGW is a specialized node that performs traffic offload to the Internet using sophisticated rules, while seamlessly co-existing with the other elements in the LTE/SAE architecture. 

Functionally, the xGW consists of an SGW (denoted as SGW-xGW) and a PGW (denoted as PGW-xGW). The SGW-xGW performs the following functions:

· Behaving as a standard SGW towards the home PGW at the time of UE attach, in order to establish a PDN connection which results in IP connectivity.

· Programming the traffic rules so that the traffic that needs to be offloaded to the Internet and the traffic which needs to be routed to the home network are identified.

· Establishing an internal session with the PGW-xGW in order to forward selected traffic for offload. 

In other words, the SGW-xGW acts as an intelligent traffic multiplexer and a demultiplexer for the Internet and Home traffic. 

The PGW-xGW is a PGW which performs the NAT operation on all traffic received from the SGW-xGW and reverse NAT operation on all traffic received from the Internet. This NAT operation is performed in order to send and receive traffic to and from the Internet based on the xGW’s IP network topology. When there is handover from a base station to another that requires xGW relocation, the PGW-xGW acts as an anchor for Internet traffic while forwarding Home traffic to the SGW-xGW. In other words, the PGW-xGW acts as a traffic multiplexer and demultiplexer for handover sessions.

This functional logic is illustrated in Figure 1 and Figure 2.
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Figure 1: Home and Internet Traffic Forwarding using xGW
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Figure 2: Home and Internet Forwarding using xGW upon Handover

The salient features of xGW are:

· Seamless operation within the standard LTE EPC architecture: The xGW does not introduce changes to the existing nodes in the LTE EPC architecture while providing the traffic offload service. This allows operators to introduce the offload service without having to disrupt the existing architecture. 

· Sophisticated operation at the flow granularity: The xGW can be configured using a Command Line Interface or programmed via a policy interface (PCRF) to selectively offload traffic (such as Youtube video) while forwarding other traffic (such as IMS multimedia) via the operators core network. An operator can specify exactly which kind of traffic is offloaded directly to the Internet and which kind of traffic is sent via the home network.

· Traffic offloading without requiring new IP address or prefix pools: The xGW does not require its own IP address or prefix pools; it operates on already assigned addresses or prefixes allowing operators to conserve address management and routing. At the same time, the xGW can provide IP pool management as well as specialized APN service if the operator so decides. 

· Transparent mobility management: In the LTE/SAE architecture, the MME manages the mobility if User Equipment (UE). With the proposed invention, the MME continues to manage the UE mobility without being aware of some traffic being offloaded to the Internet. The mobility of offloaded traffic is ensured by anchoring those sessions at the xGW. 

The xGW is related to the other network nodes in the following way:

· From MME perspective, xGW is a combined PGW and SGW. When xGW relocation happens due to, e.g., eNodeB handovers, the MME treats the xGW as an SGW.  For notation, we use SGW-xGW to denote an SGW collocated with the xGW and PGW-xGW to denote the PGW collocated with the xGW.  
· MME selects this combined node based on APN configuration or PGW-FQDN configuration in the HSS on a per-subscriber basis. This allows an operator to configure the service at the time of user attachment to the network. 
· MME sees S11 interface towards the SGW-xGW in the combined node.
· MME provides the SGW-xGW’s F-TEID for IP address and TEID to the eNB over S1-MME for bearer traffic.
· MME manages the X2 and S1 interface mobility with the SGW-xGW. 

· MME manages idle mode mobility and paging with the SGW-xGW. 
· From PGW perspective, xGW is an SGW

· The traffic which is not off-loaded will be sent by the xGW to the PGW over S5/S8.
· Any S5/S8 C-plane signaling that needs to reach the PGW is forwarded by the xGW, e.g., ULI from the MME may be sent to this PGW as well depending on the policy.
· If there is xGW relocation, traffic continues to be anchored at the source xGW (which implies the relocation is transparent to the PGW). Alternatively, xGW relocation can also be treated as SGW relocation. 

·  From eNB perspective, xGW is an SGW

· xGW terminates the S1-U GTP-U tunnel carrying bearer traffic
It can be seen that the introduction of the xGW is transparent to the other elements in the EUTRAN and EPC. 
The xGW performs Network Address Translation (NAT) using the IP addresses assigned by the PGW for traffic which is offloaded to the Internet. For the traffic that is not offloaded, the xGW simply forwards the traffic to the PGW just as an SGW would. 

The xGW may perform IP address assignment on its own in case of PDN connection termination by the xGW, i.e. S5/S8 connection to another PGW is not required. In this case, there is no NAT required.

Proposed Changes

5.x
Solution z – Selected IP Traffic Offload at S1
5.x.1
Applicability

This solution supports the following scenario:

-
Selected IP Traffic Offload for LTE macro

-
Selected IP Traffic Offload for H(e)NB subsystem

5.x.2
Architectural principles
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Figure 5.x.2.1: Selected IP Traffic Offload from Traffic Offload Function (TOF) deployed At S1

The following architecture principles apply to this solution:

-
The TOF provides a standard S11 interface towards the MME and a standard S5 interface towards the PDN GW;

-
Selected IP Traffic Offload is enabled by an internal PDN GW function in the TOF using NAT and SPI/DPI based on operator policies at different levels (e.g. per user, per APN, per service type, per IP address, etc). The policies may be configured via e.g. OAM or be dynamically supplied by the PCRF.

-
One PDN connection for both offload traffic and non-offload traffic is supported, while it also allows using different PDN connections for offload traffic and non-offload traffic (e.g. by selecting the traffic based on APN);

-
No impact on the quality of service continuity provided for non-offload traffic during mobility;

-
The quality of service continuity provided for offload traffic is same as it is for non-offload traffic during intra TOF mobility.
5.x.3
Traffic Offload Function
TOF includes the following functions:

SPI/DPI and Selected IP Traffic Offload policy enforcement;

Uplink traffic offload by removing GTP header and NAT;

Downlink traffic offload by reverse NAT and adding GTP header;
Charging for offloaded traffic;

Lawful Interception for offloaded traffic;

Offload traffic service continuity during intra-TOF mobility.
5.x.4
Offload procedure
· TOF decides the offload policy to be applied based on above information during e.g. attach and PDN connection procedures.

· During the data transfer procedure, TOF performs necessary SPI or DPI to uplink traffic.
· TOF drags the uplink traffic out from the GTP-U tunnel and performs NAT to offload the traffic if offload policy is matched.
· TOF performs reverse NAT to the received downlink offload traffic and inserts it back to the right GTP-U tunnel.
5.x.5
Open issues
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