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Abstract of the contribution: Refines existing Dual Stack based scenarios.

Introduction

This contribution refines the existing Dual Stack-based IPv6 transition scenarios (as documented in the Annex of TR 23.975) and proposes to add them to section 5 in TR 23.975 v 0.2.0. By dual-stack transition scenarios we mean scenarios which are proposed to offer dual-stack IP connectivity to UEs.
__________________________________________________

5 IPv6 migration scenarios
5.x
Scenario x: Dual-stack with Limited Public IPv4 Address Pools
In this IPv6 transition scenario, the operator runs the user plane in dual stack mode, i.e., the UEs are assigned both an IPv6 prefix and an IPv4 address in order to allow UEs to utilise both IPv4 and IPv6 capable applications. This scenario relies on the availability of dual-stack UEs, which are able to support parallel IPv4 and IPv6 connectivity to a single PDN. It is further assumed that the proportion of IPv6 capable applications will start to increase as soon as UEs and networks starts to become dual-stack capable. As popular services start to support IPv6, a part of IPv4 traffic will gradually be offloaded into the IPv6 domain. Services that are operator owned and deployed (for example LTE voice and other IMS based services) could be IPv6 enabled (in addition to IPv4) and hence accessible by the dual-stack capable UEs.

During transition phase, the depletion of public IPv4 addresses may become an issue in some operators’ networks. The lack of public IPv4 address availability in the near future will inhibit the growth of data services and mobile broadband networks. The shortage of public addresses will be aggravated by always-on packet data connectivity, which is expected to prevail in newer network deployments. 

To alleviate the shortage of public IPv4 addresses, the usage of private IPv4 addresses can be considered (e.g., the RFC 1918 addresses). The utilisation of private IPv4 addresses should not require new procedures to be specified for the UE in order to ensure maximum applicability in a network with an early dual-stack UE population. 

5.y
Scenario y: Dual Stack with Limited Private IPv4 Address Pools
This migration scenario is based on the Dual stack approach: The operator assigns both an IPv6 prefix and an IPv4 address to UEs in order to ensure that both IPv4 and IPv6 capable applications can be utilised. 

The IPv4 addresses assigned to UEs are taken from one of the private address ranges as specified in RFC 1918. To enable global connectivity, network address translation (NAT) is performed on the (S)Gi interface for IPv4 packets originated from or destined to the UEs.

NOTE: Depletion of public IPv4 addresses while transitioning to IPv6 might be one reason for operators to assign private as opposed to public IPv4 addresses to UEs.

The challenge of this scenario lies in the limited number of private IP addresses. In case more than 16 million UEs are active (i.e., have an active PDP context/EPS bearer) in the same network at the same time, the network will run out of private IPv4 addresses.
When defining solutions for this scenario, it needs to be taken into account that in existing deployments some operators currently use the private IPv4 address assigned to a given UE to identify the respective customer (note that for this reason private IPv4 addresses are unique within these networks). This method is for instance used for operator services as well as for other systems, which analyze Internet IP traffic on the Gi interface for e.g. age verification reasons (as required by regulation in some countries). To maintain these existing identification frameworks, a solution for this scenario needs to ensure that IPv4 flows on the Gi interface can be uniquely traced back to a given UE/customer.
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