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Abstract of the contribution: This contribution introduces the Time Controlled Key Issue and proposes a solution.

Introduction

Restricting the time in which an MTC Device is allowed to interact with the network to either send or receive data or perform other signalling improves the scalability of the network and allows for operating efficiency in the MTC Device. 

Operator policy can distribute or target the load imposed by MTC Device signalling strategically to limit its impact on their radio and network resources. The operator controlled ‘time period’ configuration is provided to the MTC Device as configuration and may be changed.

A time-controlled MTC Device outside of the configured time period may be able to fully detach in order to save resources. It is worth considering whether MTC Devices ‘shall’ connect during the time interval, or rather whether they ‘may’ remain detached from the MTC Device during ‘time periods’ if the MTC Device has no data to either send or receive at that time. This would have the consequence of deferring operator initiated reconfiguration of the MTC Device (e.g. with a new time period) until such a time as the MTC Device reconnects to the network (during the previously configured time period.)

Discussion

If the MTC Device will not receive application data or communicate between the MTC Device and MTC Server during the configured time period, it would be advantageous to allow the MTC Device to remain detached during the time period to save resources. For example, the MTC Device only sends a report when a given trigger occurs or upon exceeding a measurement threshold. The MTC Device also only is required to terminate communications once every 30 days. The MTC Device saves battery life by only connecting (during the configured time period) when it must send data or during the time it expects it may terminate communication. It is therefore recommended that the MTC Device not be forced to attach during each time period, despite the fact that this may defer reconfiguration of the MTC Device by the network. 
Proposal

Add a new Key Issue

5.X
Key Issue – Time-Controlled MTC Feature

5.X.1
Use case Description

MTC Devices that support the Time-Controlled MTC Feature will only communicate with the network during pre-defined periods and avoid unnecessary signalling outside these periods. The network operator will configure or reconfigure the MTC Device with this time period as well as the allowed behavior (attachment to the network or send/receive data). The network operator may also notify the MTC User of the allowed access period.
5.X.2
Required Functionality

The network operator shall be able to assign, for a particular MTC Device, the following constraint on its behavior:

· A time period determining when access is allowed (a series of start and stop times)

Editor’s Note: It is FFS whether the start and stop times ‘repeat’ (e.g. daily) or may constitute an arbitrary sequence of start and stop times).

-
Whether at the specific time Time Controlled MTC Feature constraints must be applied to the MTC Device’s behavior. It is possible for example for an MTC Device to be configured with a time period but not be required to employ this constraint at the specific time.

Network operator policy will trigger reconfiguration of the MTC Device, allowing reconfiguration of the access time period.

The MTC Device shall

· Only attach to the network during the configured time period, and not engage in signalling to the network outside the configured time period.

· Only send or receive data during the configured time period. 

The MTC Device may not be in a reachable state outside of the time period; the access interfaces of the MTC Device may be inactive to save power, etc.
There shall be a way to communicate the altered Time-Control constraints to the MTC User.
5.X.3
Solutions

5.X.3.1
Solution 1: Lazy Time-Control Configuration
5.X.3.1.1 
General

MTC Time Controlled Feature information will be stored in the HSS as a subscription parameter. 

This information includes:

· A ‘time period’, e.g. 11:00-11:30. 

· An activation status, e.g. “ON”

If the HSS includes MTC Time Controlled configuration with a time period and activation, it is assumed the MTC Device will be configured with this information. The MTC Device will then attach to the network during the controlled time period and remain detached at all other times.

If the MTC Device will not receive application data or communicate between the MTC Device and MTC Server during the configured time period, the MTC Device may remain detached during the   time period to save resources. For example, the MTC Device only sends a report when a given trigger occurs or upon exceeding a measurement threshold. The MTC Device also only is required to terminate communications once every 30 days. The MTC Device saves battery life by only connecting (during the configured time period) when it must send data or during the time it expects it may terminate communication.
The means by which the MTC User is informed of the Time Controlled behavior of the MTC Device is not considered in this solution.
Separation of the activation status from the time period configuration has the following advantages. First, it allows the time period configuration to apply to all cases where this MTC Feature is activated, for example on one or multiple devices sharing the same subscription profile. Further, an MTC Feature may be activated despite an MTC Device not being connected to the network. Storage of the activation state would ensure that upon connection the proper MTC Features would be applied to the session. Further information considering how MTC Feature Activation occurs is not considered in this solution.
5.X.3.1.2
Impacts on Existing Nodes
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