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Abstract of the contribution: this contribution outlines a technical solution for support of S2b mobility based on GTP and shows that the addition of this option is feasible with minimal impacts to the standards and implementations.
1. Introduction
This contribution outlines a possible technical solution (baseline architecture and stage 2 message flows) to support S2b based on GTP and mobility between S5/S8 and S2b based on GTP. This is for initial discussion, further details will be developed as the work progresses.

2. Baseline architecture

The same architecture reference models as those defined in 3GPP TS 23.402 (recalled below) are applicable for GTP based S2b, with the following differences: 

· there is no need for a Gxb interface towards the ePDG;
· there is no need for vPCRF for roaming with Home Routed traffic;
· new roaming architecture for EPS using S8, S2b (chained GTP-based S8-S2b) for Home Routed (equivalent to the existing chained PMIP-based S8-S2b roaming architecture); with architecture, the inter-RAT mobility (WLAN <> LTE) is hidden to the HPLMN, i.e. remains in the VPLMN with the S-GW as anchor point and GTP over S8 interface.
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Figure 2.1: Non-Roaming Architecture within EPS using S2b
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Figure 2.2: Roaming Architecture for EPS using S8 , S2b - Home Routed
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Figure 2.3: Roaming Architecture for EPS using GTP-based S8, S2b (Chained GTP-based S8-S2b) - Home Routed

** Chained S2a/S2b and S8 used when VPLMN has business relationship with Non-3GPP Networks and S‑GW in VPLMN includes local non-3GPP Anchor
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Figure 2.4: Roaming Architecture for EPS using S5, S2b – Local Breakout

3. Qos / bearer model
The design of S2b mobility based on GTP should follow the following principles :

1) The same level of interface should be maintained between the WLAN UE and the ePDG (SWu interface) so that UE's can use PMIP and GTP based S2b interchangeably (i.e. no roaming hurdles): 

- 
the WLAN UE sets up one IKE Security association/IPsec tunnel per PDN connection, carrying traffic possibly pertaining to different IP flows;

-
it may be considered to add parameters to the IKEv2 authentication and tunnel establishment signalling sequence, but this should be avoided unless really required.

2) The protocol design on S2b should aim at keeping S2b operations as much as possible similar to those supported on GTP-based S5/S8. This work does not aim at making GTP behave like PMIP !
The following QoS / bearer model is proposed, which satisfies the aforementioned requirements and supports the same architectural principles on S2b as those supported on GTP based S5/S8. 
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Figure 3.1: QoS / bearer model with GTP based S2b

For untrusted non-3GPP access to the EPC the PDN connectivity service is provided by IPsec connectivity between the WLAN UE and the ePDG concatenated with EPS bearer(s) for GTP-based S2b. 
Bearer models / QoS handling on S2b:

On GTP-based S2b, an EPS bearer uniquely identifies traffic flows that receive a common QoS treatment between the ePDG and the PDN GW. All traffic mapped to the same EPS bearer receive the same bearer level packet forwarding treatment.

The ePDG stores the EPS uplink bearer traffic flow template (UL TFT) it receives from the PGW (e.g. in the Create Bearer Request message) and does not forward them to the WLAN UE. The ePDG routes uplink packets to the different EPS bearers based on the uplink packet filters in the TFTs assigned to the EPS bearers in the PDN connection, similarly as what is done by UE for uplink traffic under 3GPP access. If no match is found, the uplink data packet shall be sent via the EPS bearer that does not have any downlink packet filter assigned. If all EPS bearers (including the default EPS bearer for that PDN) have been assigned an uplink packet filter, the ePDG shall discard the uplink data packet. 
The PGW uses the DL TFT for mapping traffic to an EPS bearer in the downlink direction, like done on GTP-based S5/S8.
The ePDG releases the IPsec tunnel when the last active GTP tunnel to the PGW is released.
NOTE:
The PGW provides the ePDG with the TFT applicable to each EPS bearer, if any, during handover from 3GPP access.
This approach presents the following benefits:

· same QoS / PCC principles and architectures on GTP S2b as on GTP S5/S8; only 1 PCC interface (Gx interface to PGW) like supported on S5/S8, with bearer bindings in PGW.
· e2e consistent GTP model for the roaming architecture with chained GTP S8/S2b (home routed traffic);

· architecture open for later support of e2e QoS on SWu & S2b, and bearer level charging; allows the option for  the ePDG to assign a specific DSCP value to the outer downlink IP packet for each packet based on the QCI of the associated GTP bearer (e.g. based on Service Level Agreement between operators);
· minimal impacts to PGW implementations.
SWu interface:

The same interface is maintained between the WLAN UE and the ePDG. No change to the existing standard.

NOTE: 
Support of QoS differentiation on the SWu interface may be considered as a separate evolution in a later release, independently from the mobility protocol used on S2b (GTP or PMIP). , e.g. based on Diffserv, with WLAN UE and ePDG setting the DS field in the external IP header based on the QoS required for the service that the individual packet belongs to.

A possible way (ffs) to provide QoS in such a situation is the use of DiffServ by the WLAN UE and ePDG to appropriately colour the DS Field in the external IP header based on the QoS required for the service that the individual packet belongs to. DiffServ therefore allows to provide for different classes of traffic different levels of QoS. Such use of DiffServ mechanism works well with GSMA's specifications on GRX (IR 34).

The ePDG could optionally apply DiffServ edge control functions of IP packets which may result in re-classification (re-marking the DSCP), e.g. if interworking different DiffServ IP domains.

For downlink traffic, when the ePDG receives an IP packet from the S2b interface, it could make sure that the DSCP (DiffServ Code Point) values from the 'inner' IP header are mapped to the 'outer' IP header (according to operator configuration) before forwarding the packet to the WLAN UE using the established SA. The ePDG could also decide to assign a specific DSCP value to the outer IP packet for each packet based on the QCI of the associated GTP bearer (e.g. based on Service Level Agreement between operators).

Setting of the DSCP field in the external IP header for uplink traffic from UE to the ePDG is ffs. 
4. GTP-based S2b call flows
4.1 Initial Attach with GTP on S2b
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Figure 4.1-1: Initial attachment when GTP-based MM mechanism are used over S2b for roaming, non-roaming and LBO

Principles are similar to those specified for the PMIP S2b call flow, but with GTP signaling.
The PGW may initiate the creation of dedicated bearers on GTP based S2b (like it may do it on GTP based S5/S8 for an Attach on 3GPP access).

4.2 Detach and PDN Disconnection with GTP on S2b
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Figure 4.2-1: UE/ePDG –initiated detach procedure with GTP

Principles are similar to those specified for the PMIP S2b call flow, but with GTP signalling.

[image: image8]
Figure 4.2-2: HSS/AAA-initiated detach procedure with GTP
4.3 UE-initiated Connectivity to Additional PDN with GTP on S2b
Same scenario as for Initial Attach. A new IKE / IPsec tunnel is established, with a corresponding GTP Create Session Request/Response messages exchange between the ePDG and the PGW.

4.4 Handovers without Optimizations between 3GPP Accesses and Non-3GPP IP accesses with GTP on S2b
4.4.1 Handover from untrusted Non-3GPP access to 3GPP access

Principles are similar to those specified for the PMIP S2b call flow, but with GTP signalling. Cf 3GPP TS 23.402 subclause 8.2.1.1 & 8.2.1.3.
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Figure 4.4.1-1: Untrusted Non-3GPP IP Access to 3GPP access Handover

At step 7, the PGW receives a Create Session Request (step 7) carrying a 'handover indication' (relying on the existing specification/protocol), for an IMSI for which it already has an existing GTP session via S2b.
Since Handover Indication is included, the PDN GW should not switch the tunnel from non-3GPP IP access to 3GPP access system at this point. The PGW shall accept  the creation of the new (so far inactive) S5/S8 session, while maintaining the active GTP session on S2b. This is similar in principles to today's PGW behavior creating an inactive S5/S8 session while maintaining the S2b PMIP tunnel.
NOTE:
This however implies some modifications to the context information in the PGW since different to the current GTP model which supports only one GTP-C tunnel per PDN connection. 

The PGW switches user traffic from the S2b GTP to the S5/S8 GTP tunnel in step 13.

The PGW may create dedicated bearers during this procedure, as per existing specifications.
4.4.2 Handover from 3GPP access to untrusted Non-3GPP access
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Figure 4.4.2-1: E-UTRAN to Untrusted Non-3GPP IP Access Handover

Principles are similar to those specified for the PMIP S2b call flow, but with GTP signalling.
If dedicated bearers had been setup on S5/S8 under the 3GPP access, the PGW should re-create those dedicated bearers during this procedure.
4.5
Initial Attach Procedure with GTP on S2b and Chained S2b and GTP-based S8

Principles are similar to those specified for initial attach for PMIP-based S8/S2b chaining.

5. Other technical aspects

5.1 AAA architecture

The following main impacts are expected on the AAA interfaces to support GTP based S2b:
1/ The 3GPP AAA Server is only aware of support for PMIPv6 or DSMIPv6, the choice of which is to be supported is indicated by the use of the MIP6-Feature-Vector.  A new indicator for GTP is needed.
SWm, SWx, S6b: Add an indicator for GTP. Add requirements for APN-Configuration data to be returned in the case of GTP.  Also impacts user profile in HSS.
2/ On SWx and S6b  interface, the location update  is currently done with the MIP6-Agent-Info AVP, need to add an AVP for GTP end point update.  Also Impacts the HSS. 

Editor's Note: These are very first assessments to be further studied / consolidated.
5.2 IP MM protocol selection

Minor impacts are expected to allow the selection of the protocol to use on S2b (GTP or PMIP). See also 6.1.

Editor's Note: This is for further study. 

6. Conclusion

The addition of an S2b GTP option is feasible with minimal impacts to standards. GTP-based S2b is not impacting existing systems. Prior to the deployment of GTP based S2b, PGWs may require a limited SW upgrade to support the non 3GPP to 3GPP access handovers (transient cohabitation of GTP tunnels on S2b and S8). 
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4. PCEF-Initiated IP-CAN Session Termination Procedure
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