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1st Change
7
PCC Procedures and flows

7.1
Introduction

The specification of the PCC procedures and flows is valid for the general scenario. Access specific information is included in Annex A and Annex D.

The description includes procedures for IP-CAN Session Establishment, Modification and Termination. The IP-CAN Session modification comprises IP-CAN bearer establishment, modification, termination, as well as unsolicited PCC decisions.
The procedures cover non-roaming, roaming with home routed access and roaming with access to a visited PDN.
For the non-roaming case, the H-PCRF plays the full role of PCRF. The V-PCRF is not applicable in this case.

For the roaming case with home routed access, the H-PCRF interacts with the PCEF and, if the S7x applies, the V-PCRF interacts with the BBERF.
For the roaming case with visited access (a.k.a. local breakout in TS 23.401 [17] and TS 23.402 [18]), the V-PCRF interacts with the PCEF and, if S7x applies, the BBERF. 
Procedures defined in clause 7 cover all the traffic cases where roaming partners both operate PCC.

Editor’s Note: It is FFS if the procedures defined in clause 7 also cover the case of visited operator only using PCC. In this case, the V-PCRF acts as for the visited access case, but without any interaction with the H-PCRF. As a consequence, the SPR is not accessible.
In the text describing the steps in each sequence diagram, the designation PCRF, without specifying V- or H-, refers to the PCRF in non-roaming case and refers to either the V-PCRF or the H-PCRF in the roaming cases. The interpretation of the text “PCRF” is thus dependent on the network scenario. 
2nd Change
7.2
IP-CAN Session Establishment

This clause describes the signalling flow for IP-CAN Session establishment and IP address assignment to the UE. The AF is not involved.

There are three cases considered for IP-CAN Session Establishment.
1.  In cases where no Gateway Control Session is required, no Gateway Control Establishment occurs at all (e.g. 3GPP Access where GTP-based S5/S8 are employed, as described in [17] and the IP-CAN specific annexes). 
2. In cases where a Gateway Control Session is required there are two sub-cases:
a) In cases where the UE acquires a care of address (CoA) that is used for S2c, the BBERF establishes a Gateway Control session prior to any IP-CAN session establishment. This interaction, as defined in subclause 7.X.1 will precede the rest of the procedure.

b) In other cases where a Gateway Control Session is required, as described in [18] and the IP-CAN specific annexes, Gateway Control Session Establishement, as defined in subclause 7.X.1 proceeds after the IP CAN Session Establishment.
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Figure 7.2-1: IP-CAN Session Establishment

1.  Initiate the Gateway Control Session Establishment procedure as defined in 7.X.1, if appropriate. 

2.
The GW(PCEF) receives a request for IP-CAN Bearer establishment. The GW(PCEF) accepts the request and assigns an IP address for the user. In case of further flow encapsulation at the PCEF, the PCEF shall provide information about the encapsulation header in this message.
3.
The PCEF determines that the PCC authorization is required, requests the authorization of allowed service(s) and PCC Rules information. The PCEF includes the following information; IP-CAN type and, if available, the default charging method and the IP-CAN bearer establishment modes supported.

4.
If the PCRF does not have the subscriber's subscription related information, it sends a request to the SPR in order to receive the information related to the IP-CAN session. The PCRF provides the subscriber ID and, if applicable, the PDN identifier to the SPR. The PCRF may request notifications from the SPR on changes in the subscription information.

5.
The PCRF stores the subscription related information containing the information about the allowed service(s) and PCC Rules information.

6.
The PCRF makes the authorization and policy decision.

7.
The PCRF sends the decision(s) , including the chosen IP-CAN bearer establishment mode, to the PCEF. The GW(PCEF) enforces the decision. The PCRF may provide the default charging method.

8.
If online charging is applicable, and at least one PCC rule was activated, the PCEF shall activate the online charging session, and provide relevant input information for the OCS decision. Depending on operator configuration PCEF may request credit from OCS for each charging key of the activated PCC rules.

9.
If online charging is applicable the OCS provides the possible credit information to the PCEF and may provide re-authorisation triggers for each of the credits. 

10.
If network control applies the GW may initiate the establishment of additional IP-CAN bearers. See Annex A and Annex D for details.
Step 10, which establishes dedicated bearers, does not apply when step 12 is performed.
11.
If at least one PCC rule was successfully activated and if online charging is applicable credit was not denied by the OCS, the GW(PCEF) acknowledges the IP-CAN Bearer Establishment Request.
12. Proceed with the Gateway Control Session Establishment procedure defined in 7.X.1, if appropriate. If  network control applies, the GW may initiate the allocation of initial and additional resources.
Third Change
7.X Gateway Control Session Procedures

7.X.1 Gateway Control Session Establishment
There are two cases considered for Gateway Control Session Establishment.
1. There exists an established IP CAN Session corresponding to the Gateway Control Session being established.

2. ThePCEF establishes the IP CAN Session subsequent to the Gateway Control session establishment.
In the first case, the Gateway Control Session establishment may result in a change in the IP CAN session, as is shown by the optional step 3 in the figure below.

[image: image3]
Figure 7.X.1-1: Gateway Control Session Establishment
1.  The GW(BBERF) receives a message or indication that it must establish a Gateway Control Session.

2.  The GW(BBERF) sends the H-PCRF a Gateway Control Session Establishment message.  This will include information required to associate this session with a pre-existing IP-CAN Session, or if a IP-CAN session has not been established the information will be sufficient to select a PCRF and correleate a future IP-CAN session establishement with this session. In roaming scenarios, the Gateway Control Session Establishment message is sent to the vPCRF. The vPCRF may forwards the message to the HPCRF.

Editor’s Note: It is FFS if the vPCRF if the vPCRF may hide the interaction from the hPCRF, for example in case the hPLMN supports on-path PCC model.

3. 
In case an IP-CAN session has already been established, the hPCRF correlates the Gateway Control Session  with the IP-CAN session and performs an IP-CAN session mofidication procedure with the PCEF, if the PCC rules previously provided to the PCEF need to be updated.

4.  The H-PCRF sends an Acknowledge Gateway Control Session Establishment to the GW(BBERF). This includes QoS Rules and Event Trigger information elements.  In case of roaming scenario, this message goes through the vPCRF.

Editor’s Note: It is FFS whether the V-PCRF may save information or other resources associated with Gateway Control Session.
Editor’s Note: Bearer establishment may result from Step 4, though this is not yet shown in the figure.

5.  The QoS Rules and Event Triggers received by the GW(BBERF) are deployed. This will result in bearer binding being performed, according to the rules. 

6.  An indication of Gateway Control Session Establishedis sent to the entity that triggered the initiation of the session.

7.X.2 Gateway Control Session Termination

7.X.2.1 GW(BBERF)-Initiated Gateway Control Session Termination
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Figure 7.X.2-1: BBERF-Initiated Gateway Control Session Termination
1.  The GW(BBERF) is requested to terminate its Gateway Control Session.

2.  The GW(BBERF) sends a Gateway Control Session Termination message to the H-PCRF. If  the GW(BBERF) is deployed in a visited network, this message is sent by the GW(BBERF) to the V-PCRF. The V-PCRF forwards the message to the H-PCRF.
Editor’s Note: As a result of step 2, in the case where relocation is not being performed, there will be an IP CAN session termination procedure at this point.
3.  The H-PCRF replies to the GW(BBERF) with an Ack Gateway Control Session Termination message. If  the GW(BBERF) is deployed in a visited network, this message is sent by the H-PCRF to the V-PCRF. The V-PCRF forwards the message to the GW(BBERF).

Editor’s Note: It is FFS whether the V-PCRF may release information or other resources associated with Gateway Control Session.

Editor’s Note: It is FFS if the vPCRF if the vPCRF may hide the BBEF interaction from the hPCRF, for example in case the hPLMN supports on-path PCC model.

4.  The GW(BBERF) removes the QoS rules and Event triggers associated with the Gateway Control Session. This means the GW(BBERF) ceases its bearer binding and other Gateway Control functions associated with the QoS rules and Event Triggers.

5.  The GW(BBERF) has completed termianting the session and can continue with the activity that prompted this procedure.

7.X.2.2 PCRF-Initiated Gateway Control Session Termination
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Figure 7.X.2-2: PCRF-Initiated Gateway Control Session Termination
1.  The H-PCRF is requested to terminate its Gateway Control Session.

2.  The H-PCRF sends a PCRF-Initiated Gateway Control Session Termination message to the GW(BBERF). If  the GW(BBERF) is deployed in a visited network, this message is sent by the PCRF to the V-PCRF. The V-PCRF forwards the message to the GW(BBERF).

Editor’s Note: It is FFS whether the V-PCRF may release information or other resources associated with Gateway Control Session.

3.  The GW(BBERF) removes the QoS rules and Event triggers associated with the Gateway Control Session. This means the GW(BBERF) ceases its bearer binding and other Gateway Control functions associated with the QoS rules and Event Triggers.

4.  The GW(BBERF) replies to the H-PCRF with an PCRF-Initiated Gateway Control Session Termination message. If  the GW(BBERF) is deployed in a visited network, this message is sent by the GW(BBERF) to the V-PCRF. The V-PCRF forwards the message to the H-PCRF.

5.  H-PCRF has completed termianting the session and can continue with the activity that prompted this procedure.

7.X.3 Gateway Control and QoS Rules Request
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Figure 7.X.3-1: Gateway Control and QoS Rules Request
1. The GW(BBERF) is requested to either report an event or obtain QoS rules or both for a Gateway Control Session.

2. The GW(BBERF) sends a Gateway Control and QoS Rules Request to the H-PCRF. If the GW(BBERF) is deployed in a roaming scenario, the message is sent to the V-PCRF and the V-PCRF forwards it to the H-PCRF.

Editor’s Note: It is FFS whether the V-PCRF may be able to respond to the QoS Rules Request from the GW(BBERF) directly, without involving the H-PCRF, for example to support LBO scenarios.

3. The H-PCRF may forward an event report from the Gateway Control and QoS Rules Request received, to the GW(PCEF). if appropriate. This message may also contain PCC Rules, provisioned to the GW(PCEF) as a result of the message in the previous step.
4. If the GW(PCEF) receives a message, it responds with a PCC Rules Provision and Event Report Ack message.

5. The H-PCRF sends a Gateway Control and QoS Rules Reply message to the GW(BBERF). If the GW(BBERF) is deployed in a roaming scenario the message is sent to the V-PCRF by the H-PCRF, and the V-PCRF forwards it to the GW(BBERF). This message may include QoS Rules and Event Triggers.

6. The QoS Rules and Event Triggers, if any, received by the GW(BBERF) are deployed. This will result in bearer binding being performed, according to the rules. Subsequent events corresponding to the Event Triggers will cause an Event Report to be delivered to the H-PCRF by means of a Gateway Control and QoS Rules Request procedure.

7. The GW(BBERF) has completed termianting the session and can continue with the activity that prompted this procedure.

7.X.4 Gateway Control and QoS Rules Provision 
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Figure 7.X.4-1: Gateway Control and QoS Rules Provision
1. The H-PCRF is requested to update the QoS Rules and Event triggers for a Gateway Control Session.

2. The H-PCRF sends a Gateway Control and QoS Rules Provision message to the GW(BBERF). If the GW(BBERF) is deployed in a roaming scenario, the message is sent to the V-PCRF and the V-PCRF forwards it to the GW(BBERF). This message will include QoS Rules and Event Triggers.

Editor’s Note: It is FFS whether the V-PCRF may reach the decision to send QoS Rules to the GW(BBERF) autonomously, for example in the case of LBO.

3. The QoS Rules and Event Triggers received by the GW(BBERF) are deployed. This will result in bearer binding being performed, according to the rules. Subsequent events corresponding to the Event Triggers will cause an Event Report to be delivered to the H-PCRF by means of a Gateway Control and QoS Rules Request procedure.

4. The GW(BBERF) sends a Gateway Control and QoS Rules Provision Ack message to the GW(BBERF). If the GW(BBERF) is deployed in a roaming scenario the message is sent to the V-PCRF by the GW(BBERF), and the V-PCRF forwards it to the H-PCRF. 

5. H-PCRF has completed updating the session and can continue with the activity that prompted this procedure.

7.X.5 Gateway Control Session Relocation
Gateway control session relocation occurs as a sequence. The new GW(BBERF) establishes a Gateway Control Session as per clause 7.X.1. Then the old GW(BBERF) terminates its Gateway Control Session as per clause 7.X.2.

Note: Between the conclusion of the first step (making a new session) and the second step (breaking the old session), there will be more than one Gateway Control Session Active.
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