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1. Introduction

In SA2#54 the ePDG in the SAE (as an evolution of PDG in current I-WLAN) has been defined and appropriate changes were applied to the non-roaming reference architecture.

In the present paper we address the roaming case and migration for WLAN 3GPP IP Access. 

2. Discussion 

2.1 Preliminary Remarks

In the current I-WLAN the PDG serves as the unique point of interconnection with a PDN. It is chosen during IPSec tunnel establishment procedure, in analogy to GGSN selection. Considering the potentially large number of WLAN Access NWs which a PDG may serve, it effectively also aggregates traffic. Additionally, it serves as the endpoint of a security tunnel.
In the SAE architecture the ePDG is connected to the SAE Anchor (which implements the large scale mobility). It is lower in the node hierarchy, and thus might be pushed more towards the edge of the EPC. It may also change partially the role, compared to the PDG: it may become a more local mobility anchor, depending on the detailed solution for mobility and security handling. E.g. if PMIP and MOBIKE is employed (ePDG being the PMIP agent and MOBIKE termination) local mobility between WLAN access networks is not visible to the SAE Anchor. 
WAG has not been considered so far, but is present in the I-WLAN architecture. Its functionality is quite limited and it might be co-located with the ePDG in the non-roaming, local breakout (roaming) case and home routed traffic case with ePDG in VPLMN. In case of roaming with home-routed traffic with ePDG in HPLMN it is involved in the roaming scenario, performing the  routing/policy enforcement and charging data collection. It then can be shown explicitly at the boundary of the PLMN (if not shown it is assumed to be co-located with ePDG). The WAG related interfaces are Wg, Wp and Wm in Rel. 6/7, modifications for support of mobility are FFS. 
3GPP AAA server, AAA proxy and related interfaces are required and assumed as in Rel. 6/7 (but not shown in the graph below). 

2.2 Options for S2b in Roaming

The following possibilities exist within the SAE reference architecture (see fig. 1): 

a) ePDG and SAE Anchor in HPLMN, WAG in VPLMN: the non-3GPP operator has a roaming agreement with the VPLMN operator, but not necessarily with the HPLMN operator. WAG enforces in the user plane the routing of packets to the ePDG, between VPLMN and HPLMN. 
b) ePDG and WAG in VPLMN, SAE Anchor in HPLMN: S2b and S7 (not shown in fig.1) are the roaming interfaces, together with tbd AAA interfaces. From the current fig. 4.3-1 it does not seem to be allowed but, at the time of agreement on this graph, S2 as well as the location and nature of ePDG had not been detailed yet.
c) ePDG and SAE Anchor in VPLMN: naturally the only configuration for the local breakout case; only the AAA interface and S7 are roaming interfaces (not shown in fig.1). 
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Figure 1: Options for S2 roaming (also non-roaming case shown for reference) 
Option a) is according to current roaming principles. Mobility between non-3GPP access networks is handled exclusively in the HPLMN. 

Option b) requires update of the roaming agreements. It allows to handle the local mobility to a large extent in the VPLMN (as long as ePDG is not changed). If larger scale mobility is required this will be handled by the HPLMN.

2.3 Assumptions for Backwards Compatibility
In SA2 discussion are ongoing as to whether and how legacy PDGs can be connected to SAE Anchors and thus mobility can be provided for users with SAE capable terminals. With the legacy I-WLAN, UEs may receive a static or a dynamic remote IP address (in the latter case PDG needs protocol interfaces like AAA or DHCP with the external network, see section 5.10.1 in [2]). The UE with a MIP client may also receive mobility service by an external HA, see e.g. fig. E.5 in [1]. If the SAE Anchor is used as the HA, and fulfills above interworking conditions for AAA or DHCP (this is obviously more difficult in roaming), it is possible to provide basic mobility. S2b would then be identified with the interface between HA and MIP client. Yet, as also mentioned in 5.10.1 in [2], the IPSec tunnel handling may be time critical and it may not achieve mobility according to scenario 5. This should be considered with the following migration scenarios. 
2.4 Migration Scenarios
The following 2 cases are considered:
a) VPLMN is a pre-SAE network, HPLMN is a SAE network in an intermediate state of migration (figure 2). Both types of UEs, SAE and pre-SAE ones are assumed. All possibilities with respect to PDG/ePDG deployment in HPLMN are shown, just for the sake of completeness and not because they will be all equally relevant. The user plane may: 

a1) break out locally at PDG in the VPLMN via Wi (for local services),
a2) be routed via Wi towards an SAE Anchor in the HPLMN and exit via SGi (for finally home routed traffic, including basic mobility support; can be implemented according to and with restrictions stated in section 2.2), or
a3) be enforced by WAG in VPLMN to either a PDG or an ePDG in HPLMN for home routed traffic. If ePDG or PDG is used is still a matter of detailed definition of ePDG, but we expect e.g. ePDG to support fast IPSec tunnel modification, which is not available on PDG. 

These cases split further into:

a31) exit via Wi, or 

a32) connect to SAE Anchor via Wi/S2b, including basic mobility support; can be implemented according to and with restrictions stated in section 2.2. 

The decision between a1, a2 and a3 is to be taken per SAE bearer, in course of the corresponding signaling (i.e. either with NW attachment for the default bearer, or by explicit signaling for dedicated bearers). The decision fixes also the IP address scope (from V- or HPLMN, from SAE Anchor or PDGs address range). It may be  derived from APN. Policy and charging control in the HPLMN is either exerted via S7 on SAE Anchor or via Rel. 7 Gx on PDG (but not both, for one UE). In case that QoS is supported on ePDG, and both ePDG and SAE Anchor are in the user plane path, corresponding information must be transferred from SAE Anchor to ePDG on either S2b or a yet tbd. interface (here named S2x). Both options are FFS.
Note 1: the question could be raised why an ePDG would need to support still legacy PDG functionality, and according to the definitions in the SAE reference architecture this is FFS. Support for Wi is obviously small additional effort, but Gx support seems to be a more costly functionality. So this deployment depends on the expected amount of pre-SAE UEs requiring I-WLAN support over time.
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Figure 2: migration scenario (VPLMN is pre-SAE network, HPLMN is SAE network in intermediate state of migration) 

b) VPLMN is an SAE network in an intermediate state of migration, HPLMN is a pre-SAE network (figure 3). Only the SAE type of UE is considered. A first question is if in this case any SAE functionality can be at all provided to the UE. In principle this would be possible, if roaming agreements are updated and static policies are installed accordingly in vPCRF. Further boundary conditions are FFS (e.g. usage of APNs). The user plane may:
b1) routed back to a PDG in HPLMN, this is no change to current roaming principles.

b2) be handled according to Rel. 6/7, i.e. via PDG or ePDG in VPLMN for local services; dynamic policies may be exchanged with the VPLMN according to Rel. 7 via Gx’ and Gx. If ePDG or PDG is used is still a matter of detailed definition of ePDG, but we expect e.g. ePDG to support fast IPSec tunnel modification, which is not available on PDG. 
b2) be routed via PDG and Wi, or ePDG and S2b in VPLMN towards an SAE Anchor in the VPLMN and exit via SGi (for local services). The former variant could provide basic mobility support, implemented according to and with restrictions stated in section 2.2. The latter case offers full mobility support according to SAE principles. Policy and charging control is exerted via Gx’ according to pre-SAE roaming principles and via S7 on SAE Anchor, or via Rel. 7 Gx on PDG (but not both, for one UE). 

The same note 1 applies here.
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3. Proposal

It is proposed to include sections 2.2 to 2.4 in the upcoming annex for roaming scenarios. 
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