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1. Introduction

This contribution proposes the reference model for WLAN interworking with IMS.

2. Discussion

The current TS 23.234 V.1.3.0 does not include the WLAN interworking with IMS.

      This contribution proposes reference model for WLAN interworking with IMS. As described in section 3. charging related entities and interfaces are not shown in these figures.

3. Proposal

As described in section 2, it is proposed that the relevant change or addition for the reference model be incorporated to 23.234. 

Note: in the companion contribution ( s2-030066), WLAN reference model is proposed to separate charging related reference model from generic reference model.  Change of Reference point is also proposed by the other companion contribution (s2-030064).

***************      Start of first Change   *********************
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3
Definitions, symbols and abbreviations

3.1
Definitions

TBD.

3.2
Symbols

For the purposes of the present document the following symbols apply:

Wb
Interface between WLAN Access Network and 3GPP AAA

Wf
Interface between a CGw/CCF and 3GPP AAA, between CGw/CCF and  Packet data GW, between CGw/CCF and  Boder GW, between CGw/CCF and  Boder GW, between CGw/CCF and  PDF,etc
Wo
Interface between 3GPP AAA and OCS, between Packet data GW and OCS, etc
Wr
Interface between WLAN Access Network and 3GPP AAA

Wx
Interface between HSS and 3GPP AAA

Wm                     Interface between Packet data GW and 3GPP AAA
Wp                      Interface between Packet data GW and PDF
3.3
Abbreviations

CCF

Charging Collection Function

CGw
Charging Gateway

OCS

Online Charging System

PDA

Personal Digital Assistant

PDF

Policy Decision Function 
WLAN
Wireless Local Area Network

***************      End of first Change   *********************
***************      Start of second Change   *******************

6.1.3
Non Roaming WLAN-IMS Inter-working Reference Model

           An entry point of IM CN subsystem is P-CSCF. The Packet data GW shall decide easily the PDF by using DNS or local configuration after discovery of P-CSCF. It may be also possible that WLAN AN can perform P-CSCF discovery and decide the selection of PDF by using DNS without passing through Packet data GW.  Wp interface shall be similar to Go interface on PS domain. 
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figure 6.3 Non Roaming WLAN-IMS interworking Reference Model.
6.1.4 
Roaming WLAN -IMS Interworking Reference Model

The home network is responsible for IMS access control.  There are two scenarios for accessing IM CN subsystem; i.e. via visited Packet data GW /PDF or via home Packet data GW/PDF. Packet data GW in the home/visited network decides the selection of PDF in the same manner as 6.1.3.  S-CSCF in the home network acts as registrar as described in TS 32.228 [2a]. It may be also possible that WLAN AN can perform the P-CSCF discovery procedure and determines the PDF by using DNS or local configuration without passing through Packet data GW.  It is assumed in this figure that WLAN AN in visited network may not directly connect to PDF in the home network.
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 Note: Border GW is not shown in this figure for the reason of simplicity.
Figure 6.4   Roaming WLAN-IMS interworking Reference Model. 

***************      End of second Change   *******************

***************      Start of third Change   *******************

6.2.2  3GPP AAA Proxy

· the 3GPP proxy AAA  represents a Diameter proxying and filtering function that  resides in the visited 3GPP network.  The 3GPP proxy AAA functions include.:

· Relay the AAA information between WLAN and the 3GPP AAA Server in the visited network or home network. 

· Enforce policies derived from roaming agreements between 3GPP operators and between WLAN operator and 3GPP operator

· Report charging/accounting information to local CCF/CGw and to home OCS for roaming users 
· Service termination (O&M initiated termination from visited NW operator)

· Receives authorization information  (Subscriber information)

· Forwarding authorization information to WLAN
· Rejection of authorization according to local policy 

The 3GPP proxy AAA  functionality can reside in a separate physical network node, it may reside in the 3GPP AAA server or any other physical network node. 

6.2.3  3GPP AAA Server

· the 3GPP AAA server is located within the home or visited 3GPP network. The 3GPP AAA server : 

o
retrieves authentication information and subscriber profile (including subscriber's authorisation information) from the HLR/HSS of the 3GPP subscriber's home 3GPP network;

o
authenticates the 3GPP subscriber based on the authentication information retrieved from HLR/HSS. The authentication signalling may pass through AAA proxies.

o
communicates authorisation information to the WLAN potentially via AAA proxies.
· 
performs selection of P-CSCF by P-CSCF discovery procedure and decision of PDF by DNS or locally preconfigured way for home IMS user or roaming IMS user
· communicate with WLAN AN regarding the service selection and service capability , e.x. direct access from WLAN AN to IM CN subsystem  according to APN.
o
registers its (the 3GPP AAA server) address or name with the HLR/HSS for each authenticated and authorised 3GPP subscriber. 

o
initiates the Purge procedure when the 3GPP AAA server deletes the information of a subscriber. 

o
may act also as a AAA proxy (see above).

Editor’s note  : Clarification on the caching functionality is for further study

6.2.4.  HLR/HSS

· the HLR/HSS located within the 3GPP subscriber's home network is the entity containing authentication and subscription data required for the 3GPP subscriber to access the WLAN interworking service.  HSS is the entity  for WLAN subscribers. HLR is the entity for pre-Rel 5 subscribers.  In this document , HLR covers also HSS for IMS users which is specified in 3GPP TS 23.228[2a].  Because HSS for IMS user also supports Gr and D interface as described in 3GPP TS 23.002 [2]. 
6.2.5  Border Gateway

· The Border Gateway is an optional gateway via which the data between WLAN and Packet Data Gateway can be routed. 

6.2.6  Packet Data Gateway

· The Packet Data Gateway is a node via which IP networks such as IMS are connected to 3GPP interworking WLAN. The location of Packet Data Gateway may be different for each specific service accessed WLAN. For some WLAN connections no Packet Data Gateway is used, for some accessed services Packet Data Gateway may be in home network and for some accessed services it may locate in visited Nw. 

The Packet Data Gateway:

· contains routeing information for WLAN-3G connected users;

· routes the packet data received from/sent to the IP Network to/from the WLAN-3G connected user;

· performs address translation and mapping;

· performs encapsulation;

· generates charging information related to user data traffic for offline and online charging purposes and tranfer the charging records to offline and online charging system.
· resides as a gateway system for IM CN subsystem and performs policy control between Packe data GW and PDF.
· retrieves the tunnelling parameter, filtering information and IMS specific parameters, i.e. IMS signalling flag, P-CSCF address, PDF address, etc.
6.2.7  PDF, P-CSCF, S-CSCF, AS
The PDF, P-CSCF, S-CSCF and AS is the IMS network entities. For further information, see 3GPP TS 23.228[3].
***************      End of third Change   *******************
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