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1.
Introduction

This contribution proposes the draft answer to LS from SA5(S2-02xxxx) for bearer charging for Rel 6.

2.
Discussion
The following document is excerpt from S2-030041 , i.e.  LS from SA5 regarding the requirement for bearer charging.  Proposed draft answer is shown in the bold style.

-------------------------

 The Annex shows the excerpt from  draft-ietf-sipping-content-indirect-02.

For example 1,  when watcher receives NOTIFY message with indirect URL address point from Presence Server, watcher set up bearer connection  in order to  receive presence information from Presence Server.   This connection is established by watcher using general purpose PDP context instead of signaling PDP context.  Therefore the path may be connected  via GPRS network ( and Public IP network)  towards Presence Server, without passing  IMS entities like P-CSCF, etc..

(  SA2 agrees that the second session  is established from UE to Presence Server through public IP network using general purpose PDP context.

However, the session should be correlated with previous IMS session because this connection is one of the multiple session charged by watcher so that the CDR should include IMS Charging ID (ICID) for correlating the CDR with IMS CDR.

When bearer session is established by the general purpose PDP context through IMS towards Presence Server,  new ICID may be allocated. Is it possible to correlate with previous session? 

    (   SA2 sees that in this case, ICID can not be generated at GPRS, but  GCID can be generated at GPRS. However, correlation with different sessions may be possible using other ID such as new correlation ID ( ex. IMPU) header within SIP message which may be the Rel 6 requirement for IETF. 

For example 2, it is related to Instant Messaging service for Rel6. 

When UAS receives MESSAGE with URL for the web site, UAS establishes connection with general purpose PDP context towards Web Server.

In this case, connection between UAS and Web server may not pass through IMS entities.

However, this session is related to the previous IMS session between UAC and UAS.

  ( Again, SA2 sees that GPRS  can generate GCID for the second session. Correlation with different session may be also possible using new correlation ID (ex. IMPU) header within SIP message which may be the Rel 6 requirement for Rel 6.

Based on the above analysis, there are requirements regarding this topic as shown below.

a. Bearer charging related with IMS user  shall be correlated with the corresponding IMS session. Multiple ICID (IMS Charging ID) may be used for the correlation between the bearer session and IMS session. However, it should be clarified how to correlate the multiple session with different ICID.

e.g.

· When the second session of multiple session passes through GPRS and IP network, it may be not possible to generate the ICID at GPRS.  Even if ICID is generated in PS domain, it is not clear to be able to convey the ICID to Presence Server via public IP network.

( SA2 answers already above.

· When the second session of multiple session passes through IMS towards Presence Server, it may be possible to generate the ICID at GPRS.  However, it is not clear to be able to convey the ICID from IMS to Presence Server via public IP network.

· (  SA2 sees that it may not be happened in this case..

b. Contents based charging shall be done between AS( Presence Server or Web Server) and OCS(Online Charging System). In this case, there is no interaction between S-CSCF and AS so that AS shall access to HSS on Sh interface in order to retrieve the ECF address.

         (   SA2 agrees with SA5 view..

c. When the AS is outside the IM CN subsystem,  it may be not possible to send the ICID to external AS.  It is not clear how to perform the content charging between IM CN subsystem and external AS.

· SA2 sees ICID can be passed to external AS when the external AS belongs to trusted domain for example, business agreement or roaming agreement with the 3GPP operator. However, the external AS does not belong to the trusted domain, it may be difficult to pass ICID to external AS and make a content charging , especially online charging for the user.

SA2 will keep in touch with SA5 regarding this issue, if SA2 makes some progress.

d. Online charging shall be also applied  to the bearer service for IMS user.  For this purpose, OCS (Online Charging System) and related interface shall be introduced in the PS domain as well. 

                ( SA2 agrees with SA5 view..

 3.
Proposal
It is proposed to send a response LS to SA5 (cc. SA3) based on the section above.

----------------------

ANNEX: Excerpt from draft-ietf-sipping-content-indirect-02

3.1 Presence Notification

   The information carried in a presence document could potentially

   exceed the recommended size for a SIP (NOTIFY) request, particularly

   if the document carries aggregated information from multiple

   endpoints.  In such a situation, it would be desirable to send the

   NOTIFY request with an indirect pointer to the presence document

   which could then be retrieved by, for example, HTTP.

   Figure 1: Example information flow for presence notification

             Watcher                             Presence Server

                |                                                     |

                |         SUBSCRIBE                       |

                |--------------------------------------->|

                |          200 OK                               |

                |<---------------------------------------|

                |                                                      |

                |          NOTIFY                             |

                |--------------------------------------->|

                |          200 OK                               |

                |<---------------------------------------|

                |                                                      |

                |      NOTIFY (w/URI)                   |

                |<---------------------------------------|

                |           200                                     |

                |--------------------------------------->|

                |                                                      |

                |         HTTP GET                          |

                |--------------------------------------->|

                |                                                     |

                | application/cpim-pidf+xml         |

                |<--------------------------------------|

                |                                                     |

   In this example, the presence server returns an HTTP URI pointing to

   a presence document on the presence server which the watcher can then

   fetch using an HTTP GET.

3.2 Document Sharing

   During an instant messaging conversation, a useful service is

   document sharing wherein one party sends an IM (MESSAGE request) with

   an indirect pointer to a document which is meant to be rendered by

   the remote party.  Carrying such a document directly in the MESSAGE

   request is not appropriate for most documents.  Furthermore, the

   document to be shared may reside on a completely independent server

   from the originating party.
Figure 2: Example information flow for document sharing

               UAC                                  UAS                              Web Server

                |                                            |                                   |

                |   MESSAGE w/URI           |                                  |

                |-------------------------------->|                                  |

                |        200                               |                                  |

                |<--------------------------------|                                  |

                |                                            |                                  |

                |                                            |    HTTP GET           |

                |                                            |------------------------>|

                |                                            |       image/jpeg         |

                |                                            |<------------------------|

                |                                            |                                  |

   In this example, a user wishes to exchange a JPEG image that she has

   stored on her web server with another user she has a IM conversation

   with.  The JPEG is intended to be rendered inline in the IM

   conversation.  The recepient of the MESSAGE request launches a HTTP

   GET request to the web server to retrieve the JPEG image.
