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1. Introduction

This contribution discusses how Service Based Local Policy can operate with different IP Connectivity Networks.

The draft TR on IMS Commonality and Interoperation identifies the various functions performed by Service Based Local Policy and the IP Connectivity Networks capabilities that those functions rely on. This opens the possibility that forms SBLP could be supported on IP Connectivity Networks with different capabilities to GPRS (for example WLAN).

Specification of capabilities within IP Connectivity Networks is obviously not in scope of this work item, however there are some decisions to be made regarding the interaction of IMS with these Access Systems which affect the capabilities required within IMS

2. Service Based Local Policy control interface

2.1 Possible approaches

Various approaches are possible with regards to the interface used by IMS to interact with an IP Connectivity Network. This interface is between the PDF and the IP Connectivity Network.The considerations of this contribution apply equally whether the PDF is integrated in a P-CSCF or separate.

Firstly, we note that in the case of IP Connectivity Networks which are not specified by 3GPP, the interface to these networks is out of scope of 3GPP. An operator wishing to deploy 3GPP IMS with a non-3GPP access system must accept that the PDF component will require enhancement to support whatever interface is appropriate for the non-3GPP access system.

Secondly, we consider IP Connectivity Networks which are specified by 3GPP. We note in passing that in the case of Wireless LAN, the ‘IP Connectivity Network’ includes not only the WLAN Access Point (which is an element specified outside 3GPP), but also the 3GPP AAA Server and Packet Data Gateway, which are specified by 3GPP. If interaction between IMS and a WLAN IP Connectivity Network is between the PDF and one of these entities, then this is clearly within scope of 3GPP.

There are two approaches which could be considered for the interaction between IMS and 3GPP IP Connectivity Networks for Service Based Local Policy: For each new IP Connectivity Network, either

(a) a new reference point and protocol is defined, or

(b) the existing Go reference point and protocol is extended to support the new IP Connectivity Network

2.2 Discussion

We propose that, approach (b), if it was achieveable, involves less complexity that approach (a). Approach (a) requires support of multiple different protocols on the PDF, and interworking of this with the Service Based Local Policy mechanisms. 

Approach (b) allows the PDF to remain an Access Independent element of the system, and so supports the objectives of the Work Item.

However, there are two factors which might impede the adoption of approach (b):

1) the capabilities of different IP Connectivity Networks may vary significantly

2) the IP Connectivity Network may already support an interface suitable for SBLP

With regards to (1), we note that the COPS-PR protocol defined for the Go interface in Release 5 includes highly flexible capability negotiation mechanisms. It is therefore possible for the PDF and IP Connectivity Network to dynamically negotiate the capabilities supported. As part of the Access Independence work, we would need to specify what the negotiable capabilities were, and what capabilities were mandatory for all IP Connectivity Networks.

With regards to (2), we note that at present, the only IP Connectivity Networks in scope of 3GPP for this discussion are GPRS and WLAN. GPRS supports Go and the WLAN work has not defined a Policy Control interface.

Finally, we note that as a core component of the IETF Policy Framework, COPS would be an appropriate protocol for any IP layer policy enforcement device to support for this purpose. It is therefore likely to be appropriate for any other IP Connectivity Networks as well.

3. Proposal

We propose that for 3GPP’s part we assume a single Policy Control interface from the GGSN to the IP Connectivity Network in the form of the Go interface. This interface would be extended, as 3GPP-specified IP Connectivity Networks, are added to support any requirements specific to that technology.

The PDF remains an Access Independent component of the IMS and the Go reference point is defined between this element and a logical Policy Enforcement Point in the IP Connectivity Network. Capability Negotiation within COPS-PR can be used to inform the IMS of the capabilities supported by a given Policy Enforcement Point, but the PDF does not need knowledge about the particular technology of the IP Connectivity Network.

The following text is proposed for the TR to capture this:

4.3 General architectural considerations

Editor's note: This clause is planned to identify the access specific "parts" and the possible split of access-specific and access independent "parts" of IMS functional elements, where applicable.

3.1.1 Policy Decision Function
The PDF interacts with a Policy Enforcement Function (PEF) within the IP Connectivity Network over the Go reference point.

3.1.2 Policy Enforcement Function
This is a logical function which is required to exist within any IP Connectivity Network which supports Service Based Local Policy. The location of the Policy Enforcement Function within the IP Connectivity Network is out of scope of this document.
The Policy Enforcement Function interacts with the IMS over the Go reference point. The capabilities of a Policy Enforcement Function are specified along with the specification of a particular IP Connectivity Network.

When a new IP Connectivity Network is identified for IMS, if there is new functionality required for this IP connectivity network, then the Go reference point and protocol may need to be extended to support the Policy Enforcement Function capabilities of that network. The Policy Decision Function in the IMS shall be able to determine the capabilities available at a Policy Enforcement Function without requiring prior knowledge of the particular IP Connectivity Network technology (e.g. by negotiation with that PEF).

Note: IP Connectivity Networks defined outside 3GPP may support different interfaces for the purpose of policy control. Interaction between the PDF and such networks is out of scope of 3GPP.
The relationship between PDF and PEF is illustrated in the following diagram:
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3GPP IP connectivity networks in this picture encompass those networks where the PEF is specified by 3GPP. 

Note: For example in the case of Wireless LAN, the ‘IP Connectivity Network’ includes the Packet Data Gateway and the 3GPP AAA server, which are specified by 3GPP. If interaction between IMS and a WLAN IP Connectivity Network is between the PDF and one of these entities, then this is clearly within scope of 3GPP.
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